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PREFACE

i

Assessments of a target’s susceptibility to da;nagc in an encounter with a threat (vulnerability) and the
capability of weapon systems to inflict damage on targets (lethality) have been conducted at the Ballistic
Research Laboratory (BRL), Aberdeen Proving Ground, MD, for over forty years. Through the years,
research and data from test firings have been incorporated in a series of computer models that predict the
results of target-threat interactions. Prior to the Modular UNIX-based Vulnerability Estimation Suite

» (MUVES), many computer programs for predicting vulnerability/lethality assessments had evolved with

their own blend of spéciaily tailored algorithms and with their own code maintenance requirements. Even
though these programs functionally employed many of the same algorithms, code was not directly shared,
and it was not uncommon to find vulnerability analysts using slightly different versions of the same code.

In 1985, BRL’s Vulnerability/Lethality Division (VLD) initiated discussions to develop an integrated .

software system for performing vulnerability/lethality assessments. These efforts have resulted in MUVES,
a comprehensive software package for vulnerability /lethality analysis. MUVES is written primarily in C
for the UNIX operating'system environment. MUVES is a flexible platform able to accommodate existing

vulnerability methodologies as well as future vulnerability appl_icationé.

"This guide describes MUVES at the level a vulnerability analyst needs to successfull); perform
vulnerability /lethality studies. Appendices describe the currently supported algorithm packages and are
published under separate cover. As existing vulnerability algorithms are incorporated into MUVES and

new algorithms are developed, additional documentation will be made available.
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Introduction

1.1 Historical Perspective

The Ballistic Research Laboratory (BRL), Aberdeen Proving Ground, MD, assesses weapon systems’
susceptibilities to damage in ‘encounters with threats (vulnerabilities). The laboratory also studies the

capabilities of weapon systems to inflict damage on targets (lethalmes)

'

Vulnerablhfy/lethahty research includes data collected from laboratory test firings and fuli-scale field
testing as well as the series of computer models which predict results of target/threat interactions [1}.
These models have progressed from ccmpartment-level models with lumped-parameter est‘mates for
weapon system damage 2] to point-burst models that can evaluate behind-armor debris and threat/debris

interactions with critical interior components {3,4]. More recently, a stochastic point-burst model has been

developed to predict damage and its associated probabilities at the component level (5]. ‘This model
provides detailed modeling support for live-fire testing. Using a hierarchy of models, the BRL has an
iterative process for improving both the vulnerability/lethality discipline and the designs of fielded

systems.:

" Production use of simulation models for more than thirty years has necessnuted contmual
incorporation of state-of-the-art research (e.9., algonthm improvements for weapon system technologies)
and the periodic introduction of new models based on the work of earlier models. Once created, ‘these
"models have tended to evolve with their own blend of specially tailored algorithms and methodologies.
Computer programs implementing the three primary tfpes of Vulnerability /Lethality Division (VLD)
models, <.¢., the compartment, point-burst, and stochastic point-burst modeis, have employed many of the
same algorithms but have not shared code. Consequently, each of these models required individual

support.

In 1985, BRL's VLD initiated internal discussions to develop an tntegrated software code for performing
vulnerability /lethality asseésments to both overcome these problems and to advance the state-of-the-art.
These efforts have culminated in the Modular UNIX®-based Vulnerability Estimation Suite (MUVES), a
software packzge written in the C programming langﬁage for UNIX opefati'ng systems. MUVES has been
designed for the study of target-threat interactions in in environment capable of accommodating existing

vulnerability methodologies as well as providing fexibility to support newly devised requirements [6].

This doctinent introduces vulnerability/lethality terminology and methodologies, describes MUVES,
" and supplies information that both new and experienced vulnerability analysts will need for performing

MUVES analyses.

© ® UNIXis a registered trademark of AT&T.




1.2 Project Goals

o Provide current’ vulnerability analysis capabilities in the UNIX

environment
¢ Control production code design and maintenance
o Minimize code redundancy
¢ Minimize analyst’s programming
¢ Provide flexible user-specified program interaction
o Facilitate exiension of production code for:
—- New situations b !
_ New metilods of analysis
— 'Experimnental applications

o Use BRL’s Multi-device Graphics Editor and ray-tracing packages for
solid modeling and target geometry interrogation

o Provide user-friendly interface : '

Figure 1. MUVES project goals

- Figure 1 summarizes the goals of the MUVES effort [6]. MUVES currently incorporates vulnerability
analysis capabilities available under the compartment-level model. As part of coding this model' general-
purpose software packages (e.g., error-handling routines, doubly-linked lists, memory management) were
also written and will be used for other vulnerablllty/lethahty models.

Selectmg the computing environment for this code was one of several critical decisions. The UN]X '
operating system was selected for several reasons. Many classes of computers are now available with some
variant of the UNIX operating system: single-user graphics workstations, minicomputers, and
supercomputers. Given the popularity, availability, and cépabilities of the UNIX operating system,

acquisitions of UNIX-based systems are expected to continue for federal scientific research and development

applications.

Given the MUVES code can be made available for classes of computer systems with the UNIX operating

system,* an analyst can select the most appropriate or convenient computer system(s) for analysis tasks.

* For each release, more specific information on the UNIX environment requirements will be provided.




For example, ray tracing a geometric target description is cdmputationally intensive but integral to
vulnerability computations. The MITVES executable can be run on a local machine where the local host

performs all tasks, or the executable can be run such that the local host performs the vulnerability tasks

and another network-accessible host performs ray-tracing tasks.

The VLD has set a goal to improve the configuration management of its vulnerability codes. This goal
will eliminate customized implementations of a particular vulnerability /lethality model and will insure
consistent analysis results across the division.  This is important since the division anticipates long-term

production use of its models.

.

Software engineering design techniques were used to fulfill several of the MUVES goals (e.g., long-term
quality of the computer code). These techpiques have been developed by the computer science community
to control code -design and maintenance [7,8]. By outlining basic ‘software functions and inter-
relationships, these techniques can minimize code redundancy and can be used to more easily assess the
impact of new production code. Using these techniques, the flow of data within the MUVES code was

diagramed.

‘

In previous vulnerability codes, a particulaf penetration algorithm may have been independently
implemented in two or more versions of the same code. Consequently, a change to the algorithm (e.g., an
improvement or a replacement) meant that each instance of the algorithm in every version of the code
needed to be updated. A goal of MUVES is to have only one module writien and maintained to accomplish
a paiticdlar calculation. This avoids having multiple implementations of the same algorithm and insures

analysts have immediate access to the most up-to-date algorithms.

The structured and modularized nature of MUVES code has reduced the historical difficulties associated

with code maintenance Softwar. mec “iles with well-defined interfaces have been written to perform .

singular tasks. Modules have been combined into software packages; each package contains software
related to a similar set of tasks. When modifications are required, only changes to the individual module
or affected packages will need to be made. Software modules reduce the potential for comparatively large
interacting sections of code that would be more difficult to maintain. A standardized MUVES interface will
allow code developers to insert special components, experimental materials, and new models into the

system with minimal changes to existing code. This is one way that MUVES improves maintainability over

the plethora of existing vulnerabil'ity analysis codes.

MUVES also provides an environménb in which a'vulnerability analyst can explore new situations, new
methods of analysis, and experimental applicationé within a single computational framework. It should be
possible to handle special requirements for vulnerability /lethality analyses without having to modify any
software. - The code is general enough so that in most situations an analyst only needs to modify input
parameters or reqﬁest different options via the user .interface to obtain the desired results. Unusual
situations, however, may require code extensions to MUVES. For example, a new éonc‘ept of target-threat

interactions may require new modules. In all phases of design and coding, provisions have been made for

future extensions of the MUVES code.

'
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Compared to previous computer models, modifications to MUVES will be more tightly controlled.
There will be an “official” supported version of MUVES both in source and binary forms. In order to
maintain consistent results throughout the VLD, the installed version at the BRL will be identical across
computer systems and will be used for all routine production runs. Analyst contributed code may
eventually be integrated into the sup;‘)orted version of MUVES after being reviewed for compliance with

MUVES system interface requirements.

_ . The Source Code Control System (SCCS), a collection of utilities that runs under the UNIX operating
system, is being used to control and account for all changes to MUVES software and documentation. Each

release of MUVES will have a version identifier that can be used to reconstruct the set of sources used to

generate the release. -

Over the past decade, the VLD has invested in-house resources to develop an interactive geometry

editor based on Combinatorial Solid Geometry techniques [9]. This editor, the Multi-device Graphics

EDitor (MGED), has become a standard BRL tool for describing targets for vulnerability /lethality
analyses. The BRL has also developed a ray-tracing package to interrogate objects in an MGED database.
One application of this package permits renderings of MGED nbjects on a graphics display, e.g., color
shaded images of target views [lO].l ‘Combined, these twa packages are useful for describing and viewing
target geometry inputs for vulnerability/lethality studies. MUVES exploits these facilities as well as the

existing library of target descriptions. Recognizing that other geometric modeling techniques and ray-

tracing packages may need to be subported, MUVES is not intrinsically tied to these facilities.

Through the MUVES user interface, the analyst works with a hierarchy of menus to accomplish such
tasks as selecting input parameters, specifying analysis methods, and identifying desired outputs.

Whenever possible, default values are made available for selection. An analyst can edit input values and

save them for use in later runs. In addition to traditional keyboard methods of entry, a graphical user

interface may be eventually developed for interacting with MUVES. '

Care has been taken to ensure that MUVES facilities can be accessed from a wide variety of computer
terminals and interactive workstations. The first release of MUVES provides a menu-driven user interface

which can be displayed by a wide variety of ASCII terminals.

The overall result is that MUVES provides an iritegratcd framework that can grow in a controlled and

matntainable way as the vulnerability/lethality community uncovers new situations, develops new methods of

analysis, and ezplores ezperimental applications.

.1.3 Project Description

In order for MUVES to satisfy the identified project goals, software engineering principles concentrating
on the flow of data and the transformations on this data were used extensively. A consistent philosophy

towards the problem of assessing the remaining utility, i.e., functionality, of a target damaged by some
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Figure 2. Top-‘level MUVES description

sort of threat was employed. This approach has helped clarify many of the conceptual difficulties which
have plagued previous vuinerability analysis efforts. The first aspect of this philosophy was to generalize
the statement of the problem in such a way ‘that most vulnerability problems could fit into a single,

generic framework. This framework is stated as follows:




"An object, called the threat, is thrown at another object,
‘called the target, in such a way that ite trajectory can be
approximated by a ray; some sort of damage occurs to une
or both objects as a result of the ii.teraction between the two
objects, and possible new threats are created; then the utility
of the damaged target is assessed.” ‘

At the top-most level, this process can be depicted as in Figure 2. Note that this entire process can be
described by the flow of MUVES inputs, the processing that MUVES performs, and the outputs that it
produces. » ' '

In this figure, one or more individuals may share the responsibilities required for an analysis. These
responsibilities include: (1) the vulnerability experts (physical modelers) who are responsible for
developing and designing new methods, (2) the tﬁrpat describers who test and evaluate threat information,
(3) the target describers who assimilate target information into a complete characterization, and, finally,
(4) the analysts who select input parameters, the methods of analysis, and the desired outputs. Regardless
of the type of model, information from each of these four input sources is necessary for any interactive
vulnerability estimator. In Figure 2, inputs which are stored on-line are partially enclosed by two parallal

lines. To complete an analysis, results are displayed and interpreted by vulnerability analysts.

‘One of the msajor MUVES concarns is characterizations of threats and targets, and the events occurring
at the moment of impact of a threat with a target. To mak= the interaction aspect of the problem easier
to change as new data becomes available, consideration of all threat-target physical interactions were
isolated into one area within th'e MUVES framéwork. In MUVES terminology, this area is referred to as the
“interaction module”. It is important to realize that this is not one moduie but a large number of
modules, each of which performs the c,alcul‘atiohs for a specific type of threat interacting with a specific
target component. ‘

The components of interest and the manner of evaluating darﬁage to them varies with different types of
analyses. Therefore, there will be a different family of interaction modules called upon to do the
calculations for each type of analysis. Many of these internal modules are likely Lo‘belong to more than
one such family. This is especially trué for frequently used modules such as those for armor perforation
calculations, Thus, MUVES will eliminate redundancies evident. in earlier Yulnerabiiity programs and will

provide a pre'viouély unavailable flexibility.

The phlilosoph)" used to design MUVES, however, places certain restrictions on what can be done within
the MUVES. For instance, MUVES is currently not able to model all effects since all ray-tracing within, the
MUVES environment is currently limited to straight rays. Modeling events such as diffusion of gases and
temperature radiation is not feasible since these events consist, of fronts of molecules or energy moving
through varying media. Similar difficulties arise with blast and shock effects. These may be approximated
using large numbers of rays radiating from a single point. Although this technique is computationally
intensive, it could be used to study these phenomena for complicated target geometries until better
methods can be devised. ‘ ‘




'

From this preliminary design step, the structured analysis phase of this project focused on defining the
needs of the users of the eventual product. An attempt was made to produce a generalized description
'mveﬁhg everything that must kappen when analyzing the vulnerability of any target versus any direct
impacting threat. Previous efforta to revise vulnerability methodology have frequently missed this
generality by concentrating on hardware limitations or specific assesament techniques too early in the
design phase. The result of the structured 'nnalysin phase was a generalized description which should meet
all current analytical requirements with few changes in the necessary inputs. This description also

eliminates most of the redundancies and streamlines the entire vulnerability /lethality procesa.

The products of this phase of the project included detailed data flow dingfams (such as the data flow
diagram shown in Figure 2}, and explicit detinitions for the data flows and the processes. These definitions
specify the exact compositinh of the data, the internal logic of these processes, upd the specific function(s)
of every process. From this phase, the MUVES coding phase began. Readers who are further interested in

the design products should consult the listed reference for additional information {6].

t /

1.4 Advantages =

" MUVES provides several advantages over previous vulnerability/lethality codes. These advantages
include: (1) a single framework for vulnerability/lethality models, (2) a user-friendly interface which
organizes all data, (3) a high degree of analyst control over processing choices, (4) the ability to select shot
pattefns,'(s) on-demand analysis of subsidiary threats, (8) the isolation of threat-component interactions,
{7) the isolation of enéineering approximation techniques, and (8) opportunities for, more complex forms of

- damage assessment.

Within the MUVES framework, rays representing shotlines are used to simulate threats intersecting
target components and to assess damage at those intersections. In MUVES, a cdmpéme'm, is any identifiable
piece of the target having definite geometry which should be analyzed as a wunit with respect to its
interaction with the threat. Thus, for a compartment-level analysis, a compartment may be considered a.s
one rather large component, though it may consist of many individually modeled objects. For point-burst

analyses, the individual components may still be treated separately.

This way of descrihing components gives the target describer the flexibility to buila large components
for a coarse analysis from several smaller components which are typically useful for more detailed analyiic
methods. This permits the analyst to generalize certain aspects of the analysis while retaining detail only

" where it is necessary. It also allows an analyst to use a single target description for several methods of
analysis and change only the listing or grouping of objects in the MUVES input files to achieve the desired
result. The BRL Multi-device Graphics Editor also offers some support for maintaining‘a collection of
geometric descriptiolns with varying degrees of resolution for a single target {9]. However, there i= a limit
to how far this approach can be pushed. For instancé, some analysis methods may require geormetrie detail

that would unduly slow computations for other approximation methods. o

One of the most readily apparent'improvements of MUVES over the current methodologies is that the

analyst can choose from a variety of available shot patterns for the threat, rather than being constrained




to a single pre-determined pattern (e g, a simple grid). There are four different types of shot patterns
currently avalable: (1) a rectangular grid with flexible parameters (including perspective rays), (2)
randomly distributed patterns (e g, & bivariate Gaussian) around a single aim point, (3) spherically

distributed start points, ani (4} an analyst specified set of shot points Analysts can select a shot pattern

appropriate to the problem, rather than trying to fit the problem into a more limited set of alternatives.

There is & feedback loop within the MUVES analysis process which returns newly generated threats
(e g, spall, deflected main penetrator, ete ) to the ray-tracing sub-process when they are created by the
threat-target physical interaction module  Prior computer codes calculated all shotlines and trajectories of
potential spall rays before any analysia was performed, The MUVES approach eliminates unnecessary

computations (e g., tracing spall rays when the main penetrator fails to perforate the armor).

Each threat-component interaction is handled by the appropriate interaction module. The interaction.
module computes the effects of a specific threat impacting a component. Within an interaction module,
threat parameters may be altered, damage may be broduced for the component, and new threats may be
generated. Analysts have the ability to select module preferences via the user interface when multiple

modules exist for a particular threat-component combhination.

When all damage producing interactions have ceased, the evaluation phase hegins. The modulés that
estimate the functionahity of damaged target components are termed evaluation wodules, Analogous to

interaction modules, these modules also have interfaces which are well-defined and standardized. Damage

‘is typically evaluated based on engineering techniques. Input files and selections from the user interface

control the damage assessment, process, and in most cases, damage assessment requirements do not require
modifications to the underlying code. Compared to earlier codes, analysis may develop new <pressions in
the input files for assessing damage and can immediately test these changes by selecting the new files and
running the analysis. The structure of the input files and the underlying software modules also provide

analysts with the opportunity for more complex forms of damage assessment.

1.5 Configuration Management

In the mid 1980’s, the BRL's VLD recognized the need to standa.dize, reorganize, and rigorously

manage the configuration of the compartment and point-burst models to ‘ensure that vulnerability analysts

using these codes would be pr-.during consistent and auditable results {11]. While MUVES is designed to
facilitate solutions for these requirements, these requirements are not completely met by the initial relrase
of MUVES. Most notably, the first release of MUVES does not provide the point-burst vulnerability models.
Although the underlving code contains an interface for archiving/retrieving data and analysis results, the
interface requires additional testing before being released. The former will be addressed by the MUVES
development team in a subsequent release; whereas, the latter is currently being addressed by a database

team (with MUVES interface specifications being provided by the MUVES development team).

MUVES requires target files, threat files, damage evaluation curves, and other input files be imported
into the MUVES file hierarchy. Project directories are used to store related inputs and outputs. MUVES

provides automatic mechanisms for storing input files, session files, and results files in this hierarchy.




Session files list the inputs used in the process of creating the corresponding resulta files.

The first release of MUVES allows analysts to copy files into and out of the MUVES hierarchy. The
ability to copy files from the MUVES hierarchy gives analysts the ability to edit analysis input files and to
copy new versions of these files into MUVES for use in subsequent analyses, Given vulnerability analysts
typically perform numerous analyses before settling on one or more runs containing the final information
to be delivered to the customer, MUVES allows analysts to permanently remove any input, r’csult, or
session files which are no longer necessary. Although MUVES caches results and session files in its own
directories, analysts may éopy or remove these files. A future releuf of MUVES will provide an interface

for additional access and archiving control.

In symmary, it cannot be overemphasized that the fitst release of MUVES provides the minimem
acceptable level of andit controls and that most of the responstbility for this process lies with vulnerability
enalysts. MUVES dwcloperc,lon the other hand, have the responsibility to standardize, reorganize, and
rigorously manage the configuration ofv the vulnerability/lethality models to enaxre that the MUVES code s
producing conaistent and correct results. Needs have been identified for the catablishment of Jormalized
procedures to inswre work is safely stored and lo insure the final system is responaive to the needs of the

production work force.

1.6 State of Development

The initial release of MUVES does not incorporate aspects of the point-burst and the stochastic point-
burst models. Rather than delaying the introduction of MUVES until these efforts are completed, a
decision was made to release MUVES at the earliest possible date where it would be an effective tool for
performing certain vulnerability/lethality studies. The frst release of the code was defined as the

completion of the compartment model for target-threat interactions (6.

Future development efforts will exploit the MUVES framework. A list of the critical and desired
capabilities for the next release of MUVES. has been created. This prioritization scheme emphasizes
incorporation of the stochastic point-burst model and additional compartment model enhancemems for
different armor packages and threat types. .As with all projects, changjng requirements necessitate periodic
" review and restructuring of priorities. Vulnerability analysts are encouraged to ¢ ..tinually participate in
this process and to supply their insights on the available MUVES capabilities, “must-have” requirements,

and desired capabilities.‘

1.7 Additional Documentation and Training
To adequately describe MUVES for vulnerability analysts, system administrators, and code developers,
the roles of these individuals will be discussed in a separate volume of MUVES documentation.

Vulnerability analysts who feel that this guide is incomplete in certain areas or who have never had the

opportunity to read some of the references listed in each chapter/appendix of this guide are encouraged to




locate copies of these references and to explore the information that they provide.

Training classes for using MUVES will be conducted from time to time for BRL employees and other
interested personnel. Interested parties should contact the MUVES Development Team to discuss training

requirements and schedules.

'

1.8 Software Distribution

Inquiries should be directed to the BRL/VLD Vulnerability Methodology Branch at mdt@brl.army.mil
. or Director, Ballistic Research Laboratory, ATTN: SLCBR-VL-V (MUVES Development Team), APG, MD .
21005-5066. .

J\
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2. System Design'

This section describes the overall design of MUVES; it gives a ‘bird’s-eye view” of the system. The
general concepts guiding the structure and operation are discussed in the first three subsections. There is

also a subsection covering the outputs available from MUVES.

Another section of this guide that is helpful for gaining an overall understanding of MUVES is the
Glossary, which contains special terms used in MUVES documentation. Any terms found in the glossary
are italicized the first time they appear. A working familiarity with these terms is a prerequisite for
discussing MUVES. This section should provide enough contextual information to make the glossary

understandable. ) . \

2.1 Structure ' '

"' There is'a large quantity of dats flowing through the MUVES analysis process. However, the general

structure of the program can be expressed in the following Data Flow Diagram:
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Figure 3. MUVES Analysis Principal Data Flows

In the most general terms, MUVES sets up the initial geometric and physical parameters of a threat,
determines the results of an interaction between the threat and the target, and evaluates damage to the

target based on that interaction.

1




The threat/target interaction is computed using a threat path. A threat path consists of geometric

information for the components along a (not necessarily straight) path through the target plus a set of
parameters describing the physical attributes of the threat in question. The geometric information for a
- single component is cailed a component trace; a trace is a straight line through a component, containing
the coordinates and normals at each intersection. Although each trace through a single component is
linear, the threat path may be constructed from non-collinear traces through different components. The
parsmeters describing a particular threat are stored in a data structure: called a threat packet. These
" structures are keyed to specific types of threats (e.9., kinetic-energy or shaped-charge) and sometimes to
the algorithms used for evaluating their effects (e.g., ‘Fireman-Pugh versus DSM evaluation for shé.ped-
charge munitibns); other information, such a: geometric values, may alsn be stored in these. packets as

needed.

The initial ray tracing is determined by the view specified by the anaivst. A view speciﬁc%xtion may
consist of a number of individually specified shots, a pattern of s’;éts {e.g.. a grid) relative to some defining
orientation, or some combination of the two. After each ray in the shot pattern is traced through the
target, the initial parameters of the threat are attached tc the first comr nent on f,he path, and this

" collection of data (now called an fnitsal threat pat?) is passed to the intzractic .. subroutines.

MUVES traverses the threat path computing interactions of the bh;eat with each component i the path
-as it is encountered. At each component, several things may ocsur: (1) damage mnay be recorded for the
component, (2) the threat path moy be altercd, usually by modifying the threat parameters and
propagating them to the following component, and (3) secondary threats may be created. If the
interaction indicates that a threat must change direction, this may be done by ray tracing the new
direction and attaching the threat parameters to the sot of c»mponent traces produced along the new ray
trace. This process is repeated until the threat no longer retains any damage-producing capability or there
are no more components in the threat path. Along the way, secondary threats may be generated and their
paths ray traced to produce new threat paths; these are processed in the same fashion until all damage-
producing mechanisms have terminated. Damage to components caused by any threat is recorded and
stored until all interactions for the shot have been processed. This damage information is recorded in data
structures called damage packets, which define the type of resultant damage (e.g., blast, main penetrator
impact, or spall fragments) and contain any parameters needed to describe the degree of damage. Damage
is recorded only for those components which are deemed “critical” for the mission function(s) specified by
the analyst. A critical component is any component whose loss affects the target’s ability to perform its
designated function. In order to be considered critical, a corlnponent must be referred to in an assessment

expression (described in the next paragraph) used in the currens analysis session,

Finally, some measure of the target’s ability to function is evaluated from the damage to the individual
components. This is referred to as the target’s functionality. The damage for each component is collated,
and a utility value is computed from the damage to that component during the interaction phase. Systems
within the target are defined in system definitions, which are Boolean or mathematical coabinations of
component and subsystem utilities. The utilities of the systems in the target are evaluated based upon the

utilities of their constituent components. The functionalities of the target are then computed from the

relevant system utilities. These functionalities are determined for one or more contc:;té, which is the term’

12




used for the combination of mission function the target is expected to perform and the environment in
which it must operate. The contribution of each system to the overall functionality of the target in a
given context is defined in a damage evaluation erpression, which is also a combination of component or

system utilities. ,

The syntax for the system definitions and damage assessment expressions are ‘'similar. The mini-
language (defined in Section 3, Analyst Supplied Input Files) used for these expressions provides the
flexibility to specify existing assessment combinations while permitting forms of evaluation that were not

previously possible without ediiing and recompiling source code.

2.2 Approximation Methods

Each MUVES analysis is conducted within a category of computations called an approzimation method.
An approximation method is the collection of assumptions, simplifications, empirical data, and
mathematical models used to approximate the physical processes involved in the interaction of the threat
with the target. All vulnerability analyses fall into some class of approximations (compartment, point-
burst, stochastic, ete.). Traditionally, these have been referred to as “models” or “methods” and
implemented as separate programs. The MUVES dévelopers coined the phrase “approximation method” to

refer to these various packaged methods of analysis.

In MUVES, approximation methods are partly implemented as a Iset of modules included within the
main program which are invoked for specific combinations of threat and component. When determining
threat-component interaction results along a threat path, MUVES selects from the available set of modules
to obtain the algorithm to use for computing the results of the interaction. The selection is based on the

threat type and component category for each trace in the threat path. Threat ty;;e is a grouping used for
threats which behave in the same fashion when interacting with components (e. ¢. shaped-charge jet). The

modules used for this class of computations are called interaction modules. Interaction modules propagate
a threat through the target and determine what happens at each juncture; they determine the physical

parameters (e.g., hole size, number of fragment impacts) of the damage done to each component by these

interactions. .

The modules for éomputing utility values for damaged components are called evaluation modules.
They are speciﬁed by means of the damage evaluation selection file. The damage evaluation selection file
contains the names of every component cafegory in the target and the evaluation module to be used to
compute the utilities for components in each category. A component category 'is, by definition, a grouping
of components for which damage is computed in an identical fashion. These must be chosen from the
subset of evaluation modules available for the particular approximation method, but the damage
evaluation selection file gives the analyst significant latitude in tailoring the analysis for specific purposes.

The data in threat files and most target input files are keyed to specific approximation methods. In the
general case, the threats appropriate to a given method may differ significantly from those used for other
methods (e.g., kinetic-energy projectiles to a compartment or point-burst method, neutrons to a neutron

* transport model, electromagnetic waves to a radar model), so care should be taken when selecting threat
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files for a project. In order te maintain consistency, each project should use only one approximation

method, unless making explicit comparisons between approximation methods. This should help prevent

confusion when examining archived results. There is a samples project where examples of input files for

- the compartment method may be obtained; this project is available through the user interface.

2.3 Processes

There are a variety of processes running during a MUVES analysis session. The most visible, and

'usually the only process the analyst deals with directly, is the user interface. The user interface provides a

convenient method for specifying the parameters for an analysis. The analyst is not required to know the
interface speciﬁcaiions used by the MUVES analysis process; making it possible to concentrate on the
analysis task rather than grammar. The analysis information is stored in a session file so that it may be
re-used at a later date to initiate further MUVES runs. The user interface allows the analyst to specify any
previous session file for use in the current MUVES run (he may also annotate the session file for future
reference). . { |

The user interface also performs the conﬁguration ,iﬁanagement functions required in the MUVES
charter. It maintains the correlations between the session files and their corresponding results files, plus
any retjuifed input files. .In the future, when the analyst wishes to archive l;esults, the user interface will
search the appropriate session files and archive all of the relevant inputs along with the final results. If
files used in an analysis have not been archived, the user interface will print a warning message on removal
attempts‘and will not remove anything without further confirmation. - The goal of this behavior is to
guarantee the ability to reconstruct an analysis at some future date and to help prevent accidental loss of

useful information.

The MUVES user interface exploits the UNIX file system to organize file storage for all its requisite files.
All MUVES-related files are located within a single tree rooted at a directory chosen when MUVES is
installed. For proper operation of MUVES software, users must set a MUVES environment variable equal t.o
the absolute pathname of this root directory.* In the remainder of this document, the value of the MUVES
environment variable will be indicated by $MUVES, which is the way it would be used when typing shell
commands. In addition, users must include $MUVES/bin in their PATH environment variable.t For
additional information regarding environment set up, MUVES users should consult the “MUVES System
Administratibn Guide” or their local MUVES system administrator. .

* For example, il the installation root directory is /usr/muves, then UNIX Bourne shell users would mostly likely place the

following command in their .profile automatic login shell configuration scripts: MUVES=/usr/muves export MUVES followed
by PATH=$MUVES/bin:$PATH export PATH.

t Similarly, if the installation root directory is /usr/muves, then users would include /usr/muves/bin in the PATH in their
login shell configuration scripts. :
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- 2.4 MUVES Output Files

Note that maintaining any degree of configuration control over the analysis results requires that the
analysis be conducted through the user interface. This may seem onerous at first, but the long term
benefit of this kind of record-keeping is one of the primary reasons for the initiation of the MUVES -eflort.

The heart of MUVES is the analysis program, which is called “muverat” (for historical reasons). This

. program is the portion of MUVES that manages the thfeat-componen’t interactions, computes component

damage, and evaluates the remaining target functionality for each context desired. It then writes these
functionalities to the specified results file, the name of which is determined by the user interface.

The MUVES analysis process initiates a separate process to ray trace the target geometry; the two
processes communicate via UNIX pipes. This approach to ray tracing allows MUVES to use network
channels to exploit resources beyond those on the computer running the user interface and main analysis
code. In this way, ray tracing, the most computationally intensive portion of the analysis, may be
performed on larger machines while keeping the inpluf.s and results in a standard working environment.
Thus, for a large target, the analyst could specify that ray tracing be done on a supercomputer, while the
array of shots is analyzed on a desktop workstation. MUVES is designed to perform this type of

1
'

networking with minimal effort on the analyst’s part.

It is necessary to sort the component damage for each shot in order to insure proper evaluation of
damage to each component (all of the damage for a particul#r component must be grouped together). But,
because the quantity of damage.produc;ad for the components can be quite voluminous, a separate process
may at times be created to sort the damage resulting from the interactions. This process is called “cdsort”
and exists for no of,her purpose ghan to sort component damage for “muverat’; it is only invoked when

memory limitations on the current machine make it necessary.

Ultimately, all of fhis computation produces a series of values describing the target’s vulneerility
when attacked by the threat from various attack aspects. These values are called the final results and are
stored in final results files; these files contain only the vulnerability information for the target. Another
type of output, called intermediate results, provides insight into the brogress of the computations through

the various interaction and evaluation modules.

2.4.1 Final Results Files

The final results file contains the functionality results for each shot against the target. They are the

primary results obtained from MUVES. Many other output formats may be derived from the results stored-

in this file.

The ﬁnallresults file contains a header describing the contents of the file, followed by a series of shot
records divided into views. The header allows various programs using these files to index into the contents
of each file. Each shot record contains the origin point and direction defining the initial ray trace for each
shot that hit the target, followed by the functionality results for each requested context. A view is a
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convenient divider delineating a collection of shots derived from a single shot group evaluat.mg the effects

of one threat against one target, usmg one approximation method.

The functionality values are given in the form of fractional remaining functionalities or FRFs. FRFs
are the complements of losses of function (LoFs) used in historical vulnerability analysis programs. The
exact meaning of these numbers is left to the approximation method designer, but in general they define
the ability of the target to function after it has been hit by the threat in question. The pr\'imary reason for
using the complement of the traditional values is that it allows the analyst to write his system definitions
and damage assessment expressions in terms of positive combinations rather thar negative; this makes the
expressions easier to w‘rite and thus less error prone. For certain methods, however, the interpretation of
these values may differ significantly; one should always carefulfy read the documentation for a method

before using it. ' .

The final results file is intended to be a generic storage file for the basic vulnerability information
obtained from a MUVES analysis run. Although these files are readable, they are not particularly easy for
a person to digest. Therefore, there are a number of postprocessors available to make these results more

useful to the analysts; these are described in Section 5, Postprocessors.

2.4.2 Intermediate Results Files

The final results files provide the end product of "the computations, but they omit internal details of the
computations that are occasionally useful to the analyst. Such internal information may be useful when
debugging a target description, developing a new methodology, or simply investigating.the causes of
unexpected results. Since one does not want such information in a typical analysis, there is an option in
MUVES (which may be selected from the user interface) to write out intermediate results.

When the intermediate results option is on, the analysis process records detailed information regarding
the geometry, threat parameters, interaction, and component damage for each trace of the analysis. ’I“o
avoid performance penalties, this information is written in binary format; therefore, an interpreter is
required to read the information in these files. The program to do this is called ir2ascii and is
described in the Section 5, Postprocessors. ‘ I

When recorded for full-wfiew analyses, these files can become quite large (tens of megabytes). Therefore,
. analysts are encouraged to use this obtion only when necessary and to remove the files as soon as they are
finished with them. Also, it is suggested that analysts select a small set of relevant shots when recordmg
" intermediate results this wxll make it easier to interpret the resulting file.
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3. Analyst Supplied Input Files

‘Before the development of MUVES, target and threat inputs for vulnerability/lethality studies were
maintained by a handful of individuals. To insure data integrity for vulnerability/lethality studies with
MUVES, it is still envisioned that only a few individuals will be responsible for entering and maintaining
target and threat files. For completeness, all files that an analyst must specify for a MUVES analysis are

described in this section.

To perfor.m an analysis with MUVES, analysts must supply the following types of files: (1) the initial
threat parameters déscribing the characteristics of the phenomena capable of damaging a target‘, (2) the
target parameters and ray-tracing inputs, (3) the interaction and evaluétion curves for modeling and
evaluating' the target-threat interaction. MUVES uses information from each of these files to simulate the
physical target-threat interaction and to estimate the functionality of damaged target components. This
section presents the general file formats. Details specific to a vulnerability assessment methodology, ..,
approximation method in MUVES terminology, will be discussed with each method.

The MUVES file formats in this section will .alwdya be explained by carefully designed examples. In
most instances, these examples will be supplemented with Backus-Naur Form (BNF) grammars that
concisely describe the file syntax [12]. Familiarity with BNF notation is not required to understand the file
formats as they are presented in this guide. Anélysts may skip the sections where the file formats are
summarized in this notation without any adverse ¢ffects. However, BNF grammars are provided since they
are a convenient short-hand notation, i.c., they conveniently depict tabs, white spaces, and repetitive

sequences,

Analysts who uncover inconsistencies or errors with any centrally maintained files (particularly, threat
files and target geometry databases) are responsible for contacting the individual(s) who maintain these
files. To assist with the iterative process of identifying and correcting inconsivstencies, MUVES has been
designed to allow analysts to manipulate personal copies of all input files and to apply patches to their
copies until the cént;a] files can be updated. To successfully manipulate copies of these files, analysts must

understand the purpose and syntax of each file.

3.1 Input File Syntax

. The syntax for évery MUVES input file is based ona few simple rules. First, all filenames enclosed in
double quotes in this documentation correspond to the actual filenames thali MUVES searches for in its file
hierarchy. Other input files in the file hierarchy are not required to have specific names. Also, certain
input files may not be required for a given analysis. The MUVES user interface insures that new files are
entered in the appropriate location within the file hierarchy. When naming files, analysts should not use

filenames beginning with a ‘.’ (i.c., a period) and should not exceed the maximum length for a filename
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supported on their particular system.* Second, all alphabetic and alpha-numeric strings in any MUVES
input file are (upper and lower) case sensitive. Third, blank lines and comment lines, i.¢., lines starting
with a ‘#’ character, are acceptable ih any input file. The remainder of any line which contains a ‘#’
character immediaielly preceded with a tab character is also a comment. By definition, the remainder of
any line which contains a ‘#’ character immediately preceded by any other character (e. g a space) is not
a comment. All lines consisting of only a comment are aut,omatlcally sklpped over by the MUVES software
during processing. Fourth, the MUVES software frequently needs to look- -up values from tables or -
interpolate a value ‘based  on table entries. For consistency, MUVES requires all files containing

interpolation tables to adhere to the remaining rules in this section.

All interpolation tablt;s determine the value of a depende.t variable (i.c., Z) based on one or two .
independent variables (f.c., X or X,Y). Each interpolation table should be tagged with a distinct one-line
label, i.e., a table tag. Table tags are the only means for locating an interpolation table in a file which
contains more than one interpolation table. A table tag is optional; however, if a table tag is not specified
or there are no, tags in a file containing one or more interpolation tables, the first table in the file is always
used. If identical table tags are mistakenly used for several tables in a file, only the first table encountered
in the file with that table tag will be used.

- Table tags may not start with a ‘#’ or a ‘". Leading space or tab characters on a table tag line are
BS g sp

ignored.

Each non-tag line in a table file consists of non-empty fields separated by spaces and/or tabs.
Following the optiona! tag line, the first non-empty/non-comment line in the table must contain the
dimension(s) of the table. This line must have a ‘!’ in the first field followed by either one or two numbers,
depending on whether the table is one or two-dimensional. The number of dimensions specified for the
table must correspond to the number of table entries in the file. Missing entries in the table are not
permitted. The table dimension(s) may be followed by one or more flags which control the method of

interpolation for dependent values not specified in the table.

Table data values provide a set of known values for a function of one or two variables. For points
other than those at which the known values were provided, an interpolated value is computed using nearby

known values. Optional flag(s) may be used to control the method of interpolation for these points.

If flags are specified on the dimension line for a table, then those ﬂagS"d,eﬁne the method of
interpolation for the table; otherwise, the default flags for the approximation method will be used. To
ensure all data is interpolated as expected, it is highly recommended that flags be specified for all

interpolation tables. Table-file flags and their meanings are as follows:

* If the maximum filename length is not known for a particular system, an upper limit of 14 characters for a UNIX filename

gucrantees uniqueness. Recent versions of the UNIX OS typically guarantee uniqueness for quite many more characters.
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TABLE 1. Interpolation Table Flags

okay issue no warning message when table
domain is exceeded. It is acceptable
to exceed the domain of the data.

warn issue warning message if table domain

is exceeded.

step interpret the table as a step function

extrapolate extrapolate in all directions

limit | limit to table edges in all directions
xfirst limit to the first X margin value
xlast limit to the last X margin value
yfirst limit to the first Y margin value
ylast ‘limit to the last Y margin value

When the okay ﬂag is specified, warning messages will not be prmt.ed The warn flag should be
%peclﬁed if a warning message is desired when an evaluation lies outsnde the bounds of the table. Only the

first violation of each limit on a table will be reported.

The step flag indicates that the data in the table describes a step function. Each specified Z value
applies from the corresponding margin value (inclusive) ;xp to the subsequent margin value (exclusive) in
the order specified in the table data file. For a two-dimensional step function, this rule applies to both
‘margins. Edge-limiting requests (including limit, xfirst, xlast, yfirst, and ylast) are not
permitted for step functions. Out-of-domain evaluation of a step function is always mapped to the nearest
valid interval anyway. If step is not specified, linear or bilinear interpolation using the nearest known

values may be performed.

Extrapolation consists of using the data nearest the appropriate edge to evaluate the function for
points beyond the bounds of the margins. When the individual edge-limiting fiags are specified,
extrapolation is performed in all other directions. The limit flag disables extrapolation in all directions.

The yfirst and ylast flags are not permitted for one-dimensional tables.

Suppose extrapolate and warn flags are the defaults for all tables for a particular approximation
method. In this case, specifying only the okay flag for a table will cause extrapolation in all directions

without printing any warning messages.

A one-dimensional table must have two columns of equal length. The independent variable is in the
first column (the X margin) and the dependent variable is in the second column (the Z(X) values). Figure
4 contains a one-dimensional table with four rows. The independent variable X is given in strictly

19




# Example: 1D table file

. io4 limit okay
# X: Z(X):
120 .3
. -+ 131 .4
143 .7
157 .9

Figure 4. A sample one-dimensional table file

ascending order and is separated from the dependent variable Z{X) by spaces/tabs. The table would also
be acceptable if the independent variable X was given in strictly descending order. The 1imit and okay
flags indicate that interpolation is to be limited to the table edges in all directions (i.c., for all X values
greater than or equal to 157, the interpclated value will be .9) and that no warning message should be
displayed if the table domain is exceeded.

# Example: 2D table file

1 43 extrapolate - warn
# Y margin values: , o
- 12 15 ' 18 |

$ X: Z(X,12): 2(X,15): Z(X,18):
120 .3 .35 .4
130 .4 .4 .3
140 .7 .6 .5

8

150 .9 1.85 2.

Figure 5. A sample two-dimensional table file

A two-dimensional table consists of a row of independent variable values (the Y margin), a column of
independent variable values (the X margin), and a corresponding table of dependent values (the Z(X,Y)
values) for each combination of X and Y. Figure 5 contains a two-dimensional table with four X values
and three Y values. Notice that both the X and Y values may be preceded by any number of spaces or

. tabs.

A table file with more than one table typically consists of a sequence of table tags, each followed by a
one-dimensional or a two-dimensional table in the preceding formats (Figure 6). Margm values for the
independent variables (X,Y values) are not required to be spaced at regular intervals. However, margin
values must be given in either strictly ascending or descending order. In addition, spaces and/or tabs must
‘separate independent and dependent values. Acceptable table tags are discussed with each approximation
method.
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§ First table
) (Note: Leading space is not part of the tag.)

axle
t 4323 limit warn # limit in all directionl '
‘ 12 15 18
120 .3 .35 .4
130 .4 4 .3
140 .7 .6 -]
150 .9 - .85 8

# Second table 4
: (Note: The spaces and # is part of the tag.)
side plate % 3

'3 xfirst warn # only limit "xfirst"
140 1.5

130 2.6

120 3.5 : ‘

# Third table

# (Note: The tag line is identical to the tag of the second table.
# Tags should be unique within a file but {f they
’ are not, the first table in the table file with
$ a given tag will be used.
side plate % 3 _
11  warn '
130 2.5

Figure 8. A sample table file containing multiple tables

3.2 Threat Information

To describe the pertinent characteristics of a threat engaging a t&rget (e‘g.; kinetic-en=rgy projectiles,
shaped-charge munitions, explosively formed penetrators, fly-over and shoot-down munitions, ete.),
MUVES utilizes threat parameter files. For each threat, analysts must specify the type of threst (e.g.,
kinetic-energy) and construct one or more threat packet(s) which provide the initial parameter values for
the underlying computational algorithms. For each threat, the threat packet file must be named “initial”,
For the several classes of threats already incorporated into MUVES, supplemental interpolation tables
relating one or more parameters are also required to describe the threat. All files which are required to
completely describe a particulat threat, including the “initial” file, are stored in a threat dlrecwry Thus,

specifying a threat for an analysis equates to selecting this directory and its ﬁles

Regardless of the type of threat, MUVES expects all threat parameters to be in metric units (as opposed
to English units). For each threat parameter, specific metric units are assumed. Violation of the metric
unit assumption or the specific units for a particular parameter will produce meaningless analysis results.

The underlying software is typically incapable of detecting these types of errors.

It is also important to understand that threat files do not select ‘the algorithm preference(s) for
modeling the target~threat interaction. In cases where different algorithms may be used, MUVES will
provide the analyst with the opportunity to select the computational algorithm. Provided the algorithm-
specific packets exist in the “initial” file, MUVES will automatically use the appropriate threat packets for
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the user-selected computational algorithm. If an algorithm is not selected, a default algorithm will be
used. The default algorithm preference(s) are discussed with each approximation method. If the packets
for the default algorithm do not exist, appropriate error messages will be issued,

As new vulnerability assessment methodologies are incorporated into MUVES, the ability to model and
study new thrcat types will be added. For completeness, the types of threats and their associated input
files will be discussed with each vulnerability assessment methodology. However, to provide analysts with
an understanding of the basic type of information contained in threat files, examples of “initial” and

supplemental files, such as the ones used for Compartment-type analyses, will be presented in this section.

f
'

3.2.1 Initial File ' :

f

An “initia]” file specifies the threat type and provides one or more threat packets which are required
for the type of anafysis specified. To understand the structure of this file, it is first important to note that
lines beginning with a ‘#' character and the remainder of lines containing a tab followed by a ‘#’
character are comments and are ignored. ‘ '

threat_type # Name for the threat type

$ Threat packet and its parameters
packet_name # Threat packet name
string # e.g., threat name ' .
boolean $ i.e., true or false, 1 or 0, t or f, y or n, on or off
float # eg., 52le4
float $ eg., -2,1
integer t eqg.,1
endpacket

Figure 7. Generic “‘initial” file

Within the “initial’" file (Figure 7), MUVES requires each item to be specified on a single line. The first
entry in an “initial” file must specify the threat‘type. Acceptable threat types for a particulér analysis
will be discussed with each approximation method. Following the specification of the threat type, MUVES
expects one or more threat packets. The names and number of the threat packets for a threat type is
dependent on the épprbximation method and the number of computational aigorithms which caﬁ model
the target-threat interaction. '

For instance, there are presently two éomputati‘onal algorithms in the MUVES “compz;rt"
approximation method to model the penetration of a shaped-charge jet (SCJ). These algorithms are the
Fireman-Pugh algorithm [13] and the DiPersio, Simon, Merendino (DSM) algorithm [14]. Thus, two
separate SC threat packets specify parameters for the Fireman-Pugh and DSM algorithms.t

‘7 When a SC warhead is selected through the MUVES user interface, analysts may select the algorithm (and cor‘ssponding
threat packets) to model the damage if the SC warhead fuzes.
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Every threat packet begins with a threat packet name and terminates with endpacket. The

parameters in each threat packet are expected to be in a specific order; however, the ordering of the threat
packets in the file is not important. Threat packet parameters are expected to be one of the following: (a)
an integer, (b) a floating point, {c) a boolean, or (d) a character string.

A valid integer consiats of an optional sign followed by a string of digits. A valid floating point
number consists of an gptional sign, a string of digits which may contain a decimal point, an optional e or
E, an optional sign, and an»optional integer. For cxmﬁple the following qualify as valid floating point
numbers: 1200, ~45.3E-6 and .01234e10. Acceptable boolean entries for true are limited to: true,
1, t, y, and on. Similarly, acceptable bodlean entties for false include: false, 0, £, n, and off. All
leading and trailing white space is removed from any. character strings. Commcnts on character string

lines are also removed.

If a numerical value describes a particular parameter, the specific units of measure are explicitly
assumed by MUVES. For speécific information on the threat types and corresponding threat packets refer

to the documentation for each approximation method.

3.2.2 Supplemental Threat Files

s

For the several classes of threats already‘ incorporated into MUVES, supplemental interpolation tables
relating one or more param-=ters are also requi‘red .to describe the threat. Ary supplemental files
containing interpolation tables must be formatted according to the rules discussed in Section 3.1, Input
File Syntax. Examples of supplemental files for KE threats will be providea in this section to show the

type of information which may be considered part of a complete threat specification.

] Interpolation table of striking velocity data ' .
# for sample_ke threat .
$ . Striking velocity as a function of range
! 6 .
' range striking velocity

3000 1708.0

2000 1800.0

1500 1900.0

1000 - 1905.0

500 1910.0

0. 2000.0

Figure 8. A sample kinetic-energy “range’ file

For every KE projectile, the distance between the weapon and the target has been determined to affect
the pecformance of the projectile. Thus, to determine the striking velocity of a KE threat, MUVES uses a

“range” file. Figure 8 provides a sample “range” file for the sample_ke threat.

A “range” file is formatted as a one-dimensional table. The sample file in this ﬁg\ire contains six
range/striking velocity pairs. All ranges and striking velocities in this file must always be in meters and

meters per second, respectively. When making a threat selection through the user interface, the user




interface will prompt for the range from the threat to the target (¢.c., the target-threat range). The

striking velocity for the specified range will be determined via a direct table look-up or interpolation from

values in this tatle, Thus, the analyst must specily the target-threat range in meters.

Another file that may be required to describe the capabilities of a KE rrojectile is a “perf” file. This
file describes the single-plate Rolled Homogeneous Armor (RHA) normal thickness perforation capability of
the projectile (in mm) as a function of the projectile’s obliquity with the target {in degrees) and striking

velocity (in metars per second).

' Interpolation table of perforation data for
' sample_ke threat
$ Single plate RHA normal perforation in mm as a function -
] of obliquity in degrees (X margin) and
4 striking velocity in m/sec (Y margin)
! 24 6 ‘ , "
1708, 1800.0 1900.0 1905.0 1910.0 2000.0
5.0 214.0 229.0 244.2 259.6 275.3 291.0
10.0 211.5 226.4 241.4 256.7 272.1 287.7
15.0 207.5 222.1 236.8  251.8 266.9 282.2
20.0 201.8 216.0 230.4 244 .9 259.6 274.5
. 25.0 200.3 221.6 222.2 236.2 250.4 264.8
30.0 186.0 199.1 212.3 225.7 239.3 253.0
35.0 176.0 188.3 200.8 213.5 226.3 239.3
40.0 164.5 176.1 187.8 199.7 211.7 223.8
45.0 151.9 162.6 173 .4 184.3 195.4 206.6
50.0 138.1 147.8 157.6 167.5 177.6 187.8
55.0 123.2 131.9 140.6 149.5 158.5 167.6
60.0 107.4 114.9 122.6 130.3 138.2 146.1
62.0 100.8 107.9 115.1 122.4 129.7 137.2
64.0 94,2 100.8 107.5 114.3 121.1 128.1
66.0 87.4 93.5 99.7 106.0 112.4 118.8
68.0 80.5 86.1 91.8 897.6 103.5 109.4
70.0 73.5 78.6 83.9 89.1 94.5 99.9
72.0 66.4 71.0 75.8 80.5 85.4 90.3
74.0 59.2 63.4 67.6 71.8 76.2 80.5
‘76.0 52.0 55.6 59.3 63.1 66.8 70.7 -
78.0 46.7 47.8 51.0 54.2 57.4 60.7
80.0 37.3 39.9 42.6 45.3 48.0 50.7
81.0 0.0 0.0 0.0 0.0 0.0 0.0
90.0

0.0 0.0 0.0 ' 0.0 - 0.0 0.0 ~
Figure 9. A sample kinetic-energy ‘‘perf” file

Figure 9 contains a “perf” file for our sample_ke threat. In our example, this two-dimensional table is
defined by twenty-four obliquities and six striking velocities. The syntax for this file conforms to the rules
outlined in Section 3.1, Input File Syntax.
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3.3 Targets

Analysts must specily several target-related files. These files can be organized into four categories.
First, there are four files necessary for ray-tracing-related functions. These files describe (a) the host to be
usedllfor ray-tracing, (b) the target description, (¢) the mapping between the target description identifiers
and MUVES component names, and (d) target geometry information. These four files are siored together
in a directory which an analys® names as his target. Specifying a target for an analysns equates to selecting

this dlrectory and its flles

Second, two opl.ional ray-tracing-related files may be speciﬁéd. A view file may be used to specify the
shot pattern for ray-tracing the target description. During an analysis, a reusable ray file may be created

to store information on each ray-trace to be used as ray-tracing inputs for a subsequent analysis.

Third, there are two files which should be specified for target components. The componen‘l properties
file supplies any component property values relevant for the analysis being performed. A component
category map file maps the components in the target to the categories recognized by the approximation
method being used. This file is required for all analyses. The physical interactions for all components in .a

particular component category, including damage, are evaluated in the same fashion.

Fourth, analysts must specify ﬂwo files (an1 sometimes a third file) for evaluating and assessing the
damage resulting from the target-threat interactions. A damage assessment ezpression file lists the
contributions of components or 'target, subsystems to the overall functionality of the target in a given
context. A system definition file descrqus the target subsystems in terms of the critical components
required for continued performance of those subsystems and is not always required. Finally, a demage
evaluation aelectwn file must be used to select the name of the Evaluation Module desired for agsessing
remaining component utility for every critical component category. Evaluamon Modules are usually
specific to an approxlmgtlon method; however, some modules may be used by more than one methodology.

For each target-related file that must be brovided, a portion of a sample file for a simpie fictitious tank

is supplied as an illustration. A complete set of sample files is distributed with MUVES so that analysts

can manipulate copies of these files and make analysis runs with them. These files are stored in the

“samples’ project directory.

3.3.1 Ray-tracing host file

The ray-tracing host selection file, ‘““host” file, lists the host that can be used for target geometry ray-
tracing. Ray-tracing on a remote machine can be done only if all target geometry and related files are

copied to the remote machine. This insures the same target geometry is used by all remote machines.

** Although more than one host may be listed in the

“host’ flile, the underlying MUVES software does not support ray-
tracing on multiple machines at the time of writing. .




$ Ray-tracing host file

local

Figure 10. A sample *host” file using the local host

For efficiency purposes, if the target geometry ray-tracing is performed on the same machine on which
the analyst is running MUVES, then local should be specified in the ‘“host” file. Figure 10 pfovides a

sample “host” file specifying local ray-tracing.

# Ray-tracing host file using a remote slave

§

woIrm

Figure 11. A sample “host” file using a remote host

Figure 11 provides a sample “host” file naming a computer system, i.c., v}orm, for remote slave ray-
tracing. The MUVES system administrator must configure a corresponding “hosts” file for each non-local
host which may be specified in this file. Analysts should check with their local MUVES system
administrator for a list of non-local hosts or for adding non-local hosts to the “hosts file.

3.3.2 Target Description

Cbmputer models of targets are used to simulate target-threat interactions i‘n MUVES. At this time,
the only geometric modeling method supported By MUVES is the BRL-developed Multi-device Graphics
EDitor (MGED).{ MGED is an interactive editor for solid models that is based on Combinatorial Solid
Geometry techniques [9,10]. ‘With MGED, designers have the capability to build, view, and modify a
target model by interactively manipulating a graphical representation of an image on a graphical display.

* The file containing a geometric description in MGED typically has a name with a “.g”’ suffix.

.3.3.3 Region Map File

For targets developed with MGED, a region map file associates the component identifiers in the target
description with MUVES component names. A cbmponent identifier is either the MGED region identifier;
or in the cases of air regions (where the MGED region identifier ‘is 0), it is the negative of the air space
code [9]. Cr:.ponent names in the region map file are used in other MUVES files, including the component
. properiius fiie, the component category map file, the damage assessment expression file, the system
definitian file, and the damage evaluation selection file. Analysts may create any name for a component
provided: (1) it does not contain embeaded tabs; (2) it is not quoted; (3) it does not contain just digits

{e.g., 742); and (4) it does not begin or end with spaces. In the case of a component name containing all

$ MUVES is designed so that different modeling methods could be interfaced.
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digits, it would be impossible to create valid damage assessment expressions. MUVES also will

automatically strip off white spaces which begin or end a component name. It is also important to note

that these names are (upper and lower) case sensitive.

# Region Map File

# Air

crew air ’ -2

.ammo air -3

engine air -5

# Armors '

upper glacis 104

turret front 205

N armor 100:103 110 115 160 165 206:211

o Suspension

track left 500

track edge 1t 501

track right : 502 . : '

track edge rt 503

idler left 510

idler right 517

sprocket left 511

sprocket right 518

first wheel 1t _ 505

first wheel rt 512 .
other wheels . 506:509 513:516" )

Figure 12. A sample MGED region map file

Each regi(;n map file has a format that is dependeht on the geometric method used to develop the
description. A sample file for a target developed with MGED is provided in Figure 12. Each tomponeﬁt
name in a region map file for a MGED description must be followed by a tab and a list of component
identifiers. Identifiers corresponding to a component may be given individually (e.¢., -2, 104, 205, ete.),
specified’ as a range (e.g., 100:103, 206:211, ete.), or a combination of individual and range

components. If identifiers are specified as a range, the range includes both the first and last identifiers as

well as all identifiers numerically in between. The first identifier supplied for a range, i.c., the lower

bound, must not exceed the second, i.c., the upper bound. If necessary, the same component name can

occur on multiple lines; however, no identifier can belong to more than one component. In this example,

all MGED regions with air space code 2 (1.¢., —2) would be mapped to the MUVES component name crew
air. Similarly, all MGED regions having identifiers 506, 507, 508, 508, 513, 514, 515, or 516 would be
mapped to the MUVES component name other wheels.

+

3.3.4 Geometry File

Ray-tracing on a remote machine is accomplished by -copying all target geometry and component

information to the remote machine. The “geometry” file contains the geometric method used to develop.

the target description, the names of the files that need to be copied, and method-specific information. For
example, Figure 13 is a ‘“‘geometry’ file for a tank description (t.c., tank.g) developed using the MGED
method. In this file, the method used to develop the tirget description must be specified first. For targets
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Target database description file

‘mged ' # Slave geometry method

# The following pairs of keywords and values will satisfy
# requests from the mged-slave:

region_map comp # local pathname of region-)>component
# map file
mged_database tank.g # local pathname of solid-model
‘ # geometry file
root_object compartment # name of top-level object in
# soiid-model geometry file
thin_tolerance 1.0e~-5 # eliminate target gaps and traces
# through modeled target components
# thinner than the specified threshold

Figure 13. A sample ‘‘geometry” file

built with MGED, mged (in lower-case) should be used. Following the identification of the geometric
method, MUVES expects a series of keywords and values on subsejuent lines in the file. Each keyword and

its value must be on a line by itself.

For the mged method, the following four keywords and their corresponding values are supported: (a)
region_map fiiename, (b) mged_database filename, (¢) root_object string, and (d)
thin_tolerance float. The region_map keyword specifies the name of the file that contains 2
mapping of the identifiers in the target description to MUVES component names. The mged_database
keyword specifies the filename of the MGED target description. This filename will typically have.a “g”
suffix. The root_object is the object nanie in the MGED target description that contains the relevant
components; it is normally a so-called group node [9]. The thin_tolerance is the critical ray tracing
threshold to eliminate geometric modeled gaps and traces through target components which are thinner
than the specified threshold. If thin_tolerance is not specified, the default tolerance is 1.0e-5. Setting

the tolerance to 0 will disable the elimination of thin gaps and component traces.

All filenames specified in the ““‘geometry” file must be in thie same directory as the “geometry” file. To
insure these files are kept in the same directory (UNIX), filenames specified in the “geometry”’ file may not
start with ‘/’ or *../’.

3.3.5 View File .

An analyst may specify' all ray-tracing dperations through the user interface. However, if a particular
specification is to be used more than once, it may be convenient to put this information into a file and
reference that file when setting up an analysis. Such files are called view files and produce the same results
as specifying‘ the ray-tracing operations through the user interface. This is a convenient way to avoid the

work of continually specifying the same set of parameters for various analyses.

For convenience, the term shot will be used to refer to the combination of location and directicn which
defines a trace through the target. The MUVES shot specification language provides a flexible means for

specifying desired shots, while making it convenient to specify the types of viewing operations analysts use
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most frequently. The shots are defined using a set of keywords and associated arguments. Each keyword
must appear on a Separate line, and all arguments to that keyword must follow on the same line.
Comments are permitted in the view file and follow the standard MUVES input file convention that lines

beginning with a ‘#’ character and the remainder of lines containing a tab followed by a ‘#’ character are

considered comments.

The following table shows the keywords available for defining the viewing parameters in an analysis.
The keyword indicates what is to be defined on the line, and further arguments give the definition for that
item. As can be se~n i the table, some of these arguments are optional and some are not. In these

definitions, the letter r in an argument list represents a real number, while the letter n represents an

integer; if string follows a keyword, then it indicates a character string is expected.

TABLE 2. Shot Definition Keywords

Keyword | Required Arguments | Optional Arguments
units atring
_shot direction r r r xXys rrr
or or
asgel r r origin r rr
' or
hv rr
group slring
endgroup
grid csize r r extent n n
. random
sced n
gauss .on seed -
sigma r r
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TABLE 3. Valid Unit Names

Name Symbol
feet ft
‘ inches in ‘
meters m
centimeters cm
millimeters mm
microns I

In MUVES, all shot specifications are considered to be in millimeters unless stated otherwise. An
analyst may change the units within a view file using the units keyword followed by a recognized unit
name or symbol (TaBle 3). All values specified in the view file will be treated in the appropriate units.
Howevgr, the units keyword only affects shot specifications which follow this keyword. A good practice

is to place the units keyword and its value as the first non-comment line in a view file.

To specify a single shot, one uses the keyword shot. followed by the parameters for that shot. The
direction of the shot may be specified using either a direction vector, or an azimuth and elevation. One
specifies a direction vector using the direction argument followed by the three components of the
vector.- One specifies an azimuth and elevation using the azel argument followed by the azimuth and
elevation. One of these direction specifiers must appear in the shot specification. Note that azel and
direction are mutually exclusive; only one of these r;’my appear in a shot specification. The position of
the shot may also be specified in one of three ways. An absolute point mé.y be specified using xyz
followed by the coordinates of the point. A location in the plane perpendicular to the viewing direction
may be specified using hv followed by the desired horizontal and vertical offsets from the target origin.
Both of these will produce a shot from outside the target space going through the desired location. The
keyword origin may be used to specify the absolute origin of the shot in the target space. The difference
between this and xyz is that xyz produced a shot guaranteed to start outside the target space and go '
through the specified point, thus hitting any portions of the target which mayl mask that point; while I
origin causes the shot to ignore anything behind the point.. This distinction is significant’ for some
applications. One may omit all position specifiers; the result will be a shot going through the target origin
(0,0,0). The position keywords are also mutually exclusive, i.c., xyz and hv may not appear in the same
shot definition. ' S

Therefore, if one wished to specify a shot from 30 degrees azimuth and 0-degrees elevation, and wanted
the shot to go through a point corresponding to some item on the target, measured at (312.4, 102.7, -42.5),
one would type the following line:

shot azel 30 0 xyz 312.4 102.7 -42.5
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In MUVES, all shots are part of someihing called a shot group, which may contain a single shot or an
arbitrarily large collection of shots. This concebt is synonymous with the term view, éince it defines a
desired collection of shots for investigating a target. Both terms are used to refer to any collection of shots
which the analyst wishes to manipulate as a unit, whether for visual display, statistical analysis, or any

other desirable operation. The term view is used frequently when discussing postprocessors.

In order to combine more than one shot into a shot group, MUVES provides the group keyword. This
i(eyword initiates a group of shots, which is terminated using the endgroup keyword. The group
keyword may have a label following it to make referencing more convenient, though this is not required.
Any shot specifications which appear between the group and endgroup keywords are considered to be

part of a single shot group and will be listed together in the final results file.

For purposes of further discussion, a shot which does not appear within a group/endgroup pair is
considered to be a shot group containing one member. Thus, every shot in a view file is part of some

group.

- In the example below, the group labeled spfay contains five shots going through the same point from
different directions. These shots will be treated as a single view by the user interface and- all
postprocessors. The lone shot following this group will be treated as a separate view; it is considered a

group even though it is not bracketed by the group and endgroup keywords.
# Several shots through the same point
group spray

shot azel 0 0 xyz 581 57 106

shot azel -10 0 xyz 581 57 106

shot azel 10 0 xyz 581 57 106

shot azel 0 -10 xyz 581 57 106

shot azel 0 10 xyz 581 57 106
endgroup

shot azel 30 10 hv 300 55

Figure 14. Example of Shot Grouping

Although the grouping facility allows the analyst to specify large arbitrary collections of shbts, it would
" be rather tedious to create regular natterns of shots in this manner. Recognizing that analysts would
rapidly get tired of specifying each desired shot separately, MUVES provides the ability to overlay patterns

on a shot. A pattern is a collection of shots offset from a defined location and direction in some

predictable fashion. The shot keyword is used to define the location and direction, while a pattern
definition provides the specific method of offsetting the patterned shots. This offset may affect the
location, the difection, or both. After a pattern is overiaid on a shot, the shot is not individually ray-

traced by MUVES; only 'the shots produced by the pattern are ray-traced.

Using patterns does not prohibit inclusion in a shot group; any or all shots in a shot group may have

patterns overlaid on them.

A grid is the most common pattern used by analysts for examining a target from a particular viewing

direction. This pattern divides the viewing plane into rectangular sections called ‘“‘cells”, each of which
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has a single shot traveling through it; all of the shots in the grid are paraliel.

To specify a grid pattern, one uses the keyword grid followed by esize and a horizontal and vertical
dimension for the cells in the grid. There are two optional arguments as well. Adding the word random
causes the firing point to be randomly located within each cell; if this is not specified, the shot is fired
through the center of the cell. In order to initiate reproducible random behavior, the word seed follovyed
by an integer will cause the random number generator to begin with that seed. The default seed behavior
is to use 1 as the seed for the first view in a session and use an inherited seed for all succeeding views; the
seed used for each view 'will be recorded in the final results file. By default, the grid extends over the
entire target. If one wishes to limit the size of the grid, one should use the argument extent followed by

the desired number of cells in the horizontal and vertical directions.

One peculiarity of the gridding parameters must be mentioned and illustrated. Normally, the analyst
desires the grid to be aligned.s‘uch that the center of the grid lies in the center of a cell. The default
gridding condition (covering the entire target) will produce this result. However if the keyword extent is
used to specify the number of cells to be gridded the behavior may be different. If an odd-by-odd’number
of cells is specified, the center of the grid will still lie in the center of a cell. If an even number of cells is
chosen (for either direction), the center of the grid will lie along the cell boundaries; that is, it will be offset

one half-cell from the center of a cell.

An illustration may help clarify this point. In the drawings below, the “X" represents the location of
the Vdeﬁning shot for a view. The first drawing shows a 2-by-2 grid pattern centered on a aeﬁning shot.
The shot lies at the junction of the four cells. However, in the second case, we have a 3-by-3 grid, and the
shot lies in the center of the middle cell.
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Figure 15. Center of Grid . '

4Finall)I', MUVES provides a pattern which is not commonly used in vulnerability analyses today but
may prove useful nonetheless: the Gaussian pattern. This allows the Analyst to specify a number of shots
to be randomly located in a bivariate Gaussian distribution (i.c., a bivariate normal distribution) around
the defining shot. This is specified using the gauss keyword followed by the number of shots desired for
the pattern. The horizontal and vertical standard deviations for the distribution are given after the

argument sigma.
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Given the wide variety of selections available, most analysts will wish to create a standard view file
and use that file when setting up their analyses. To illustrate the language above, we will develop a view
file containing the standard VLD pattern of shots, 7 views in 30 degree increments around the left side of
the target with 4-inch grid cells. The first shot would look like this:

shot azel 0 0

This is a single shot going through the target origin (the default shot location) from O azimuth and 0
elevation. Now we want to overlay a 4-inch grid pattern on that shot, so we add the following on a

separate line:

grid csize 4 4
This defines a .grid with 4 by 4 for the cell size. To ensure that these cells will be in inches, the unit
specification should be in the resulting view file. The grid will automatically be sized to cover the entire
target with cells of that size. Note that all shots will be in the center of each cell unless we add random to

the grid specification, as in the following combined example:

shot azel 0 0.

grid csize 4 4 random

Adding this keyword will cause MUVES to alter each shot location by random horizontal and.vertical
offsets. The random keyword may be followed by an optional keyword seed with an integer parameter
specifying a seed for the random number generator. If no such parameter is given . default seed will be
_ used; each view will inherit its seed from the previous view. ln} addition, the seeds will be recorded with
the final results for later reference. In general, it is better to use the default seed, since that will help
avoid correlation problems with the random numbers produced using the random number generator. The
ability to specify a seed is included so that analysts can exactly reproduce a particular view when there is
some question about the results for that view. Note that,'if more than one threat is combined with a given
set of views in a single run, the views will exhibit different random behavior for each threat. To avoid this
problem, the analyst may wish to specify a seed for the first view in the set, allowing the succeeding views.

to inherit their seeds from the first view. .

Returning to our example, we now wish to add six more views, each with the same grid pattern, so our

view file would look like this:
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# Standard 7 views (4-inch grid cells)
units inches

shot azel 0 0 \
grid csize 4 4 randcm seed 13579

shot azel 30 0
grid csize 4 4 random

o .

shot azel 60
grid csize 4 4 random

"shot azel 90
grid csize 4 4 random

o

shot azel 120 0
grid csize 4 4 random

shot azel 150 0
grid csize 4 4 random

shot azel 180 0
grid csize 4 4 random

Figure 18. Standard View file for VLD Analyses

" Note that we do not need the group and endgxroup keywords, since shots and their associated overlays
are separated by default, and we want each of these grids to produce a separate view in the final results
file. Note also that specifying a seed for the first view ensures that every time this view file is used for a
given target, the same set of shots will be produced. Once created, this view file could be moved into the
MUVES input file hierarchy via the user interface (see Section 4.2.1.2, User Interface, Analysis

Configuration - Input Selection). It could then be referenced during any analysis session.

A sample view file is provided with the MUVES distribution in the “samples” project directory {see the
User Interface section, Analysis).

'3.3.8 Reusable Ray File

Alreu‘sable ray file is both a MUVES input and out'put. When making a MUVES run, analysts have the
ability to capture all ray traces in binary format to a file which may be used for subsequent anaiyses. The
pufpose of reusable ray files is to speedup target geometry interrogation when the same samples of the
target are being used repeatedly in the course of a study.* These files can be especially useful when ray
tracing is performed by a remote machine or when it is desired to avoid lengthy target geometry
‘preparation delays. Since the files are stored in binary format, they are not guaranteed to work across

different machine architectures.

*  Preliminary use of reusable ray files has decreased subseqﬁent analysis run times by a factor of five. Analysts should

expect this factor to vary based on the target description, view information, and machine architecture.
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Factors which produce unique rays include the target and view information. Due to the dynamic
nature of the threat-component interaction simulation, ray traces obtained from one analysis, however,
might not be the traces needed for a subsequent analysis, ‘even if the target and view are identical. For
instance, if shot patterns with randomly fired rays are specified, ray-tracing inputs for dlﬂ'erent locations

may be requestcd.

The MUVES reusable ray option is designed for efficiency purposes to reuse traces from the file in the
order that the traces were recorded. Analysm should set-up analysis vuns so that rays are being used from
t.he file in the order that they were created. This can be easily accomplished by using view files or
specifying shots in the same order for each analysis. If rays are not being used from the reusable ray file in
the order thz;z they were created, matching rays will be found; howelver, they will be located in a very

inefficient manner. . '

If a requested ray cannot be found in the reusaBle ray file then MUVES will revert to actual ray-tracing
for all subsequent ray requests. Thus, the reusable ray file should bé:é;&ted during an analysis run that is
expected to produce the most complete set of 'ray traces. When creating a reusable ray file, the same set of
ray traces should not be created multiple times since these files can be quite large. For instance, crea't,ing 2

reusable ray file when running more than one threat can waste a tremendous amount of disk space.

3.3.7 Component Properties File

A component properties file supplies information about the physical properties of components listed in -

the region map file.t Propel"ties of a component influence the outcome of the target-threat physical
interaction and evaluation of the damage. Valid properties are defined with each approximation method.
For a partlcular approximation method, default property values may be defined jor components in a

certain component categones

For certain approximation methods, a component preperties file may not be required. For example, a
component properties file is not required if the default component properties for the approximation
" method are sufficient for the target being analyzed.** Typically, it is also unnecesSary to specify
compotient properties for every component listed in the regicﬁ map file. Analysts should refer to the
documentation on the approximation method for specific information on default component properties and

specifics on the method’s Interaction Modules.

Figure 17 contains a component properties file for a target being analyzed with the ‘“compart”
apprcximation method, i.e., MUVES implementation of the Compartment model. According to this

t The component properties file may slso contain component property v-lues for components which are not in the target
being analyzed. This feature may be useful for studies where ont component properties file could be shared for several
targets.

** Although it would be acceptable not to specify 3 component properties file, analysts may find it desuable to vpronde a
zero-length file or a file containing a comment that the default properties are being used.
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N Component properties file

§ Armor ) ' . .
upper glacis DENSITY 7.7641
THICKNESS_FACTOR 1.0
armor DENSITY ‘ 7.7641
THICKNESS_FACTOR 1.0
L Armament '
guntube . DENSITY 7.7641
THICKNESS_FACTOR 1.0
CALIBER 105.0
" Other
driver DENSITY 1.099
THICKNESS_FACTOR 1.0
fuel DENSITY 0.7972
: THICKNESS_FACTOR 1.0 °
fuel line DENSITY : 7.7641 '
i THICKNESS_FACTOR 0.1
bulkhead DENSITY o 7.7641
THICKNESS_FACTOR 1.0
- computer DENSITY 2.7695
THICKNESS_FACTOR 0.5
propellant DENSITY 1.6900
THICKNESS_FACTOR 0,95
warhead '‘DENSITY 1.65

THICKNESS_FACTOR ' © 0.80

Figure 17. A sample component properties file

component properties file, the target has numerous components, such as, an upper glacis, armor,
fuel line, ete.. Not all components listed in the component properties file need to exist in the target;
however, all property names (e.g., DENSITY and THICKNESS_FACTOR} must exist in the list of
component properties defined for the approximation method. The list of component properties for a
particular vulnerability assessment methodology will be provided with the description of each

approximation method.

All component names and property names must be serarated from property names and property
values, respectively, by one or more tabs. If a component is described by more than one property, only
one property and its value may be given on a line. All property names must be preceded by one or more
tabs. -

3.3.8 Component Category Map File

A component category map file lists the component categories that an analyst has assigned to
component names. The component category map file must be specified for every combination of target
and approximation method being analyzed under MUVES. '

Figure 18 is an example of a component category map file for a target for analysis with the “compart”
approximation method.  Notice that this sample file has several component categories, e.g., crew

compartment, armor, fuel, efe. For each category, zero, one or several components may be specified.
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'

'

'

]

'

$

' .

4 is modeled.
' Category

crew compartment

armor

fuel '

ofher

target gap

exit paint

Component category map file for use
with the "compart" approximation method

'Every component in the component. category

map file must be mapped to one of the available
component categories in the Interaction Module Table
for the approximation method.. The category
determines how the threat-component interaction

Component
‘crew air

armor, .
turret front

fuel

driver
gunner
loader
commander

‘propellant

fuel line

fuel filter

bulkhead ' a0
engine ‘
transmission

computer

other wheels

MUVES target gap

MUVES exit paint

Figure 18. A sample component category map file

Thus, a category may be listed with no matching components. Analogous to the component properties file
format, component categories must be separaied from component names by one or more tabs. Only one

component name, preceded by one or more tabs, may be supplied per line. For instance, the armor

' ca‘tegory‘contains armor and turret front components.

Every component in the region map file must be assigned to one category in the component category
map file. To facilitate analyses which could share a common component category map file, the component
category file may contain components which are not listed in: the region map file.} To simulate the

physical interaction, all categories in the component category map file must exist in the Interaction

Module table supplied by the approximation method designer.

v

t For example,” in a concept vehicle study, it might be advantageous for several target variations to share a common

component category map file.




In addition to the explicitly modelled components in the target, MUVES also defines two special
components -— MUVES exit paint and MUVES target gap. MUVES exit paint is automatically

supplied as the last zero-thickness component on a threat path. MUVES target gap is automatically
supplied to fill in voids in the target description. These two components must be included in the
component category map file.

The consequences of the physical interaction for components in the same component category are
produced and ‘evaluated in the same manner. The list of allowable categories will be discussed with the

approximation method.

3.3.9 Damage Assessment Expression File ‘

A damage assessment expression file lists the contributions of components or target subsystems to the
overall functionality of the target in a given context. Functionalities are expressed in terms of the target’s
ability to perform its desired mission furction(s) in the given environment. Thus, thesé expressions are in
terms of fractional remaining functionalities (FRFs). Functionality expressions .ma'.y be created by
combining any of the following: ’ '

o a constant (e¢.g., 0.5)
' ¢ a component name (¢.g., “turret front”)
¢ a system name (¢.g., “‘engine power”")

e a unary-operator expression using a not, an absolute v;{lue, or a
boolean operator followed by an expression (e.g., ““‘track left”
implying not “track left”, @*“guntube” implying the absolute value ‘
of the “guntunbe”, ?*“track” implying a boolean evaluation for the
“track’)

o expressions'separated by the binary operators: ard, exclusive-cr, or,’
maximum, minimum, product, sum, difference (e.g., “master power”

& ‘“‘engine power”’ is an AND expression of two system components)

« an expression enclosed in parentheses '

Any component and system names containing tabs and spaces in these expressions must be enclosed in
double quotes. Component and system names containing any unary operators, binary operators, or

parentheses must also be enclosed in double quotes.

The logical and mathematical operators that may be used to build expréssions are provided in Figure
19. The precedence of these operators is given in this figure. Parentheses may be used to clarify or modify
the built-in precedence rules. To aid in understanding each of these operators, sample expressions are

provided.
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offensive” environment with a mobility mission.

Unary Opersators

absolute-value @
boolean-value ?
not l,

‘

Note: If the boolean operand is greater than 0,
then the boolean value is 1; otherwise, the
boolean value is 0.

v

Binary Operators

and &
difference C -
‘exclusive-or
maximum >>
minimum <<
or |
product *
sum . +

Operator Precedence (decreasing order)

Unary operators (evaluated right to left)

@
?

Binary operators (evaluated left to right)

&

-

<< >>
*

+ -

Figure 19. Unary and binary operators

Figure 20 contains a damage assessment expression file that contains three damage assessment
expressions. As stated previously, each expression evaluates the functionality based on the damage states
specific to the environment and mission. The first damage assessment expression is for a target in a
typical environment with a firepower mission. The second is for the same target in a "european
The third expression is for the target in a

“"european defensive” environment with a mobility mission.
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# Damage assessment expression file

typical
firepower

"crew air"s
"ammo air"s
"fuel tank"s
guntubes
warhead

"europe offensive"

mohility

(0.4*(! "master power" & "engine power")) +
(0.4*("master power"” & ~ "engine power"))

"europe defensive"

mobility

((0.3*("master power" >> "engine power")) -
(0.3*("ammo air" << “"crew air")))

| (0.2+"fuel supply system")

Figure 20. A sample damage assessment expression file

Mewlines are required after both the environment and mission identifiers. As with other files, newlines

used elsewhere in the file are ignored. White space is ignored except if the white space is escaped inside the

. name of an identifier (e.g., track\ left) or if the identifier containing white space is enclosed in double

quotes (e.g., "track left"). Identifiers may contain digits but must not qualify as constants, s.e., they

may not consist only of digits and an optional decimal point.

To understand the interpretation of these expressions, let us consider several theoreti. s + possible
values for the components in the first expression. Suppose that all components are undamage?, i.e., each
kas a FRF of 1. Combining values of 1 with the AND operator is equivalent to multiplying these values
together. In this example, the overall expression value would be 1. Thus, as one might expect, the target
is fully functionally for its mission. Suppose, however, that the guntube was damaged and is only 50%
functional. Multiplying the four 1 va‘lues and one 0.5 value results in a remaining functionality of 0.5. It
is important to note that multiplying together functionality values is equivalent to the survivor rule on

loss-of-function values.*

In the second expression for the "eqi‘opean offensive"” environment, suppose the "master power”
is only 75% functional and the "engine power"” is 25% functional. The not of "master power"
evaluates to 0.25. Consequently, (! "master power" & "engine power") evaluates to 0.0625.

~ "

Similarly, ("master power" & engine power") evaluates to 0.5625. Multiplying each of these

* The survivor -ule used in VAMP states that the combined loss of function for n critical components (LOFn) is given
by:

LOFl - l..OFl

LOF, = [1-LOF(;|LOF, + LOF,

LOF, = [1-LOF; ]LOF, + LOF ,
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expressions by 0.4 and adding the results gives a FRF of 0.25 {from evaluating 0.025 + 0.225 ).

The 'third expression in the damage assessment expression file is for a target in a "european
defensive” environment with a mobility mission. To demonstrate the evaluation of this expression,
the following FRF's will be assumed: (a) "master power" equals 0.75, (b) "engine power" equals 0.25,
(¢) "ammo air” equals 0.80, (d) "crew air" equals 0.50, and (e) "fuel supply system" equals 0.60. To
‘evaluate (0.3s("master powell:'" b3 "gngine power”)), one must first take the maximum of "master
pover” and "engine power”. In this examp‘le, the maximum value is 0.75, a_nd the expression evaluates
to 0.225. To evaluate (0.3*("ammo air™ << "crew air")), one must take the minimum of "ammo
air” and "crew air". In this example, the minimum value is 0.5. Thus, the expression' eyaluates to
0.15. Taking the difference of these two expressions results in a value of 0.075 (from' evaluating 0.225 —
0.15). Similar to earlier examples, the expression (0.2+"fuel supply system") evaluates to 0.12.
Overall probability of the ““or” of these terms is readily evaluated by DeMorgan’s (survivor) rule: 1.0 —
(1.0 - 0.075) * (1.0 — 0.12.) which equals 0.185.+

3.3.10 System Definition File . L

A system definition file describes the target subsystem operation in terms of critical components.
Critical components are components required for the continued performance of the selected mission

functions (e.g., mobility, speed, firepower, personnel loss, eté.) in a particular environment (e.g., night-

thwe in a forest, rough rcads, typical, ete.). In MUVES terminology, target subsystems are defined by

relaticrships between groups of target components. If the damage assessment expression file refers only to
cohmhenb names and does not refer to any target subsystems, a system definition file is not reqﬁired. It
there are no target subsystems then a zero—length file or a file containing just comments and/or white-
space may be used if the analyst prefers to use a system definition file. If the damage assessment
expressions had contained one or more tai‘get subsystems, then the target subsystem(s) would have to be

defined in the system definition file.

To show the format of a system definition file containing target subsystems, Figure 21 contains a
sample file with three target; subsystems: the "master power”, the "engine power", and the fuel\
supply\ system. Of these, "engine power” is per}iéps the easiest system tu understand; however, it
only uses a small subset of the available operators. "Master po&er", on the other hand, uses most of the
available operators, and the fuel\ supply\ system just appears complicated since escaped white space
is used instead of enclosing identifiers containing white spaces in double quotes. Notice each system is

followed by an equals-sign and an expression.

System definition expressions. use the same syntax described for damage assessment expression files
(refer to Section 3.3.9, Damage Assessment Expression File). All component and system names

t If an exclusive-or had been -used instead of an or, the expression would reduce to ( 0.075 + 0.12 — (0.075 » 0.12)) *
{ 1.0 — (0.075'» 0.12) ) which equals 0.184,
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# (Fictitious) system definition file

# Definition of master pdwer:

“"master power” = 0.5 >> # Minimum value of 0.5 for this system
‘ '( "engine power"

"cable 2w108"

"voltage regulator"

~ "hull networks box"

eng1ne disconnect panel"

("cable 3w102-1" ~ "cable 3w102- 2")

“cable 2w157”

"cable 2w158"

| ?» batteries

~ + 00~

. & "terminal boards"
' & (@'cable 2w154-2w155" .

# Definition of engine power: '

- "engine power" = "fuel supply system"
§ "driver’s master panel”
& "cable \"2wl04\""
& "hull networks box"
& "electronic control unit",
& compressor

# Definition of fuel supply system (Note escaped symbols are used
# rather than quoting the entire identifier.):

fuel\ supply\ system =
-left\ rear\ fuel\ tank
& right\ rear\ fuel\ tank
& rear\ fuel\ tank\ interconnect
§ {(f.1ime\ \~\ 1l.r.\ tank\ to\ tee
f.line\ \~\ r.r.\ tank\ to\ tee)
& f.line\ tee

Figure 21. A sample system definition file

containing tabs and spaces may be enclosed in double quotes, or use escaped tabs and spaces (e.g., "fuel
supply system” or fuel\ supply\ system). Identifiers may contain digits, but must not qualify as
constants. -The unary and binary operators in system definitions are the same as those used in damage
assessmeni, expressions. Although newlines are required between system definitions, newlmes used

elsewhere in the file are ignored.

3.3.11 ‘Damage Evaluation Selection File

A damage evaluation selection file must be used by the analyst to select the name of the ‘Evaluatio'n
Module desired for assessing‘t,he remaining component utility for every eritical component category. Non-

" critical component categories listed in the damage evaluation selection file are ignored. All component
- categories in this file must be defined in the Interaction Module Table for the particular approximation
method. Valid component categories will be discussed with each, approximation method. Evaluation of

the damage to each component category is performed by the Evaluation Modules. Similar to Interaction
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Modules, the Evaluation Modules are unique to the approximation method and threat type. Consequently,

valid evaluation modules will be discussed with each approximation method.

[

¥ Damage evaluation selection file
# Any componenﬁ/system in a damage assessment expression file
# causes that component’s category to become critical.

# There must be a one-to—-one mapping of all critical
# categories to evaluation modules.

# Critical Category ) Evaluation Module
ammo compaftment respen ammo compartment respen
crew compartment crew compartment
engine compartment engine compartment
fuel . fuel

gun tube . gun tube

track track

sprocket sprocket hub

idler’ o © idler hub ,
first roadwheel . first roadwheel hub
ammo piece - ammo piece

Figure 22. A sample damage evaluation selection file 3

Figure 22 contains 2 damage evaluation selection file for the “compart” apprdximation method. Every
non-comment line in this file contains a component category followed by one or more tabs, and an
Evaluation Module name.’ For instance, if the ammo compartment respen category is encountered then

the corresponding damage is produced by the ammo compartment respen evaluation module.

34 Unaerlying Approximation Method 1nputs

MUVES relies on Interaction Modules to model the physical interaction and Evaluation Modules to
evaluate the damage to components. Certain modules may require inputs‘which are a function of the
approximation method, the target’s characteristics (components, component properties and component
categories), and/or the threat’s characteristics. If required, these inputs are best described as either
Interaction-or Evaluation Modvle inputs. Although thesé inputs are highly dependent on the method; the
target, and the.thrcat, this section will outline several common t}pes of files that may be required by the
underly’ng modules. It is hoped that these examples will give the reader a better understanding of the
kind of information that may be required. Analysts must refer to the approximation method

documentation for specific information.
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3.4.1 Interaction Modules Inputs

The Interaction Module for a particula'r threat type and component category is responsible for invoking -

the appropriatz physical interaction algorithms. Physical interaction algorithms compute parameters
required to evaluate damage within critical component categories. Threat-specific interpolatipn tables,
such as “perl” files for KE munitions (see Section 3.2.2, Threat Information, Supplemental Threat
Files), may be used by the KE Interaction Modules to compute some of these parameters. Parameters
from the “initial” file are also used. Provided there are nolyparameters dependent on both target and
threat characteristics, the files discussed up to this point are sufficient for modeling the physical

interaction.

For some Interaction Modules other input files that are not specific to a’ barticulaf threat may be
required. As an example, the spall fragments generated when the threat impacts a particular component
may be important for an analysis. If so, an Interac.;tion Module may require an input table on the number
of lethal spall fragments produced. Tt is anticipated that the inputs required by the interaction modules
can be specified in one-dimensional and two-dimensional tables. If more than one table is required, each
table should be labeled with a table tag and included in the same file. .

3.4.2 Evaluation Modules Inputs

After the target-threat physical int,leractions have been computed, damage evaluation is performed on
critical components on’'the threat path. Evaluation Modules perform damage assessments. One way to
assess damage is via tables which relate parameter and loss-of-function (LOF) values. In the
vulnerability /lethality literature, these tables are typically referred to as damage correlation curves even
though the curve may be a step function or a set of connected observations. For instance, a set of damage
correlation curves for a particular approximation method may be described according to the threat type,
critical component category, mission, and environment. In this case, table tags would be used to separate
the curves in this file. However, other approximation ‘methods may not require inputs to assess the
damage. In this case, the evaluation modules may not require any inputs. For specific information on the

Evaluation Module inputs, analysts should refer to documentation for each approximation method.
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3.5 File Formats summarized using Backus-Naur Form (Optional)

The inherent structural properties of threat and target descriptions can be naturally expressed by a

context-free grammar such as Barkus-Naur Form (BNF). BNF notation is popular for formally specifying

" syntax and facilitating semantic interpretation. It is particularly useful for describing programming

languéga and inputs which must be parsed by software programs [12).

For analysts unfamiliar with BNF notation, the salient characteristics of BNF notation will be briefly
described, followed by the specific grammar for the input files previously discussed in this section. This
section ia strictly optional und may be skipped without the loss of any information. This information is only

provided as a ahorf-hand reference for those readers who feel comfortable with this notation.

3.5.1 Notation (Optional)

As an example of a BNF grammar, let us consider how simple integer expressions are described using
this notat.lon From elementary math, a positive mteger can be described as a sequence of digits preceded
by an opuonal plus sign. Similarly, a negatxve integer can be described by a negative sign followed by a

‘ sequence of digits. Thus, -1, +10, -101, and O are clearly valid mtegers Using BNF notation, mtegers

" may. be formally expressed as follows:

I

integer = sign {digit}+
sign = < 4 | <empty>

(01 ' (19 |-(2, ' t31 l t4" l z5, l (69 l ¢71 l ‘g? l (g?

digit

The ::= symbol may be read as ‘“‘can have the form”. Thus, all itéms on the left-hand sidé of the =

symbol are terms which are defined by using one or more symbols from the right-hand side of the ::

symbol, f.e., nonterminals. All symbols on the right-hand side’ of the ::= symbol may contain any

combmanon of nonterminals and terminal symbols, 1.¢., symbols which require no.further explanation. To

facilitate readability, terminal symbols, a.k.a., tokens, are always enclosed by single quotes or angle

brackets if the symbol cannot be described by a single entity (e.g., <newline character>). The special
_empty token, t.e., <empty>, indicates an empty string of symbols is acceptable.

To define a digit, the pipe symbol, |, is used to indicate “or”, signifying that only one of the listed

symbols must be selected. An ‘“‘or’ sequence where the pipe symbol is used repetitively for consecutive

items may be shortened to the d.elimit,ing endpoints of the sequence separated by a dash, e.g.,
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digit = ‘0’- ‘9" is equivalent to  digit = 0" | ‘1’ |2’ |*3' |4’ |5’ |'6" |7’ |8’ | '9".

BNF notation also uses specialized notation to convey information on the number of optional and
required repetitions.of symbols. For notational convenience, these structures may be combined to define

'an arbitrarily complex nonterminal. This notation includes:

{} indicates that one instance of the Symbol(s) enclosed in the curly braces must appear
{}?  indicates that zero or one instance of the Symbol(s) enclosed in the curly braces must appear '
{}*. indicates that zero or more instances of the symbol(s) enclosed in the curly braces may appear -

{ }+ indicates that at least one instance of the syrﬁbol(s) enclosed in the curly braces must appear

The rules which have been used to define an integer in, this sect.io.r'l are referred to as prodl'xction rules.
Each production rule is comprised of a nonterminal symbol followed by a ::= symbol and a sequence of
nonterminals and/or tokens. In any set of production rules, there is one special nonterminzal from which
all other nonterminal symbols are derived. This special nonterminal symbb] is referred to as the start
symbol. In our particular example, integer is the start symbol.

Given a math processing program needs to read in and interpret mathematical expressions involving
integers and operators, a complete BNF notation for a simple math processing program might be described

as follows:

expression u= integer { {WS}+ operation {WS}+ integer }+ {WS}* NL

integer u= {sign}? {digit}+

sign R R ‘ . *
digit = 0-‘9

WS z= ‘'] <tab>

operation  u= ‘4’ |%|®

NL ‘ ;= <newline character>

According to this grammar, 25, -4, -0, 0, and 100000 are valid integers but not valid expressions since
there is not at least one operation and another integer. However, note that 1,000 and 5.0 are clearly not
valid integers since they contain a comma and decimal point, respectively. Similarly, 1+2—6+4 and
4+1000+2 are valid expressions; however, #2/1 and 2#+5 are not valid expressions due to the ordering of

the integers and operations.
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As stated earlier in this section, all alphabetic and alpha-numeric strings in the MUVES files are (upper
and lower) case sensitive. This must be implicitly assumed in all MUVES BNF grammars since it is nearly

impossible to reflect case sensitivity, particularly in cases where a specific string is used across several files.
Further, blank lines and comment lines, i.c., lines starting with a ‘#’ character, are acceptable in any

MUVES file. The remainder of any line which contains a ‘#’ character immediately preceded with a tab.

character is also a comment. All comments are automatically skipped over by the MUVES software during
‘processing. However, to reduce complexity, blank lines and comment lines are not explicitly shown in any
MUVES file format grammars. The remainder of this section will provide the BNF notation for a subset of

the MUVES input files discussed in this section.

3.5.2 Backus-Naur notation for “initial” files (Optional)

.

initial-file = threat-type NL { threat-packet }* '
threat-type " u=  <name for the threat type>

" | threat-packet u=  packet-name NL { parameter NL }* ‘endpacket’ NL -
packet-name = <name of threat pé.cket, type>
paraméter = integer

| floating-point
] boolean-value o .
| <character-string ignoring leading and trailing white-space>

integer » u= " { sign }? { digit }+

sign = 2 iy

digit . ’ = 0 -9 .

floating-point u= { sign }? { digit }+ { *’ }? { digit }* { ‘e’ |E P

{ sign | <space> }? { integer }?
| {sign y2 {2 { digit }+ { ‘& | ‘E" )
{ sign | <space> }? .{ integer }?

Loolean-value - a= rue’ |V v |y | o’
| “false’ | 0’ | & | *n® | ‘of?
NL ' = <newline character>

Figure 23. Backus-Naur notation for” “initial” files
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3.5.3 Backus-Naur notatioa for ray-tracing “host” files

host-file  :=  { host-line NL }+
host-line

<name of the host containing the target geometry data>
NL u#=  <newline character>

Figure 24. Backus-Naur notation for ray-tracing “host” files

'

3.5.4 Backus-Naur notation for MGED region map files

The following figure contains the BNF notation for a component identifier map file where the target
description was built using BRL MGED. ‘ '

'
'

mged-mapme . { comp-line NL }*

comp-line u= comp-name HT ident-list

comp-name = <name of component (no embedded tabs)>

HT = <horizontal-tab character> ‘
ident-list = {WS}* { range | ident } { {WS}+ { range | ident } }*
WS 1= <non-newline white-space character>

range = ident ‘' ident

ident” 1=  <MGED ident that maps into this component>>

NL = <newline character> .

Figure 25. Backus-Naur notation for MGED regicn map files !
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3.5.5 Backus-Naur notation for “geometry” files

-
geom-file =  method-line NL {key..lme NL}+
method-line = mged’
NL = <newline character> h
key_liné " u=  ‘region.map’ filename | ‘mged.database’ filename
| ‘root-object’ string | ‘thin_tolerance’ float:

Figure 26. Backus-Naur notation for ‘‘geometry” files

‘

3.5.8 Backus-Naur notation for component properties files

comp-file = comp—hnes }'
comp-lines = comp {HT}+ { prop-list }+
. comp =  <name of the component category (no embedded tabs)>
HT - <horizontal-tab character > ‘
prop-list = = property {HT}+ prop-value NL . '
propertyl = < compoﬁent property >
prop-value =  <property value for the component>
NL = <newline character> . .

Figure 27. Backus-Naur notation for component properties files

f

3.5.7 Backus-Naur notation for damage assessment expressxons and system

defimtmns K o

The undcrlymg structures of damage assessment expressions and system definitions were designed to be

similar. The same unary and binary operators in the following figure (as shown in Section 3.3.9, Damage

Assessment Expression File} are used for these expressions and definitions. These operators must be

used to complete the BNF notation. The BNF‘ grammar common to both flles is shown followed by the

specific BNF notation for each file.
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Unary Operators

) absolute-value @

, boolean-value ?
not !, -

Note: If the boolean operand is greater than 0,
then the boolean value is 1; otherwise, the
boolean value is 0.

Binary Operators '

and &
difference -
exclusive-or * L
maximum >>
minimum <<
or |
" product *
sum . +

Operator Precedence (decreasing order)

Unary operators (evaluated right to left)

!

@
t
Binary operators (evaluated (c/t to right)

&

a

S |

. << >>
. * )
+-

Note: Parentheses may be used to override the built-in precedence rules.

Figure 28. Unary and binary operlators




Production rules with non-terminals/terminals on the right-hand side:

expression

component-name

‘binary-operator

unary-operator
identifier
character
regular-character
constant

digit-sequence
decimal-point
escaped-symbol

Production’ rules with only terminals on the

NL :
absolute-value .
and '
apostrophe
boolean-value
difference

digit

equals-sign

escape

exclusive-or
left-paren .

letter

maximum
minimum

not

or .
period

product

quote

right-paren

space

sum

symbol

underscore

.
bt 23

e

=

constant '
component-name

system-name

unary-operator expression

expression binary-operator expression
left-paren expression right-paren
identifier

and | or | minimum | maximum | exclusive-or | sum |

difference | product

not. | absolute-value | boolean-value

quote { symbol }+ quote | { character }+

regular-character | escaped-symbol

digit | letter | underscore, | period
digit-sequence { decimal-point }?

| digit-sequence decimal-point digit-sequence

| decimal-point digit-sequence

{ digit }+ ’

period

escape symbol

right-hand aide:

ims

<newline character>

4@1

. ‘&!

12y

@

‘+‘
< ASCII text character [octals 040 - 176] >

Note: If the boolean operand is gréater than 0, then the boolean value is 1;

otherwise, the boolean value is 0.

Figure 28. Backus-Naur notation common to damage assessment expressions and system definitions
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damage-assessment-expression-file = { damage-assessment-expressions }+

damage-assessment-expressions = environment mission damage-states
environment , um  jdentifier NL

mission ;= jdentifier NL

damage-states - A ' _ :m  expression ' ’

Figure 30. Backus-Naur notation' specific to damage assessment expression files

| system-definition-file = { systein\-deﬁnition NL }+

system-definition 1= . system-name assignment-operator expression
system-name 2= identifier
assignment-operator =  equals-sign

Figure 31. Backus-Naur notation specific to system definition files

3.5.8 Backus-Naur notation for damage evaluation selection files

des-file = { des-line NL }+

des-line ' = comp-category {HT}+ eval-name .

comp-category =  <name of the component category (no embedded tabs)>

HT © u=  <horizontal-tab character>

_eval-name = <evaluation modul;e user-oriented name> - )
, NL = <newline character>

Figure 32. Backus-Naur notation for damage evaluation selection files
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4. User Interface

To the vulnerability analyst, MUVES exists as a central console for specifying inputs, configuring,
executing, and interpreting the results of ‘vulnerability analyses. A less visible role for MUVES, yet
" embedded in its design, is the task of configuration management. The goal of configuration management is
to keep a record of all inputs and source code responsible for producing the results for a particular analysis
run. This record must be preserved indefinitely, or up until such time as the user decides that the results
will not be published and can be destroyed. The ambitious task of managing the disposition of files used
in an analysis requires access control measures. To accomplish this, MUVES maintains a UNIX file
hierarchy which is accessible through the user interface; only the MUVES administrator has permission to
~freely access this hierarchy. To permit nigher-level logical organization of analyses and to facilitate
compartmentalized access, analyses are . .uped into directories called projects. The user can create a
project and restrict multiple levels of access 1o specific users (access lists are described in more detail later).
All input files used to run an analysis are imported (copied) into a project file hierarchy. They may be
imported from outside the MUVES hierarchy or from another project. Output files are also kept within the
MUVES hierarchy. Notably, postprocessed results, which typically fall into the category of deliverables,
are not stored within the MUVES hierarchy but are owned by the analyst. '

Each MUVES analysis'is referred to as a ren. A particular run may cohputg the outcome of one or
more shots. In ‘ad‘dition to multiple shots, multiple threats may be analyzed, and more than one context
for damage assessment may be applied to a given run. If multiple shot specifications, threats or contexts
are selected, all possible combinations of these are analyzed. A series of runs conducted while a given
project is being accessed by MUVES is called a sesston. A session file is produced automatically during a’
session, and a run from this file can be reloaded during a subsequent session to conduct an identical or
similar analysis. All diagnostics from a session’s analyses are stored in a log file. Final results files are
created for each run, and optionally, if an analyst needs information regarding the intermediate
‘computations of a MUVES calculation, selected internal parameters for a particular run may be stored in

an tntermediate results fite. Details about these output files will be explained later.

4.1 User Int'erface — The Basics s

The user interface is initiated by executing the corﬁmand muves in a UNIX shéll. The user must have
“$MUVES/bin" in his pat:h for the software to work correctly. Questions concerning the appropriate path
and shell variables to be set should be referred to your MUVES system administrator. When muves is
started, the process fills the current window {or terminal screen on non-windowing systems) with a display

" .similar to Figure 33.

The window is divided into two parts; the top portion is devoted to the hierarchical “pop up” menu
system, and the bottom portion is dedicated to a scrolling-text region. In between, several status lines are
reserved for prompted input, or for presenting the user with information of ‘a transient nature such as
warning messages, informative messages about'on-going computations, or help messages generated by the

menu system. . . ' , '




analysis C
results interpretation]|
| file administration
P —————— ————————— +

MUVES (90/08/04 23:40) 0/0

Figure 33. Terminal Window after muves has been Started.

The menu system hierarchy groups commands according to their function. The scrolling-text region is
used to display various information such as error messages, the contents of MUVES files, the status of
analyses, or the output of postprocessors. Such information is stored in an internal buffer so that the user

can, with single key strokes, display different contiguous regions of that buffer.

The screen-oriented interface is terminal independent; it does not use graphics per se but uses the UNIX

system terminal capabilities database to control the manipulation of text characters.

4.1.1 Using the M_enﬁs : S : - .

' MUVES menus are made-up of one or more entries. The active menu entry is always highlighted.
"Selection of a menu item may result in the presentation of a submenu. Alternatively, prompts for
keyboard input may be issued, input parameters selected, or UNIX commands executed. Submenus will
appear to the right of their parent as space permits, then progress downward in left to right order,
overlappipg other menus as necessary. '

Each menu operation (e.g. move menu pointer, select menu ifem, scroll. menu, close menu), is invoked
by a unique command. To mAke the user interface easier to use, it is possible to bind these commands to
keys, however, default bindings are provided. Thus, simple key strokes are used to manipulate the
menus.* One key (character) must be bound to a given menu-manipulation command. The control key
can be used as a key modifier.. Table 4 lists the menu-xr;anipulapion commands and their default key
bindings., Pressing the key indicated in the Key column will cause the action described in the Command
Description column. The defaults can be overridden by each user through the use of a MUVES start-up
file (see Section 4.1.4, MUVES Start up File). Figure 34 shows muves after a few entries have been

selected. Note the menus are positioned left to right, with some menus overlapping those selected earlier.

* If 2 DMD terminal with MYX is used, a special cursor will appear. The mouse may then be used to manipulate the menus. At

this time, only the DMD terminal running MYX supports mouse-driven mepu manipulation.

f
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TABLE 4. Menu Manipulation Commands and their Default Bindings.

Key Command Name Command Description
d next-menu-entry move menu pointer down one entry
u previous-menu-entry  move menu pointer up one entry
space select-menu-entry select highlighted menu entry
-h describe-menu-entry  get help about highlighted menu entry
q quit-current-menu quit current menu ) )
e ittt pom e e Fo e ———— fo - e +
analysis | immediate processing|old project| ktank |
results interpretation|deferred processing |new project| new_tank |
file administration | batch processing +-----~----- | samples |
e - o e B et Rttt +
session files | select parameters| title of run
inputs | import files units of measure
show configuration | export files approximation method
reset configuration R it target
analyze | threat(s)
access list configuration]| component properties
e ettt + component category map
system definition
assessment expressions
damage evaluation selection

MUVES (90/08/04 23:40) 0/0

Figure 34. Scrolled Menus.

The user interface automatically determines where menus will appear based on menu size and screen size.

If on a wnulomng ter nnml or workstation, ‘the "user may choose to increase the width of the wmdow

before muves is started to minimize menu overlapping.
Menus with many entries will be truncated to prevent them from extending outside the menu display
“="_ These symbols indicate that the

region. The corners of a truncated menu will appear as “v’* or
Figure 34 shows a menu that has been

menu must be scrolled yp or down to display the other entries.
truncated, notice the “v’" in the menu’s lower left and right corner. The other entries will become visible

when moving the menu pointer down {using the next-menu-entry command) past the bottom entry

(shown in the figure as damage evaluation selection). .

Figure 35 shows a “~"" in the upper left and right corners of the scrolled menu, indicating some entries

have scrolled off the top. Moving back up (previous-menu-entry} will cause the menu to scroll down to
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o — e e e ———— o ————— o e e +

analysis | immediate processing|old’ project] ktank |
|results interpretation]deferred processing |new project| new_tank |
file administration | batch processing +-----=--~-- | samples ]
L it L ] D e ST T e e -
session files | select parameters threat(s) -

. inputs | import files component properties '
show configuration | export files component category map
reset configuration P mm e — s e system definition

analyze | , assessment expressions
access list configuration] damage evaluation selection
e L L + C ' environment/mission(s) -
, ' interaction curves
: ‘ evaluation curves o
view(s)
L et et dae tott v

¢

MUVES (90/08/04 23:40) 0/0 ‘ ¥

Figure 35. Scrolled Menu — Top and, Bottom.
reveal these entries. When the last or first menu entry is visible, the menu corners will return to “+".}

Although all menus have a similar format, there are two distinct types — static'and dynamic. A static
menu always consists of the same entries. In contrast, dynamic menus are created immediately before they
are displayed. Dynamic menus are necessary because t;hey list choices whose availability is contingent
upon previous events. For instance, a menu of available projects will only display the names of projects
that exist in the current MUVES hierarchy for which the user has been granted access.

The menu system keeps a record of the last entry selected ina static menu; entering a static menu that

has been used before will cause the menu pointer to be in the same position as it was when that menu was

last exited. If a2 menu has never been used, the top entry will become current. Since dynamic menus can
contain different entries each time they are activated, the top entry will always be current when a dynamic

menu is opened.

A few menus can be accessed on demand, that is they can be opened with‘a’x command. These are called
stand-alone menus because they are not found in the menu hierarchy. The commands that produce stand-
alone menus are described in Table 5. The set-up-options command produces a menu (illustrated in

Figure 36) whose first entry, maximum menu items visible, allows the user to change the size (number

t When running MYX on a DMD terminal, clicking the left button of the mouse will have the following effect: If the cursor is on an
entry, that entry will be made current. If on the current entry, that entry will be selected. If on the top border of the current
meny, the menu will seroll down if possible, and if not, the menu will exit. If on the bottom horder, the menu will seroll upward if
possible and beep if not. Chicking button one outside of any menu region will cause the terminal to. beep.
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TABLE &., Pop-up Menu Commands and their Default Bindings.

Key Command Name Command Description
$ set-up-options tailor user interface
@ manage-analyses get status/terminate analyses
. . &  enter-file-browser  examine MUVES data hierarchy
? show-key-bindings display menu of bound keys

‘

of lines) of the menu region being displayed. A larger menu region will allow more menus to be vnslble but.

will reduce the number of lines being dlsplayed in the scrolling-text region.

+

+

maximum menu items visible
monitor analysis log

»
+
+

Figure 36. Setup Options Menu

. This set-up menu also allows the user to monitor any logged messages from the MUVES analysis process. If
the menu entry monitor analysis log'is enabled, any analysis errors will appear in the scrolling

region. Error messages are always recorded in a log file regardless of whether log monitoring is enabled.

Occasionally, the user may need to check on or terminate a running analysis. This can be done from

within MUVES if the particuiar analysis session was initiated during the current MUVES invocation.

-+
+ .

+

status of analyses
terminate an analysis

<+ 4
hs +

Figure 37. Analysis Management Menu

A stand-alone menu displayed with the manage-analyses command is provided for this purpose (see
. Figure 37). Selecting status of analyses will display information about each analysis session. If
terminate an .analysis is selected, a menu of running analysis processes is presented; the user is

advised to exercise caution when choosing from this menu.

+

i=nformation about files
display files

+

igrr. 38. T Licowser Menu

The file browser menu (Figure 38) may be entered via the enter-file-browser command. This n;enu
allows  users to examine files or directories under any project for which they have read access. The
information about files entry produces listings similar to the output of the UNIX Is(1) command,
and the display files entry ezports the contents of selected files. Ezporting is used here as a general
term for sending the contents of a file somewhere; this includes providing the file as inpat to a UNIX
command, making a copy of the file outside the MUVES file hierarchy, or displaying the file’s rontents in

the scrolling region. MUVES owans all files within a prciect but an exported file copy is owned by the user.
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next-menu-entry
previous-menu-entry
select-menu-entry
quit-current-menu
describe-menu-entry
refresh-screen
backward-scroll
forward-scroll
backward-page
forward-page
first-page
last-page
search-forward
search-reverse
stall-scrolling-text ,
resume-scrolling-text| -
show-key-bindings
toggle-verbose-mode
quit-from-anywhere
manage—analyses
set-up-options
enter~-file-browser

Figure 39. Key Bindings Menu
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Finally, the show-key-ﬁindinga comman‘d pruduces an information menu that displays the current
key/command bindings, the default bindings are shown in Figure 39. ‘

4.1.2 Prompted Input

The menu display region is‘se'parated ‘from the scrolling-text region by three lines: a help line, a
prompt line, and an information bar. In ghe information bar, the name of the program, “MUVES”, is
displayed, followed by the date and time that the software distribution was made. The other information
in the bar pertains to the scrolling region and will be discussed in the next section. The prompt line is
used to solicit keyboard inpyt from the user and to display any response that is typed in by the user. The
help line is used to provide the user with additional descriptive information about a solicited response, and
also to provide other information as needed. For instance, warning messages concerning user interface
operation, menu help messages, or the notification of on going computations might be displayed.
Information on the help line is displayéd in reverse video, but will be illustrated using bold face in this
. document.,.' The prompi itsell consists of a request for information terminated by a default response
enclosed in square brackets. When there is no appropriate default, the brackets will be empty. Examples
of appropriate responses may also be included within the prompt; these would be enclosed in parentheses
to the immediate left of the default response. In the example illustrated in the Figure 40, a user is beihg
asked for confirmation before exiting ntuve's.

Do you really wish to leave now?

Exit "muves” (y or n) [y]: n

Figure 40." Exit muves Confirmation Prompt
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48,0

Appropriate responses “‘y or n"' are enclosed in parenthesis, the default response ‘‘y” is enclosed in square
brackets. In this example, the user has typed n which appears following the prompt. Also, note the helﬁ

message which is shown in bold face above the prompt.

TABL% 6. Prompt Editing Commands

Key ' *  Command Description

Delete  Delete the character behind the cursor.

Return  Enter response.

“A . Move the cursor to the beginning of the line.

*B "  Move the cursor backward one character.

‘D Delete the character under the cursor.

"E Move the cursor to the end of the line.

F Move the cursor forward one character. ‘ ‘

‘G Abort the prompt without submitting a response.

‘K Erase all characters (kill) from the cursor to the end of the line.
‘P Insert the default response at the cursor location.

‘R " Redraw the line. B

U . Erase all characters to the left of the cursor.

—

“V  Escape (‘insert) the next character typed.

'Y Insert the contents of the kill buffer (see “K) at the cursor.

While typing a response, some line-editing commands are available to the user; these are described in

Table 6. With the exception of the first two keys, “Delete’” and “Return”, control keys are used as

indicated by the “*" in addition to.the letter. Use of upper case letters to describe control keys is a
popular convention, but does not denote the use of the “Shift” key; only the “Control” key must be
depressed while striking the letter key. Text is inserted at the cursor position. Using these commands to
move the cursor allows the user to correct typing errors or modify previous responses. For instance, the
" “*P"” command will insert the default response at the cursor position. In this way, a previously entered

response can often be edited to produce something similar.

4.1.3 Scrolling the Text Region | .

The scrolling-text region occupies the lower portion of the.display and presents various information
communicated to the user by MUVES. Lines of text are inserted at the bottom of this region and existing
lines move upward to make room for newer ones. A finite number of lines of text will fit in this region;
this number depends on how many lines can be displayed on the user’s terminal or window and how large
an area he has allocated for the menu region. Once this region fills with text, the oldest lines will cease to
be displayed in favor of newer ones. Various commands are available to the user to enable him to scroll

backwards or forwards to display older or newer lines of text respectively. Rather than scroll one line at a
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time, the user may advance the text by the number of lines that can be displayed at one time; this is

referred to here as a page of text. The user also has the option of advancing to an arbitrary line of text,

such as the oldest or newest that is available; for the purpose of this discussion, this type of operation is

called jumping. Finally, the user may jump to a page containing a regular ezpression®” ; this is called

searching. A finite number of lines are stored in an internal text buffer for this purpose; this number can
be set in the muves start up file (see Section 4.1.4, MUVES Start up File). Once the text buffer is full,
the oldest lines will be discarded first. One thousand lines are saved by default. ‘

There are many commands available to control the scrolling of text. These commands are bound to

keys, just like the menu-manipulation or prompt-editing commands.

TABLE 7. Scrolling Region Commands and their Dei.ult Bindings.

Key ‘Command Name Command Description
' p backward-scroll ' move text window down one line
n forward-scroll move text window up one line
b backward-page move text window down one page
v forward-page . move text window up one page
< first-page jump to first page in text buffer
> last-page ' jump to last page in text buffer
f search-forward look for next occurrence of regular expression
r search-reverse look for previous occurrence of regular expression
s stall-scrolling-text halt ‘display of buffered text
a resume-sérolling-text resume display of buffered text
‘L " refresh-screen redraw the MUVES display

Table 7 lists the available text buffer commands and their default key bindings. The first six commands
allow the user to display text saved in the buffer. Tﬂe information bar, above the text display regiorli,
indicates the range of lines currently visible to the user and the total number of lines in the text buffer.
The next two commands can search ‘forward or backward in the text buffer for any given regular
expression. The two commands after that allow the user to stall or resume scrolling in the text region.
The information bar indicates whether the text region is stalled; by default it will be stalled initially.
When the text region is stalled, information still flows to the text buffer, but is not displayed on the
screen. Any command given by the user which changes which lines of text are being displayed will cause
the text region to revert to the stalled mode. When not stalled, the text region scrolls to display

information as it becomes available. Figure 41 illustrates the scrolling window where lines 1-18 are

®® A regular expression is a notation for specifying and tmatching strings. See the ed(l) UNIX manual entry, or The
AWK Programming. Language by Aho, Kernighan, and Weinberger.
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" threat(s) +
component properties |
component category map |
system definition |
assessment expressions |
damage evaluation selection]|
v

-- Contents of tank.compart --

MUVES ' (90/08/04 23:40) 1~18/108 [STALLED]

------------ | ' create file |

|pipe to command]|

$mm————— —-— U — U o ————— +
analysis ‘|immediate processinglold project| ktank ]
results interpretation|deferred processing |new project| : new_tank |
file administration batch processing +--—--=~=--- samples i
et e U L R e library |
session files |select parameters| samples I e
inputs | import files | ktank . )
show configuration | export files | new_tank |
i . oo +
target {tank.compart| . display |

i component properties for Keith’s tank ‘
$ armor '
upper glacis DENSITY 7.7641
’ . THICKNESS_FACTOR 1.0
armor ' DENSITY . 7.7641
THICKNESS_FACTO| 1.0
$ suspension
track left . DENSITY 7.7641
! THICKNESS_FACTOR 0.1
EDGEMAX 668
EDGEMIN 508
EDGEFACTOR 0.05

.Figure 41. Scrolling Region

displa)'ved. The information bar indicates that there are 108 lines in the text buffer, and the display
window is stalled. It is recommended that the display be stalled prior to displaying a large file because it
could take a long time to scroll through the entire file. On typical hardware platforms, information can be
sent to the screen faster than it can be displayed. On a fast computer, volumes of text can be sent in a
split second. Meanwhile, this information is stored in the display hardware’s buffer and/or in the
operating system’s kernel buffer. In either case, once this buffering occurs, the MUVES user interface
cannot stall the display until all of the buffered information has been disblayed. However, if the display

has been stalled in advance, the user can control which lines of text are displayed' via the commands

outlined in Taiple 7. Rather then scrolling the. text to the end of the buffer, phe user may want to “jump
to the last text page in buffer” with the last-page command before scrolling is resumed. The final

command in Table 7, refresh-screen, redraws the entire MUVES display.

61




4.1.4 MUVES Start up File

Since users will most Iivkely want to modify muves’ default behavior, the ability to read a “start up”

file has been provided. Wheneyer muves is started, if the file .muvesrc exists in the user’s home
directory then it is read by the user interface. This filé¢ contains directives to configure various items. A

directive is a ‘‘keyword”’ recognized by the user interface which sets certain parameters.-

# My favorite key bindings

BindKeyToFunction “N next-menu-entry
BindKeyToFunction “P . previous-menu-entry

. BindKeyToFunction / search~-forward
BindKeyToFunction

Del quit-from-anywhere

# Set maximum number of menu items visible.

MenultemsVisible

15

# Number of lines to store in the text buffer.

TextLinesSaved

2048

# Monitoring of analysis log disabled.

MonitorAnalysislLog false

# Defaults for colorsil (color silhouette) postprocessor options
BinCellLocations true

CellDisplaySize 20 20

CenterAtTargetOrigin true

ExplodedviewFactor 1.0 *
FrameBufferDevice myhost: /dev/sgipl
ImageDimensions’ 768 768

InterpolateColors true

MonochromeDisplay false # default

ShowColorKey true

ShowGridPlaneAxes true

SpaceBetweenCells 2

TargetSpaceCellSize 50.0 50.0

11

Figure 42. Sample “.muvesrc” File

A sample .muvesre file appears in Figure 42 that shows all supported directives. Just like all other MUVES
files, blank lines and cominent lines, i.e., lines starting with a ‘#’ character, are ignored by MUVES. Any
number of tabs or spaces are allowed between a directive and its argument(s). Directives can be in any
order. ' :

The first directive in this sample file is BindKeyToFunction. This directive allows the user to bind
keys on a keyboard to any of the aforementioned command names (Tables 4, 5 and 7). Valid keys are any
“ordinary’” key on the keyboard, i.c., letters, numbers, or symbdls. : There are also three special ‘“words”
that are recognized as keys. The escape key is represented by ““Esc”, “Del” represents the delete key,
and ‘“Tab’ indicates the tab key. To provide even more binding possibilities, the control key; denoted by
the circum‘ﬂex symbol (‘~"), may be used in conjunction with other keys (.e. the range ‘A’ to ‘2’, ‘@, ‘[’,
N\, ‘1, 47, or

command is issued by holding down the control key and then pressing the ‘N’ key. This will move a menu

‘_') as a modifier. Based on the key bindings of Figure 42, the next-menu-entry
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pointer down to the next menu entry. ' '

The number of menu items visible in the upper region of the muves display is configurable at start up
by using the MenultemsVisible directive and the number of lines of text saved for the scrolling-text
region is configurable with the TextLinesSaved directive. Both of these commands take an integer
argument. "The next directive in Figure 42, MonitorAnalysisLog, allows the user to set log file
monitoring to true or false, The last block of directives refer to options whose usage is described in the.
“colorsil” postprocessor documentation (see Section 5.2.2, Postprocessors, Color Silhousttes). These

options are also configurable from the postprocessor menus (see Section 4.2.2, Results Interpretation).

TmLE 8. Start up File Directives

Directive . Arédmenta '
. \ 6rdinary key
= followed by A-2@[]}~_ '
BindKeyToFunction ?l‘sacb command-n;;me
Del
$a
MenultemsVisible ' integer .
TextLinesSaved | integer - I
MonitorAnalysisLog ' true/false
BinCelll.ocations true/false
CellDisplaySize integer integer |
CenterAtTargetOrigin true/false
ExplodedViewFactor real
FrameBufferDevice string
ImageDimensions " integer integer
InterpolateColors . true/false
MonochromeDisplay ‘ true/false
ShowCoiorKey - true/false
ShowCridPlaneAxes true/false
SpaceBetweenCells integer
TargetSpace‘CellSize ' real real

The muves start up file directives are summarized in Table 8.
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4.2 The Menu Hierarchy

The following sections document each muvas menu and explain their entries in detail. First, the main

menu is described, followed by descriptions of the submenus below each of the three main menu entries.

+ +
analysis
results interpretation
file administration
+ : +
Figure 43. Main Menu

In the main menu, Figure 43, the user must choose between three main tasks: configure/execute analyses,

examine analysis results, or administer analysis input/output files. ' .

4.2.1 Analysis '. .

To run an analysis, input files must be set up and analysis parameters must be specified. All input
selection and analysis configuration as well as the actual analysis execution is done through the analysis
entry (Figure 43). Thus selecting analysis will open submenus that configure a MUVES session,

MUVES run time varies with the complexity of the target and the type of analysis. The submenu in
Figure 44 shows the three available processing alternates. If immediate processing is selectgd,.
analysis runs are executed in sequence as directed by the user. While a given analysis run is executing, the
user may configure other runs and queue them up as part of the current session. The user is expected to
wait until all runs in the session complete before leaving the current project (see beldw) or exiting muves.

<+

immediate processing
deferred-processing
batch processing

+
+

<+
+

Figure 44. Analysis Processing

Many sessions can be set up and eiecuted, one after the other, with deferied processing. This mode
starts each session as a background process, eliminating the wait for a previoué run or session to complete.
Some UNIX systems offer a batch queue. The batch processing optibn accesses whatever queueing .
system is conﬁgured on your particular UNIX system and queues each MUVES session. Batch queueing is
desirzble for long sessions or when the user wants to conﬁgure many sessions at once. The queueing
system will control the processes, running them as machine resources become available and possibly
restarting processes after machine shutdowns; Queueing may not be available on every system. Consult

your system’s administrator for more information.
lold project
new project

Figure 45. Project Selection Submenu.
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For reasons mentioned previously, the interface organizes its file hierarchy by projects. The analysis

menu allows creation of new projects or selection of old (existing) projects {see Figure 45). The old

it

project selection will display a menu of available projects. For instance, the “samples’ project comes
with the MUVES software and is intended to provide examples oflinput and output files. There may also
be a “library” project set up by your MUVES administrator to provide useful versions of input files that
may require little or no change. Finally, any other projects created by MUVES users on your particular
host computer for which you have write access will be listed (see Section '4‘.2.1.4, Access List
Configuration, for more information). This allows projects to be shared by others. When new project
is selected, the user interface prompts for the name of the new project. It is suggested that meaningful

names be used for projects.

e e e +
samples )
' library
Advanced Survivability Vehicle
o ——— +

Figure 46. List of Projects Submenu

As an example, Figure 46 shows a menu of available projcéts. The project “Advanced Survivability
Vehicle” has been created. Later, other members working on the “Advanced Survivability Vehicle” study
can easily select this project to run their analyses. ' ' '
Each time an old project is selected or a new project is created, a “MUVES session” is started. All
analysis conﬁgurétion parameters, including the names of input and output files, are recorded durin'g‘ a
session in a session file. MUVES sessions are numbered in sequence for a given project, beginning with 1.
Each time an analysis is executed a MUVES run is recorded. Therefore, a session contains one or more
runs. Run numbers consist of the session number, followed by a decimal p‘oint and sequence number, for
that session, beginning with zero. For example, if session 3 contains 2 runs tfley are numbered 3.0 and 3.1.
Each run within a session must be assigned a title before it can be executed; the title of the first run
becomes the session’s title. Although a session or run stored in the MUVES file hierarc'hy can be referenced

by the session or run number, it is recommended’ that a meaningful title be provided. Various selection

menus will use the number and title to reference a particular session or run. The title can aid the analyst -

in consistently identifying a run and its associated intermediate and final results files.

'
'

Session files permit an analyst to refer back to previous runs to compare results or to set up a new run
with similar parameters. Archiving them with the corresponding results and requisite input files produces
a record of the analysis for future reference. If the analyst wishes to run a variation on a previous
analysis, he can load the corresponding session file and change the relevant parameters via the user

interface {See Section 4;2‘1.1, Analysis Configuration — Sessions).

Once the type of processing is selected and a project is chosen, necessary input files and configuration

parameters must be selected. The analysis conﬁguratin‘nlmenu, shown in Figure 47, is broken into six
selections. The submenus of each selection are described in the séctions that follow. Note, the current
session continues until the analysisl configuration menu is terminated. This will require confirmation by
the user; he will be prompted as shown in Figure 48. The user can end the session by typing “‘y”, or
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continue the same session by typing “n”’.
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session files
. inputs
show configuration
reset configuration
analyze
access list confiquration

Figure 47. Analysis Confliguration Submenu

Quitting this menu will complete the current session.
End the analysis session now (y or n) [y]:
Figure 48. End Session Confirmation Prompt
4.2.1.1 Analysis Configuration — Sessions

The session files entry in Figure 47 gives the analyst access to previously recorded sessions.

Selecting this entry produces the submenu illustrated in Figure 49.

n 4

load session file
export '

4 +
+

Figure 49. Session Files Submenu

Selecting the load session file entry will display a menu of session files available in the current

project.
+- - +
Jul S5 90 7 junk
Jul 5 90 6 test multiple runs
Jul 5 90 S test run
Jul 2 90 4 cellxcell
Jul 2 90 3 First run, test input files
Jul 2 90 2 cellxcell test run - take 3
Jun 1 90 1 cellxcell test run

o —-— +

Figure 50. Load Session File Submenu -

For ins!ance, Figure 50 shows seven available sessions listed in reverse-chronological order, each one
denoted by the date it was created (fields 1-3), the session number (field 4), and the session title (comprises
the rest of the entry). Note that the session title is really the title of the first run in that session. Once a

session file entry is selected, a submenu will appear and list the available runs in chronological order.

3.0 First run, test input files
3.1 Modified properties file
3.2 3rd run - its got to be right

+
+

Figure 51. Run Menu

€6




.Each run is denoted by its run number and title (see Figure 51) which correspond to the MUVES results file

number and title respectively.

Reset queues first (y or n} [n]:

Figure 52. Reset Configuration Prompt

After selecting one of the listed runs, the user will be prompted as illustrated in Figure 52. Typing “y”
will replace the current analysis configuration with the configuration found in the selected MUVES run.
Alternatively, if the user types “n”, the configuration found in the selected MUVES run will be merged

with the current configuration.

f

The last entry in Figure 49 is export. As previously noted, all session files, input files, and results
files are stored in the .MUVESI file hierarchy. The ezport facility allows these files to be copied (exported)
outside the MUVES file hierarchy; once exported, the files are owned by the user. Once export is selected,
a list of ‘the current project’s session files will appear like those in Figure 50. After selecting a session file,

the export submenu will appear as in Figure §3.

+

display:
~ create file
pipe to command

Figure 53. Export Submenu

A file can be exported to the text buffer by selecting the display entry. The contents of the selected file
can then be viewed by the user in the scrolling-text region. A new file, outside of the MUVES file
hierarchy, can be created with the create file entry. In this case, the interface will prompt the user
with Copy to [1:, and the user may enter a file name. By default, the new file is created in the current
directory (whatever directory was current at the time the user started up the user interface). Full paths
can be given if the user wishes to place files in other directories. A “~”’ may precede a path or file name.
In this case, the user interface converts “™" to the user’s home directory, based on the: value of the
$HOME shell environment variable. Thus, Copy to [l: “/new creates a file called new in t!‘xe user’s
home directory, Copy to [1: /usr/tmp/ncw creates a file called new under the directory /usr/tmp, and
Copy to []: new creates a file called new in the user’s current directory. If a file named new already

exists, it will be overwritten.

' The export ‘submenu also allows the user to provide the selected file as input to any UNIX éommand
that reads its standard input. For instance, a session file can be sent to a printer by selecting pipe to
command. The interface will then‘prompt for the 'command. For example, here the user has issued the lpr
command: Command []: Ipr. Note that the UNIX pipe symbol, “|”, may be ehbedded in a command.
This enables the file to be formatted by pr before being sent to Ipr as follows: Command [}z pr|lpr. Any
output to standard out or standard error from an entered command will be appended to the text buffer.
The pipe to command entry can be further exploited by using commands such as Com.nand [1: grep
target. This will display all lines of the selected file containing the word target. The user has all the above

means with which to view various session files to assist in a file selection.

67




Once a session file has been selected and loaded, the analyst may make incremental changes to the
. configuration "of the current session as desired (see Section 4.2.1.2, Analysis Conﬁgui’ation — Input
Selection, below). This provides a quick means for the analyst to do comparisons. As an example, a run
could be loaded from a previous MUVES session in which tlarget “A” was analyzed. Using the input
parameters submenu, the target selection could then be altered to target “B”, with the only other change
in inputs being the title of the run. The ‘“‘reusing” of a previous session file in this example assures all
input parameteré are identical except the target, providing an efficient means of conducting a controlled
target comparison (n.b., if any randomization such as grid cell location has been selected, a seed must be

specified to insure that identical shots are computed).

4.2.1.2 Analysis Configuration - Input Selection '

P ——————— +
select parameters
load command file

) . import files
export files

Figure 54. Inputs Submenu

The user selects inputs and configures the analysis with the inputs menu entry in Figure 47. The
inputs submenu in Figure 54 allows the analyst to select various configuration parameters, to read

commands from a file, and to copy input files into and out of the MUVES ﬁle'hierarchy.

4.2.1.2.1 Input File and Input Parameter Selection

Choosing select parameters from the menu in Figure 54 allows the user to configure the analysis.
As previously noted, a session file could have been loaded or the user could have loaded a command file
(see Section 4.2.1.2.2, Loading a Command File). If so, the user may only need to alter a few

selections.. If previous session files are not desirable, the user can select the necessary parameters directly.

Each of the entries displayed in Figulre 56 is ﬁsed|w select a parameter or input file Lovconﬁgure the
current analysis run. As each selection is made, the interface sends a description of the selection to the
scrolling text region. Many selections display submenus of available input files under the current project
in the MUVES file hierarchy. "Since the user can only sel'gct input files that exist in the MUVES file
hierarchy, a means is provided to copy in or import data files/directories into the project’ directories, see
Section 4.2.1.2.3, Import — Moving Input 'Files into the MUVES File Hierarchy, for an explanation
of the importing facility. ‘

A means for adding comments to the current session file is provided by the first entry, session
comment (s), shown in Figure 49 The menu entries that are plural, i.c., ending in “(s)”, allow for
multiple selections to be guened. Selecting a plural entry from the menu in Figure 53 will always produce
the queue menu in Figure 56. A description of the contents of the selected queue is displayed in the
scrolling text region by selecting show queue. . The members of the queue will be numbered and listed in

the order that they are to be processed. To add comments to the session lile, the append to queue entry
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session comment(s)
title of run
units of measure
approximation method
target
threat(s)
component properties
component category map
system definition
assessment expressions
damage evaluation selection
environment/mission(s)
interaction curves
evaluation curves
view(s)
reusable rays
intermediate results
' algorithm preferences

Figure §5. Input Parameter Selection Menu

s - ————+

show queue
- append to queue
replace queue entry
delete queue entry ‘

4

+

Fggure 58. Queue Submenu
is used. When seclected, this entry will prompt the user for a one-line comment (up to 254 characters).
The append to queue meriu entry may be selected repeatedly to insert blocks of text. After one or more
comment lines have been added to the queue, it is possible to delete or replace an entry in the queue.
Selecting replace queue entry will first produce a menu listing the currently queued items, from
which the entry to be "replaced must be selected. The delete queue entry menu lists the curréntly

queued items. Selecting one of the items in the list will delete it from the queue. When an analysis is

" submitted, ali comments are recorded at the t.op'ol' the session file in the order that they appear in the -

queue. :

The next entry in r‘igure 5.6‘, title of run, is used to assign a title to the current run. As previously
noted, the title is mandatory and is recorded in both the session and final results file. The next entry in
the menu is for selecting units of measure for interpreting certain inputs entered via the user interface
when describing viewing parameters (discussed later in this section). For instance, if the user wishes to
~ express zli coordinates in inches, he should select “inches” from the units of measure submenu. Only
one choice of units can be made per analysis run; it is unimportant if the units are selected before or after

the numbers are input.

As described in the System Deaign‘ section, MUVES is intended to eventually support many
approximation methods. A submenu of available methods are displayed by using the approximation

method entry. The desired method to use for an analysis run must be selected from this submenu.

There are many input files that must be specified before an analysis is run. Each input file/directory is
described in the Analyst Supplied Input Files section of this document. First, the user must select a

target and one or more threats. The target menu entry provides the list of the current project’s target
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‘directories, and the threat(s) entry provides the list of the current project’s threat directories. The

target is selected by choosing an entry from the provided list. Only one target may be specified for a run.
However, MUVES provides the ability to investigate more than one threat at'a time. If multiple threats
are specified, MUVES will iterate through these during the analysis run. A queue of threats is specified in a
manner similar to the queucing of session comments as described above; the only difference is that when
the append to gueue entry is selected;, rather than prompting for the entry, a submenu listing the
available selections is presented. Each time an éntry is selected from' this menu, the selection is added to
the queue. The queueing mechanism allows the analyst to specify multiple threats, and/or different ranges
of a threat to be played against one target. Also multiple views and gnvironment/mission pairs may be

queued up and applied in all combinations to other input selections.

‘The nea;t. five menu entries of Figure 55, component properties, component category map,
system definition, assessment expressions, and damage avaluation selection, are used
to select input files. Information about the input files for eaéh entry can be found in the Analyst
Supplied lnput; Files documentation section: Component Properties File, Component Category
Map File, System Definition File, Damage Assessment Expression File, gnd Damage

Evaluation Selection File, respectively.

The user must select one or more conterts for the evaluation of a selected target’s functionality. A

context is described in the form of an environment/mission pair which is defined in the damage assessment

_expression file. The environment/mission(s) submenu is generafed dynamically using information

found in the damage assessment expression file. Therefore, the assessment expressions entry must
be used before environment/mission(s). Also note that if the damage assessment expression file is

changed or its contents modified, environment/mission pairs previously queued may no longer be valid.

+ +
+ +

typical:firepower
typical :mcpility
typical:catastrophic
N o e Cm——+ »
Figure 57.. Assessment Expression Environment/Mission Menu

Figure 57 is an example of an environment/mission pairs menu. A queue of environment/missions pairs

may be constructed by selecting entries from this menu.

" "The next two entries in Figure 55, interacltior'x curves and evaluation curves, allow.the
selection of data files to be used for target/threat. interaction and damage evaluation, respectively. The
contents and usage of the interaction and evaluation curves varies with approximation method (consult the
appendix to -this"report which deals with the selected approximation method). Additionally, the general
format of these files is outlined in the Analyslt Supplied Input Files section of this document under
Interaction Modules Inputs and Evaluation Modules Inputs.

The user must specify at least one view for an analysis. A view, in the general sense, defines an initial
location and direction from which a specified threat or threat group is launched at the specified target.
Selecting view(s) from the “Input Parameter Selection Submenu’’, Figure 55, allows the user to queue

up the desired views (see the “Queue Submenu’’ in Figure 56}).
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When appending views to the queue, the user has two choices: a view input file can be selected or the

user may choose to define a view using the user interface.

+
+

select view files
describe views

+

Figure 58. View Queue Submenu

Choosing the select view file entry, Figure 58, will produce a menu of the view files available for
selection in the current project. View input files contain predefined descriptions; the syntax is detailed in

the Analyst Supplied Input Files section under the heading View File.

+ -—1t
uniform grid of points
gaussian distribution of points

arbitrary points ,
+ : +
Figure 59. View Pattern Submenu

Selecting describe views will produce the menu in Flgure 59 which groups the view description mto
three types. The uniform yrid of po:.nts ent,ry allows the specification of an evenly spaced two-
dimensional array of cells (cell spacing may be different in the horizontal as cqmpared to the vertical
direction) from which shots will originate. The user is prompted for a firing direction in terms of azimuth
and elevation, origin of shot (random or center of cell), cell spacing, grid offset, and the extent of the grid
{or full viewf. The latter three grid attributes have distinct horizontal and vertical components. If

random shot origins are selected, the analyst is given the opportunity to specify a seed for the pseudo- .

random number generator. Thus, by specifying a seed from a previous run, an identical grid of shots can
be produced. If no seed is specmed the pseudo-random number generator will commence where it left off
on a previous grid; a default seed value of one is used initially if none has been provided by the user. The
random number generator seed used for a grid is logged in the final results file. If the user has specified a
seed, it will also appear in the session file. A bivariate normal distribution of hit locations can be specified
~with the gaussian distribution of points menu entry. This specificatior. includes azimuth,
elevation, number of points in the distribution, horizontal and vertical standard deviation, and pattern

offset. Individual shots can be described using the arbitrary points entry.

not grouped
grouped

Figure 80. Shot Grouping Submenu

When the arbitrary points entry is selected, the “Shot Grouping Submenu” illustrated in Figure

60 will appear. The user has the option to include one discrete shot per view, or a number of shots can be

grouped in a view. If grouped'shotsl are described, the user is prompted to name the group. It is’

important when choosing views for postprocessing that these names are unique and descriptive in some
way. Note that only one view at a time can be postprocessed; therefore a grouping of shots will

correspond to the eventual combmed interpretation of their results.
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grid-plane coordinates
target-description coordinates

e -—- +
Figure 61. Shot Coordinate Menu

Each shot is described either as two-dimensional grid-plane coordinates or as three-dimensional target-

sj-ace coordinates. This option is selected with the menu illustrated in Figure 61. In either case, viewing

" direction is cznressed with azimuth and-elevation angles. Both methods express coordinates in the units of

measure selecte¢ trom the user interface and describe a point through which the shot will'pass. The grid-
plane coordinates refer to a point in the plane of the view using horizontal and vertical offsets from the
origin of the target description; the vertical direction is aligned with the Z axis qnless a top view has been
selected and then it is aligned with the X axis. Target-space coordinates represent a point in the target-
description’s coordinate system. After selecting the grid-plane coordinates menu entry, the
interface will prompt for the azimuth, elevation and shot location in horizontal and vertical view-plane
coordinates. If taxget-description coordinates is selected, the interface’ will prompt for the
azimuth, elevation and shot location in X, Y, Z, target space. More can be learned about shot

specifications by using the help messages provided with the various menus and by consulting the Analyst

Supphed Input Files section under Vlew Files.

-+
+

use existing file
create new file !

+
+

Figure 62. Setting ReusaBle Rays Submenu -

+

+

When makmg a MUVES run, analysts have the ability to capture all ray traces in bmary format to a
file that may be used instead ‘of actual ray tracing for subsequent. analyses. Selecting reusable rays
from the menu depicted in Figure 55 displays the submenu illustrated in Figure 62. To enable the reusable
ray feature, either use existing file or create new file may be selected. If the latter is chosen,
and the file exists, the user will be prompted for confirmation before proceeding to overwrite the existing
file. Reusable rays are further explained in the Analyst Supplied Input Files section under the heading
Reusable Ray File.' A

As mentioned before, each MUVES run creates a final results file containing the output from the
conﬁgured'analysis. If the analyst requires information éomputed during an analysis, intermediate
results should be selected from the menu in Figure 55. Once this entry is chosen, MUVES will store all
geometric, component, and threat information for the current analysis in an intermediate results file. This
file is stored in the MUVES data hierarchy and labeled with the run number. Although these files are

- written in binary format to conserve space, they can become quite large therefore analysts should create

them only when necessary and remove them as soon as possnble The pnmary use for intermediate results
files is to glve the analyst information regarding internal computatuons One use for this information is to
help pinpoint problems with a target or threat description when anomalies are discovered in the final
results. See Section 4.2.2, Results Interpretation, for more information on the intermediate results
files.
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Certain approximation methods provide the analyst with the opportunity to choose between two or
more algorithms for certain calculations. For details ‘about the algorithm choices for a particular
approxirﬁation method, consult the documentation in the appendix pertaining to that method. Selecting
the algorithm preferences entry in Figure 55 will display the available algorithm choices for the
previously selected approximation method. Since more than one preference can be chosen for an analysis,
the selections are stored in a queue. This queue is manipulated in the same manner as other queued entries

.described”earlier in this section.

4.2.1.2.2 Loading a Command File

Command files are identical in syntax to session files} (a session file is a command file generatgd by a
muves session). They can be exported session files that the user edited or could conceivably be generated
by some other prbgram or UNIX shell script. This menu entry can only be used to load files from outside
of the MUVES file hierarchy; if the user wishes to load a session file from another project, he can export
that file first, edit it if necessary, then load it as a command file. This particﬁlar facility is provided for
the user who has a requirement to run.such a large number qf analyses that use of the menu system to

~ select individual inputs is prohibitive.

Once the user has selected the load command file entry from the menu depicted in Figure 54, he
will be prompted for the path name of a file. The same rules apply to the naming of 2 file as described.
above l‘or‘ exporting sessicn files (see Section 4.2.1.1, Analysis Configuration — Sessions); the file must
reside outside of the MUVES file hierarchy. Next, the user will be given the choice as to whether or not to
execute the entire file. I he chooses afﬁrmativelyt, the entire contents of the file will be processed (each
run will be submitted). Otherwise, a menu of runs found in the specified file will be presented similar to
t;he one ia Figure 51. The remainder of the procedure is identical to the loading of session files; the
analysis will not be submitted, only the current configuration ‘will be updated. The user then has the

-choice of modifying the selections before submitting the analysis.

4.2.1.2.3 Import — Mov'mg Input Files into the MUVES File Hierarchy

Since only the files from the current project can be seléct.ed for an analysis, the analyst must import
(copy) needed files to the current project. Importing is accomplished by selecting the inputs menu item '
from the “Analysis Co:xffguration Submenu” (Figure 47) followed by import files from the “‘Inputs
Submenu” (Figure 54). Most types of input files are do riot depend on other files; the exception. ar® target
and threat files. A directory of several files are required to describe a target, and the entire aire tory is
referred to as the target description. The same goes for threats. Target and threat directories car be

imported, in whole or in part, by specifying a directory or a file name within a directory. When importing

$ The syntax of the command files is not described in user-level documentation and the editing of these files 's not
recommended practice except for the expert user. '




files or directories, the analyst has two choices for places to copy them from: an explicit full path name or

another project directory.

. |from explicit location
from other projects

+

+

Figure 83. l‘mport, Files Submenu

+

Thus, the menu in Figure 83 would be shown when the import files entry is chosen. If from
explicit location is selected, a list of all possible input file and directory types to import is displayed
as shown in Figure 64. The type of file or directory being imported must be selected in order for the user
interface to copy it to the proper location in the MUVES data hierarchy.

+ , +
C target
threat(s) :
component properties _ , b
component category map )
system definition
. . assessment expressions
damage evaluation selection
interaction curves
evaluation curves
view(s) "

+ -—+
Figure 84. File Types to Import

If type selected pertains to a single file, the user will be prompted for the path name of the file to be
imported. Otherwise, if the type of input is a directory (i.c. target or threat(s) was selected), the
menu in Figure 685 will appear.

e " e
+

entire directory
, ‘ ' . individual file

Figure 85. Entire Directory or Individual File Menu

If the user selects entire directory, he will be pfomptcd for ‘the path name of the directory to be
imported. Otherwise, if he selects individual file, he will 'be provided with a menu of available , -
destination directories of the appropriate input type. Upon sclecting a dircctory. the user will be
‘prompted for the path name of the file to be imported.' The same rules apply to the naming of a
file/directory or path as described above for exporting session files (see Section 1.2.1.1. Analysis
Configuration — Sessions}. Ouce the name of the file or directory to he imported has heen entered by

the user, he will be prompted for a name to give the new file or directory.

Enter path name to file being imported.
Import: kiank

Figure 88. Import File Prompt
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For instance, if component properties was selected, the prompt would appear as in Figure 66; the.

user has typed in the name ktank. Next, the analyst is asked to enter the name of the file.

Enter name of new file for this project,

Copy to [ktank]:

Figure 87. New File Prompt

Continuing the same example, the prompt would appear as in Figure 67. The default name, taken fro

that of the file being copied, appears in the ' []".

"When the user is prompted for the name of a file being irﬁport.ed, and he enters the name of an existing

- file, the following safeguards exist to prevent unwanted file overwriting:

o If the existing file is currently being used in an analysis, the user will be informed and the import will

not be permitted.

o Similarly, if the existing file was used in a successful analysis, but the run is not yet archived, the

import will not be allowed.

o Otherwise, the user will be asked for confirmuation before overwriting the existing file.

See Section 4.2.3, File Administration, for more information on archival of input files.

It the analyst wishes to get a copy of a file/directory from another project directory then the fzom
other projects entry is selected from the menu depicted in Figure 63. Next, a project is selected from

a menu of available projects, and the file type is selected from the “Files Types to Import’ menu (Figure

64). If target or threat(s) is chosen, a menu of available directories is presented. Once the user .

selects a directory, a menu identical to the one in Figure 65 is displayed. If the user chooses to import the
entire direcﬁory, he will be prompied for a name to give the new copy; the original name will be used
as a default. The same rules apply to overwriting existing directories as outlined above for ft'lca. Otherwise,
if individual fileis sclectéd, a menu of available files will be presented. Once the user selects a file to
import, he will be prompted for the name of an existing directory (of Lhe‘appropr.iate type) in which to
place the new file, and finally he will be prompted for a name to give the file. If the input type selected
from the menu in Figure 64 was not a target or threat, then it must pertain to a stand-alone input file. In
this case, a menu of available files of this type is presented. Upbﬁ selecting a file from 'this menu, the user

‘will be prompted for a name to give the new file.

4.2.1.2.4 'Export - Moving Input Files out of the MUVES File Hierarchy

Input files/directories that exist in.the projects can be ezported {copied) outside the MUVES hierarchy
with the export files entry of the inputs menu entry in Figure 47." A menu of projects for which the
user has read access will he presented. Once a project has been selected, a menu identical to the one in
. Figure 61 is 'presented. if a stand-alone input type is selected, a menu of available files is displayed. Once

a file is selected, a menu of choices for disposition of that file is presented identical to the one in Figure 53.
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Otherwisc;, if a target or threat(ak) input type was selected, a menu lli'ke the one in Figure 65 is
displayed. If the user selects entire directory, he will be prompted for a name for the new directory.
Otherwise, if individual file is selected, a menu of available files will be presented. Once a file is
chosen, the procedure is identical as for selecting a stand-alone file type, and mirrors the procedure for

exporting session files (see Section 4.2.1.1, Analysis Configuration — Sessions).

4.2.1.3 Configuration and Analysis

Configuration parameters can be reviewed by selecting show configuration and can be reset
(zeroed out) by selecting reset configuration from the menu shown in Figure 47. The configuration
of a run is completed by selecting the analyze mecnu entry, also from the “Analysis Configuration
Submenu”. If the user has chosen fmmediale processing, the corlnputation will begin at this time,
otherwise, if deferred or botch processing was selected, no computation will begin until the session has
ended. '

- 4.2.1.4 Access List Configuration

An access list describes which users may access a project and what their level of privileges will be for
that project.* This list resides in a file in the project directory and is generated automatically when a new
project is created. Initially, only the person who created a project can modify this file. Figure 68
describes, by example, the format of the access list file; like any other input file, this file can culy be

changed by importing a new copy on top of the old one.

# Access list for the Flintstones project

. list trustees fred,wilma
list dependents pebbles, bambam
owner trustees
write barney,betty
read dependents,dino # watch these guys!

Figure 88. Access List File (example)

Comment lines and embedded comments are supported as described in the Analyst Supplied Input
Files section under Input File Syntax. There are 4 possible commands available: owner, write,

read, and list. A command must be the first word on a line; it can only be préceded by spaces and/or

. tabs. Commands and their associated arguments must not span multiple lines. A command is separated

from its first argument by one or more tahs and/or spaces. Each of these commands requires a list of
users as an argument; any list entry must be separated from the next by a one or more commas, spaces
and/or tabs.

®*  The ¥ JVES administrator is not subject Lo the restrictions imposed by the access list mechanism.

f
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For convenience in specifying lists of users, the 1ist command is available. This command takes a
name as the first argument, followed by one or more spaces or tabs and a list of users. For all commands,
a list may contain any combination of other lists or users with two caveats: a list must be defined before

it is referenced, and a list may reference another list to only one level (a list referenced by another list can

not itself reference a list).

The owner command lists any users who may modily the access list or perform file administration on
the. project (see Section 4.2.2, File Administration). Write access is necessary to run an analysis and

“implies read access. Read access is ‘sufficient for exporting files or directories, postprocessing results, or
. displaying files or directories in a project. Ownership implies write permission which, in turn, implies read
permission. In the example above, fred and wilma are owners, fred, wilma, barney, and -

betty have write access, and fred, wilme, burney, betty, pebbles, bambam, and dino

have read access.

All commands are optional, their absence denotes world access which means unrestricted access to any
user. The default access list for a newly created project designates the creator as the sole owner, writer
and reader; they must modify the access list to make the project available to other users. The access list.
can by modified by selecting the access list configuration entry of the menu in Figure 47.

' : : . ' et +
display
import
export

. Ame—————s
Figure 89. Access List Configuration Submenu

The menu in Figure 69 will then be presented. Selecting the display entry will send an inter.pretation
(the proper semantics-applied) of the access list file to the text buffer. The import and export entries
of the menu give rise to menus similar to the importing and exporting menus for input files explained
previously; however, since they pertain only to access list files they are more specific. For instance, the
name of the installed file, .acceas, is always the same. If the import entry is selected, a menﬁ identical to
_the one in Figure 63 will be presented. Choosing from explicit location will prompt the user for
the path namé of an access list file to import. Sele;:ting from other projects, will present 2 menu of
_projects for which the user has read access. Choosiyig a project is sufficient for the user interface to locate

the imported file, however, the user will be asked for confirmation before overwriting an existing access list

file. The final entry in the ‘menu in Figure 69 presents a submenu identical to the one in Figure 53 for -

exporting session files.

4.2.2 Results Interpretation

Since MUVES stores results in MUVES-specific format and within the project file hierarchy, data within
these results files can be interpreted or postprocessed to create summaries or graphical displays.
Examining MUVES results files is accomplished by selecting the results int:_erpretation entry from
the main menu (Figure 43). The user is first presented with a menu of available projects. Once a project

is selected the results type must be chosen from a menu as illustrated in Figure 70.
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+

intermediate results
final results

+

Figure 70. Type of Results Submenu

Picking either intermediate results or final results will display a menu of the available

intermediate or final results files in the current project.

- —mmemeee s mmeesm—— +

Mon Jul 5 09:25:19 1990 7.0.ir junk '

Fri Jul 5 17:35:56 1990 6.0.ir test multiple runs

Fri Jul 5 17:32:39 1990 5.0.ir test run

Fri Jul 2 14:52:34 1990 4.0.ir cellxcell. .

Fri Jul 2 14:44:21 1990 3.0.ir First run, test input files
Fri Jul 2 14:01:26 1990 2.1.ir cellxcell test run - take 3
Fri Jul 1 13:36:52 1990 1.4.ir cellxcell test run
+ ———————— e e +

or ‘

+ : e it +
Mon Jul 5 09:25:19 1990 7.0.fr junk

Fri Jul 5 17:35:56 1990 6.0.fr test multiple runs

Fri Jul 5 17:32:39 1990 5.0.fr test run

Fri Jul 2 14:52:34 1990 4.0.fr cellxcell ‘

Fri Jul 2 14:44:21 1990 3.0.fr First run, test input files
Fri Jul 2 14:01:26 1990 2.1.fr cellxcell test run - take 3
Fri Jul 1 13:36:52 1990 1.4.fr cellxcell test run
+ - e +

Figure 71. Current Project’s Intermediate and'Final Results Selection Submenu

Figure 71 illustrates how intermediate/final result. files are indicated on the selection menu. Results file
menus are similar to session file menus; they include the date and time of last modification (when the run
completed), followed by the file name and the title of the run. Note that results files are named from the

run number suffixed with the file type “.ir” or “.fr” (intermediate or final results, respectively).

ASCII output
export binary file

Figure 72. Intermediate Results Postprocessors Submenu

If an intermediate results file is selected from the ﬁr;t menu illustrated in Figure 71, the menu
illustrated iln Figure 72 will appear. Selecting ASCII output executes a postprocessor wh‘ich formats
the chosen MUVES binary-coded intermediate results file into readable form V(See Section 5.1.1,°
Postprocessors, ASCII conversion, for details on the output of this postprocessor). The ASCII output
can be ‘“‘exported”, as described earlier (see the “Export Submenu”, F‘igul;e 53). The binary file can also
be . directly exported with the export binary file entry. Once copied out of the MUVES file

hierarchy, the user could execute his own postprocessor on the file.

There are currently three postprocessors for final results files. The menu in Figure 73 is used to access
the Nnal results postprocessors. The final results file can be displayed in whatever units of measure the
user wishes. The entry presentation units is used to select the desired units of measure. The
following three entries in the menu are for executing postproéessors. The first of these, color

silhouette, generates a colored cell plot (see Section 5.2.2, Postprocessors, Color Silhouettes).
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presentation units
color silhouette
cell-by-cell file
VAMP-style output

' sxport

Figure 73. Final Results Postprocessors Submenu

0

. Selccbing‘ cell-by-cell file generates a table of vulnerability numbers indexed by horizontal and

vertical' grid coordinates (see Section 5.2.3, Postprocessors, Cell-by-Céll.ResulQ). The t.hird
postprocessor is sccessed by the éntry er-stylo' output. This entry produces VAMP-style
probability summary tables, Individaal Unit Action ([UA) filcs and View average files (see Section 5.2.1,
Postprocessors, Compartment-Style Probability Outputs). The last menu entry, export, is for
exporting final results files (see the “Export Submenu”, Figure 53). The three postprocessc: submenus
allow the user to set the various options for postprocessor use; each option in a submenu has a help
message that expiains the option.. The user is encouraged to read the Postprocessor section, which

explains each postprocessor’s inputs and outputs in detail.

4.2.3 File Administration

Cleaning up uriwanted project files, archiving successful analysis runs, and managing project files is

, accomplished from the file administration entry of the’-'main menu (Figure 43). Upon selecting

o

file administration, a menu of projects for which. the user has ownership privileges is presented.

removal of files
archival of files
exzmine lock file
conpress lock file

Figure 74. File Administration Submenu

After a project is selected, the menu in Figure 74 is displayed.

4.2.3.1 Removing Project Files = Individual Files

+
T

Temove individual files|
destroy entire project I

.Figl:re 75. Removal of Files Sub:nenu'

To police .unwanted files, the user selects the removal of files menu entry. The next menu
(Figure 75) gives‘the'u»ser two choices: selecting individual files for removal, or destroying an entire
project. Choosing the first alternative, the user will be presented with the menu displayed in Figure 76.
Selective file removal allows the user to build a list of unwanted files, then remove the entire list as a
separate and irrevocable operation. This two part procedure provides some safeguard against removing
files unintentionally. To build the list, the user selects edit list of files from the menu in Figure

76. The user can then add or subtract files from the file removal list with the resultant menu depicted in
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edit list of files

print list of files

execute file removal
+- —-— ———+

Figure 78. Remove Individual File Submenu

b ———— ————
I add files |
subtract files
P e + .

Figurle 77. Edit List of Files Submenu

Figure 77. Selecting add files produces cascading submenus contaiﬁing lists of directories and files
within those directories that the user may mark for removal. First the general category of files to add to
the list must be selected. The menu in Figure 78 shows the choices: input files, results files, and session
files.

'

inputs
results
sessions

Figure 78. File Removal Cat:gnory Submenu

des
ecurve
"licurve
prop
ray
syedel
target
threat
view

Figure 79. Inputs Suomenu

Selecting irputs produces the menu in Figure 79. The names in this menu correspond to the input
file types described in Table 9. Seleéti_ng any of the entries in Figure 79 produces submenus with entries
consisting of input files or directories the user has imported into the current project. (Seé Section 4.2.1.2,
Analysis Configuration — Input Selection.) If a directory is selected, the user will be presented with a
menu of files iwithin that directory. For instance, the menu depicted in Figure 80 is generated from the
sample_ke threat directory under the samples project. The first entry, —- all files --, wili add all
files (range, perf, and initial) to the list of files slated for removal. Otherwise, the user can pick

individual entries. -

Selecting results from the menu in Figure 78 produces a menu of available final results files,
intermediate results files, and log files. Ciinosing sessions from the menu in Figure 78 produces a
meau of session files. The name of a session file is the session number. Final results files are denoted on
the dynamic meau by rin number followed by the suffix “.fr”’. Similarly, intermediate results files are
denoted by run number followed by the suffix “.ir”. Log messages from all runs in a session are written to

one file and uppear on the menu denoted by the session number suffixed with **log”. These menus work .
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- TABLE 9. Input File Types

Menu Entry File Type
cemap Component Category Map
dae Damage ‘Assessment Expression
des 'Damage Evaluation Selection ‘ ,
ecurve ‘ Evaluation Modules Inputs °
icurve Interaction Modules Inputs
prop ‘Component Properties
ray Reusable Ray
's‘ysdef System Definition
target : Target Information

' { threat Threat Information
view . View

-
4+

‘|-~ all files --
" jrange .
perf
initial

4

Figure 80. gample Threat File lrlemoval Menu ‘

the same as those for input files as described in the example in the paragraph above for the sample_ke
threat. If the file name is not sufficient to enable the user to identify the files, the “file browser”, invoked
with the enter-file-browser command, can be employed to display contents of files in the scrolling-text

" region.

Once a file has been added to the file removal list, it can be taken off the list by selecting subtract
files from the menu in Figure 77. This produces a dynamic menu listing the current files slated for

‘'removal. As an entry is selected from this menu, it is deleted from the file removal list.

‘The print list of files entry (Figure 76) will send the list of files to the text buffer for the user
to examine. To actually dispose of the files in the file removal list, the user should select execute file
_removal (Figure 76). The user will not always be permitted to remove all files in a project. If the file
was used in a successful analysis run and is considered necessary for the task of conﬁgufation management,
it will not be removed until the run has been either archived or unprotected (see Section 4.2.3.4,
Archiving Project Files). These files are considered “marked for archival” by muves; files that are

protected in this manner include session files, final results files, and input files.
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4.3.3.8 Removing Project F lies — Entire Direct.ofiea

Removing directories, such as targets or threats, must be accomplished as a two step process. First, all
files are deleted by selecting the ~- all files -- entry for the target or threat, and selecting the

executs file removal entry as described above.

Directory "inputs/target/ktank” is Qupty.
Remove (y or n) ([n}:

Figure 81. Remove Directory Prompt

Once the directory is emptied in this manner, selecting it once more will trigger a prompt si-nilar to the

example depicted in Figure 81. If the user responds affirmatively, the directory will be removed.

4.2.3.3 Removing Entire Projects

Rather than remolving a list of files, if the user wishes to remove an entire project, the destroy
entire project eniry of the menu in Figure 75 must be selected. The user will be prompted for
confiimation before a project is destroyed in this manner. If any of the files are marked for archival, these
will not be removed; however, the project will no longer be usable. If this occurs, the user should use the
archival facility described in the next section to archive or unprotect any runs that remain. Once that is
. done, the destroy entire project entry must be selected again, and should run to completion.

4.2.3.4 Archiving Project Files

Archiving analysis runs will produce a permanent record on mass storage which can later be retrieved.
To foster the reproducibility and sharing of analysis results, muves encourages archiving by marking files

for archival that have been used in successful runs. Successful runs are any analyses that complete

without error. Once marked, files cannot be removed or overwritten by users unless they use the archival

facility.
D '
I save
unprotect
e +

Figure 82. Archival of Files Submenu

The archival of files entry of the menu in Figure 74 will dislplay a menu of choices as shown in
Figure 82. The save entry will display a menu of sessicns similar to Figure 50. Selecting a session will
bring up a menu of complcted runs similar to the one depicted in Figure 51. Selecting a run will initiate
the transfer of the associated files to mass storage. If the run was not marked for archival, presumably
because it was unsuccessful, the user will be asked for confirmaticn before save can proceed. Once the

transfer has completed successfully, a unique identifier for the archive will be reported to the user. It is
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incumbent upon the user to record this identifier in his notebook for future reference.t

Alternatively, if the user is ceriain that the run is not useful, it may be unprotected by choosing the
unprotect entry from the menu in Figure 82. This results in session and run menus to be presented as
abovz. Unprotecting runs does not remove tne associated files; the file remoﬂ'al procedure must be used to

accomplish this. '

It is vital, from a configuration management prospective, that any analysis runs whose results are

)

published or distributed be archived. :

4.2.3.5 Administrating Project Lock Files

For the purpose of tracking files that are currently in use by an analysis or have been marked for
archival, muves maintains a lock file for éach project. This file contains an in-use count and an archive
count of files that are being or have been used in an analysis run. The in-use count represents how many
runs are currently usiﬁg a file. The archive count keeps tr: .k of the number of runs that have completed

successfully using a file. Whenever a run is archived or un;rotected, the archive count for all associated

files is decremented. The user may examine this file with the examine lock file cntry of the menu

depicted in Figure 74. It is possible that due to hardware failures or other unforescen events that this file'
may have been corrupted or will not reflect reality. For instance, if analyses are running when a computef
goes down, in-use counts will not be deéremented to show that the analyses are no longer running. ﬂ',
upon examination of the lock file, the user deeins that the file has been corrupted, he should rejuest the

assistance of a MUVES administrator to remedy the situation.

Lock files will accumulate entries with' zero in-use and archive counts. Since such entries are not
informative and cause clutter when displaying lock files, the user may select the compress lock file
entry of the menu in Figure 74 to remove them.

t Databasing facilities may exist at your sit,é to search for archived runs and retrieve the MUVES identifier, but this
sofiware is not currently distributed with MUVES. Ask your MUVES administrator if such a facility is available.
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5. Postprocessors

For each analysis run, MUVES produces a final results file which contains the fractional remaining
functionalities for each shot in every view analyzed during the run. Analysis selections, such as threat and
shot pattern selections, determine the number of remaining functionality sets in these files. Within
MUVES, analysts may also specify an option to save intermediate results in a file. Intermediate results files
contain various internal values (e.g., geometric normals, residual penletration,‘elc.) used to perform
computations during an analysis. Because results files contain a substantial amount of information,
interpretation of the data in these files is easier when it is summarized or displayed graphically, f.e.,

postprocessed. . o .

Postprocessors are part of the MUVES distlrib'ution. All postprocessors are stand alone programs and
are accessible just like other UNIX tools. Eiecutables will reside in the $MUVES/bin directory. Every
postprocessor distributed with MUVES has an on-line manual page. Manual pages for the postprocessors
being distributed with MUVES are provided in alphabetical order in an appendix to this report. For

. convenience, these postprocessors can also be invoked from the MUVES user interface. Menus in the user

interface will prompt for information to be passed to the postprocessor.

* This section explains, in general terms, how to use these postprocessors and their options, without

" giving detailed instructions concerning their use. Consult the appropriate postprocessor manual pages for

further elaboration. This section also describes the output formats produced by each postprocessor and
provides sample outputs. ’ ‘

At this time, the postprocessors distributed with MUVES are designed for combartment model analyses
and may not work with other approximation methods. As time permits, additional postprocessors, such as
butterfly charts and cell difference plots, will be added. As new approximation methods are incorporated
into MUVES, postprocessors for these methods will also be added.

A general comment about units is appropriate at this point. The. default behavior for all MUVES
- postprocessors is to print relevant output values in millimeters. However, since not all analysts wish to
. work in these units, the postprocessors provide a units option for converting their output to the desired
unit system. The arguments to this option must be chosen from among the names or symbols shown in .
the table below in order to be recognized by any program in the MUVES environment.
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TABLE 10. Valid Unit Names

' Name Symbol
feet ft
inches in
meters m
centimeters cm
millimeters mm
' microns

5.1 Postprocessors for Intermediate Results Files

The intermediate results files contain a tremendous amount of information recorded during the course
of an analysis. To avoid poor computer performance, this information ‘is recorded in binary forrﬁ; .
therefore, it is necessary to provide a translator to make the files human readable. At the moment, an
ASCII conversion program, called irdump, is available to translate intermediate results files to a generie,
approximation-method-independefxt form. In addition, a “compart” method specific program, called

ircompart is also available. See the ircompart manual page for more information.

5.1_.1 ASCII conversion

The program for translating binary intermediate results into human-readable form is called ixrdump.
Most of the options for this program relate to showing the grid locations of the shots; that is, printing the
center coordinates for the grid cell in which a particular shot lies. There are options for specifying the size
of the grid cells in cases where a grid was not used to generate the shots (e.g., grouped shots). There is
also an option for changing the unit type used for printing the output; ofdinarily, length values are printed
in millimeters, but the analyst may change this to one of several recognized unit types. The name of the
intermediate results file must follow the list of options. . irdump prints a translation of the specified file

to standard output.

".he resulting file contains the information ~omputed during the course of the analysis. Most of the
information is labeled, although certain portions may be difficult to follow. Specifically, the threat and
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idamage packets are labeled, but their parameters are not; these values are converted to the proper type
~.(real, integer, Boolean, or character string) for easier comprehension.” Consult the appropriate
approximation method documentation for details of the meaning of each value. :
evaluation portion of each shot contains only those components which have been damaged, that is,

In addition, the




components which are not set to the default utility value, as defined by the approximation method.* The
figure below dirplays a portion of a converted intermediate results file created during a compartment
model analysis.

'

az 90 al O dir ¢ ~-6.12323e-17 -1 0 » shot -1671.09 ~1570.95 cell -1800 -1800
KE "track edge 1t" .
entry < 1671.09 1424.94 -1570.95 > normal’ < 0 1 0 >
SAND_OBL 0 .
KE_S HVAP 120 24.3 1 1905 1905 259.6 259.6 [
los thickness 2.54004 c '
wtd normal thickness 0.254004 '
normal thickness 2.54004
obliquity 0

KE "track edge rt” o /
entry < 1671.09 -1422.4 -1570.95 > normal < 01 0 >
SAND_OBL 0 :
KE_S HVAP 120 24.3 1 1905 1579.98 259.6 178.574
los thickness 2.54004
wtd normal thickness 0.254004
normal thickness 2.54004
obliquity 0 '
KE "MUVES exit paint” ' .
entry < 1671.09 ~1424.94 ~-1570.95 > normal < 0 1 0 >
SAND_OBL 0 ‘
KE_S HVAP 120 24.3 1 1905 1578.86 259.6 178.32
- damage assessment - ’ ' .
'typical/firepower
typical/mobility
"track left” 0.99312
"track right” 0.99312

az 90 al 0 dir < -6.12323e-17 -1 0 > shot -858.078 -1515.6 cell -900 -180

1]
KE "other wheels”
entry ¢ 858.078 1346.2 ~1515.6 > normal < 01 0 >
SAND_OBL 0 ' '
KE_S HVAP 120 24.3 1 1905 1905 259.6 259.6
los thickness 228.6
wtd normal thickness '228.6
normal thickness 228.6
obliquity 0

Figure 83. ‘Sample from an Intermediate Results File

*  The default utility value is normally 1.0, but this may be altered. within each approximation ‘method. Consuit the
approximation method appendix for details of the exact meaning of the utility values for the components.

‘
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§.2 Postprocessors for Final Results Files

The final results files contain a header describing the analyst’s selections for the analysis, followed by a

{potentially large) set of information lines, one line for each shot that hit the target. These lines are
grouped into views for referencing purposes. Each line contains the three-dimensional coordinates of the

shot and the remaining functionalities of the target in each context for that shot.

These files are intended to hold the basic results of an analysis in a form coavenient for computer usége
and storage. Therefore, although stored as text, they are not especially readable to the average person.

Final results files are best examined using the facilities described in this section.

5.2.1 Compartment-Style Probability Outputs

A program is available to convert output from the MUVES “compart” approximation method to the
formats produced by older versions of the con;partment model. This program is called siv, which stands
for Summary tables, Individual Unit Action (TUA) files and View averages This name was chosen because

it reflects the three types of output available from siv.

siv’s primary function is to compute weighted averages of the losses of function for all specified views
of the target in a given final results file. The losses of function represent the target’s loss in capability
after being damaged by a threat. Each view in the final res.ults files must consist of a single ‘“‘grid”
pattern: any other shot pattern will be ignored by siv. (Currently, the algorithm cannot process
anything other than grids.) In a grid pattern, the vehicle is divided into re'ctangula_r areas of equal size

called **cells”™. Each shot is selected from a unique cell and is used to represent the damage caused by

' firing a shot in that cell. = siv computes a weight representing the likelihood, for a given aim dispersion,

of a random shot striking ‘that cell and combines it with the loss of function for the shot. These weighted
losses of functions are symmed to form the ‘‘most probable” loss of function for the target when attacked
from one direction with a pnrti,culnr munition. This process is repeated for euch aim dispersion requested
by the analyst. These direction-dependent average losses are usually combined using combat weighting
functions into a single value indicating the most likely loss of function for the gi\-envehicle when attacked

in'a battlefield environment ‘15" with that munition.

Tho weight for each cell in a view is mlcuhted using a Gaussian apprO\nnntlon integrated over the

boundaries of the cell. This rvprvwnh the aim dispersion for a munition directed against the target. The

standard deviations for the aim dispersions are specified as concentric rings around the desired aim point

- for eaclt view. The size of these standard deviations is specified u~|ng two values. The first is the number

of dispersions desired per view, while the second is the interval between the standard deviations. Thus,

“sprecifying 10 for the first value and 100 for the second will produce standard deviations of 100mm,

200mm, 300mm, and so on to 1000mm. In this application, the vertical and horizontal standard

deviations are equal. . '

The unit type used for the standard deviation depends on a selection made by the analyst; they will be

in millimeters if the analyst makes no selection. The units selection also applies to the offsets in the “view
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information file” described below.

Some information required by siv is view specific and cannot be input using‘cqmmand line options.
Such values are entered using the view information file (not tc be confused with the view file described in
Section 3.3.5, Aaalyat Supplied Inpuf Files, View File). For each viewing direction in the final results
file, one may specify a corresponding definition in the view information file. This definition includes the
- view direction (azimuth and elevation), a weight relative to other views in the file, plus horizontal and
vertical offsets for the center of the aim dispersions. For instance, to set a weight of .15 for a side view (90
azimuth, 0 elevation) of the target with a horizontal offset of 100mm and a vertical offset of -200rlnm, one

would enter the following line:
90 0 .15 100 -200

These weights and offsets only apply to the speciﬁéd view; each view has its own values for these
parameters.

In addition, ;he analyst may also wish to specify one or more defilade conditions for analysis. ‘To
define a defilade condition for a giv.n view, one should enter a line containing the word “‘defilade” before
the next view is defined. This word must be followed by a vertical cutoff value and another ‘pair of

horizontal and vertical offsets. For example:

defilade ' 100 0 400

The cutoff value is used to eliminate shots from consideration in the averaging; in this case, any shot
whose vertical coordinate is less than 100mm will be ignored in the averaging. The defilade offsets are
‘used only for the defilade condition; they 'are not combined with the offsets specified for the view.
4Although the defilade conditions are averaged scparately from the fully-ekposed vie'ws, the defilade
condition inherits its averaging weight from the view d.finition.

It is permissible to enter mare than one defilade condition in the view information file. In this case,
one would receive average weights for the fully exposed case and for each of the specified defilade
conditions. However, one shqu!d be certain that each view has the same associated defilade conditions as
the other views. The combat-weighted averaging will be inconsistent if this is not the case, sin¢e not all
views will be represented for all defilades. A portion of a rea‘| view informaiion file is shown in the figure
below. This particular file uses inches for the vcutoﬁ.' and offsets (which would require setting the units
option when running siv). '
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# defilade and adjust valnes are in inches
#

#azim elev weight xadj yadj
#defilade: - ‘ cutoff xadj yadj
0.0 - 0.0 0.273 0.00 -12.00
defilade 4.0 - 0,00 18.00
30.0 0.0 0.201 12.00° -12.00
defilade 4.0 12.00 18.00

Figure 84. Sample View Information File Entry '

The weights for all views in a view average file should sum to 1.0, since they represent the fraction of
shots that are likely to come from each direction. However, this is not enforced within siv; the weights

will be used exactly as they are entered in the file.

+ siv has several other options available for determining further averaging parameters and sbecifying

the output files.

siv performs its calculations for a single threat. If there is. more than one threa* in the final results
file, the name of the desired threat should be specified in the option list. If none is specified, the first
threat listed in the results file header will be used. ‘ v

Many weapons have an inherent bias associated with them. One may specify both a horizontal and
vertical bias to account for this. The bias will be applied to all views of the target and will be added to
the offset specified for each view in the view information file. The values should be in the same units as

the offsets.

By default, the target center is chosen to be the target origin. The weapon bias and aim point are '
offset from the target center to determine the cente: of the aim dispersions. The centroid of the view (i.e.
the center of presented area) may also be specified as ilie target center. The weapon bins and aim point

will then be applied to the coordinates of the centroid in the same manner,

. Once the view averages are computed, the information is writien in the format(s) requested by the usér.
If only one or two types of output are required, they may be specified in the option list. Otherwise, siv
* will produce all three types of output. The output files will all have the same user-specified prefix. Each
file will have a unique suffix added on to that prefix. The suffixes are “.sum” for summary files, “.iua”
for TUA files, and ““.avg” for view average files. If no output prefix is specified, all of the requested files

will be written to standard output.

In the output files which follow, the values are often referred to as “probabilities of kill””. For all kill
types except the catastrophic kill, this label is a misnomer but is retained for consistency with historical
output formats. In actuality, these values are averages of “losses of function” for each shot in a view and

should not be treated as true probabilities.

The summary tables are intendéd to provide a quick check on the overall vul‘nerabillity of a vehicle.
They show the combat-weighted average losses of function of the target for all views under various
conditions of aim dispersion and defilade. The thrcat and target are indicated using the names from the

final results file. The dispersion columns show the size of the aim dispersions; in the figure below, the
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values are in inches. The kill types are labeled across the top with standard abbreviations. MNP stands
for “mobility kill with no perforation'; in this example, that mission function was not provided in the
fnal results file. The other abbreviations stand for ‘“mobility”(M), “firepower”(F), “maximum
mobility /firepower”(MF), and “catastrophic”(K) kills.

A sample of a summary table for probabilities of kill given a hit is shown in the figure below. There
are separate summary ‘tables for the fully-exposed condition and each defilade condition. There are also
corresponding‘tables for probabiiity of kill given a shot (not shown); these look identical except that the

word ‘““shot” is substituted for the word “hit” (they usually contain different values, as well),

orobakility of kill given a hit for varipus values of dxsgersion
(averaged over attack angles)
Distribution of attack angles weighted as specified in input

' |

Projectile pll65 vs. Vehicle tankl

Pully-Exposed Target

Aim Point Dispersion Probabilities of Kill
horiz vert horiz vert : qNP M F MF K
0.00 0.00 12.00 12.00 0.000 0.668 0.671 0..698 0.201
0.00 O.OOI 24.00 24.60 0.000 0.590 0.580 0.625 02158
0.00 . 0.00 - 120.00 150.00 lO.bDoy 0.450 0.327 o0.462 0.089
~- infinity -- 0.00n" 0.397 0.301 0.445 0.078

Flgure 85. Summary Table Sample

A portion of an TUA ﬁle is shown in the next figure. This is a compact format designed primarily for
input to a variety of computer programs. The columns are labeled across the top of the file and have the
following meanings. VC and PC stand for vehicle code and projectile code respectively. These may be
labeled with four digit integers using mput options. !f no values are specified for these codes, the columns
will be left blank, as in the example. R stands for range and indicates the range in meters from the threat -
to the target. Range is only applicable to kinetic energy nunitions, so for shaped charge munitions, the
value 9999 is printed in this column; this is done for historical reasons. E is for exposure; the defilade
conditions are labeled 1 through N, dependlng on how many there are in the view information file. The
fully-exposed case comes last in the file and has the highest value in this column. D indicates aim
dispersions, which are numbered 1 through N41 where N is the number =f Zispersions specnf'ed in the
input options. The last value in this column is for the “infinite” dispersion, which is the equally weighted
average over all cells. K refers to uhe 'kill type. These are miobility (indicated by a 1), firepower (2),
maximnm mobility /firepower (3), and catastrophic(4), respectively. The numbers across the top are the
azimuths for the attack aspects listed in the final results file, and the last column is the overall average,
weighted according to the view information file.
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vC C RE DK .0 30 60 90 120 130 180 AVG
01 11 0.182 0.685 0.751 0.783 0.862 0.755 0.941 0.397

01 12 0,359 0.747 0.792 2,857 0,917 0.768 0.921 0.686

. 1 13 0.3%9 0.747 0.792 0.857 0.917 0.801 0.942 G.687
91 14 0.116 0,024 0.289 0,000 0.268 0,607 0.898 0,146

01 21 0.124 0.530 0.601 0.658 0.769 0.658 0.751 0.482

01 22 0.202 0.612 0.628 0,717 0.809 0.548 0.709 0.539

01 23 0.202 0.61) 0.631 0.717 0,815 0.692 0.755 0.542

; 01 24 0.064 0.023 0,319 0.045 G.309 0.434 0.659 0.146
01 31 0.098 0.437 0,545 0,602 0.703 0.615 0.628 0.426

01 32 0.154 0.528 0,574 0.659 0.731 0.598 0.383 0.478

01 33 0.154 0.535 0.584 0.661 0.746 0.646 0.633 0.485

Figure 88. Beginning of an JUA File

A portion of a view average file is shown in the next figure. The view lvengé file contairs the

" weighted averages for esch of the views in the final results file. I shows both the probability of kill given

a shot and probability of kill given a hit for each of the aim dispersions specified by the analyst. It also

. shows probabilities of hit for various portions of the target, inciuding the whole target (TGT), armor

(ARM), internal volume (IV), and internal volume perforated (T'VP).4 If the appropriate values are not

present in the final results file, the corresponding column will be set to 0.0. This can’ be seen in the ARM,

. IVP and MNP columns in the following ex- mple. ' The file contains similar tables for each combination of

defilade condition and attack aspect. Note that Figure 87 shows two rows of data for each aim point and

dispersion. The first data row contains‘prdbabilities of hit and kill given a shot. The second row contains
probabilities of hit and kill given a hit on the target. '

t In order to include these items. in the final results file, one must create and select appropriate mission funetions.
MUVES prototypers have used the ‘“‘threatened” environment to represent these cases, with mission functions such as
“internsi_vol”, “crew.sir”, efe.. Apparently, the armor column is an snachronism and will be replaced with more
relevant information in future versions of this ende. : . '
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Probability of kill given a shot and probability of kill given a hit.on the
target for various values of dispersion and various angles of attack
(Assuming a normal distribution of hits around the center of impact)

Projectile pli63 vs. Vehicle tankl.ke
Aspect Angle of 0.0 degrees Azimuth 0.0 degrees Elevation

Pully-Exposed Target

H Bias -~ O V Bias = 0
Aim Point Dispersion Probabilities of Hit Probakilities of Kill
horis vert horisz vert ° TGT ARM Iv | 1IvP MNP .| MP | 4

¢.00 -12.00 12.00 12.00 0.994 0.000 0.677 0.000 0.000 0.315 0.347 0.349 0.042
: : 1.000 0.000 0.682 0.000 0.000 0.317 0.349 0.352 0.042

0.00 -12.00 34.00 24.00 0.884 0.000 0.516 0.000 0.700 0.221 0.234 0.256 0.030
) 1.000 0.000 0.584 0.000 0.000 0.250 0.265 0.290 0.034

0.00 -12.00 36:00 36.00 0.709 0.900 0.340 0.000 0.000 0.151 0.147 0.173 0.018
' ' 1.000 0.000 0.479 0.000 0.000 0.212 0.207 0.245 0.025

0.00 -12.00 120.00 120.00 0.125 0.000 0.044 0.000 0.000 0.021 0.018 0.024 0.002
1.000 0.000 0.350 0.000 0.000 0.169 0.146 0.191 0.017

Figure 87. View Average File

5.2.2 Color Silhouettes

There is a program available for creating colored cell plots of target vulnerability atimétw; it is called
colorsil, which is an abbreviation for “color silhouette”. This program provides a quick way to obtain
general information about the vulnerability of a target. It is also a good presentation tool when discussing

large quantities of results for a given target.

'

colorsil reads one view from a final results file and converts each sﬁot in the view to a colored
square on a graphics display. Each square is color-coded to one target functionality for that shot. (Note
that there will usually be more than one functionality computed for the target .t each shot location:)
* These squares will generally form a silhouette of the target wherein the vulnerable parts of the target are
clearly visible. The coler information is wrivten in BRL-CAD [10] pix format to a device specified by the
user. The images may then be manipulated using BRL-CAD tools, if desired. .

v

The analyst must select the desired view from among those in the results file header; if ﬁot, the first
view listed will be used. If there is more than one threat in the final results file, one may specify which is
desired by naming the threat and giving the associated range (if appropriate). If a threat is not specified,
the first threat listed in the final results header will be displayed. Another selection that must ie made
from the final results file is the appropriate environment/mission pair (context) to be displayed. The
default behavior is to use the first environment/mission pair listed. '
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Each shot in the view has a value associated with it representing the target’s fractional remaining
functionality in the desired context as & result of the damage done by the threat. colorsil converts

this value to a color based on the following table:

TABLE 11. Remaining Functionality Color Conversion Key

‘ _— , Value { Color
0.0 red ' , . '
- 1 pink '
2 orange '
. 3 | yellow
4 green
b5 dark green .
‘ 8 turquoise
N§ light blue
8 blue
9 | blue-grey
‘ 1.0 white

Ordinarily, any value. within plus or minus .05 of a value in the table is converted directly to the
corresponding color. One may specify that colors be interpolated (cr blended). This causes the values to
be converted by blending the colors for the two boundary values. Given the limitations of human color

perception, this option is not generally useful, but is retained for historical reasons.

Altérnatively, one may wish to view the image on a black and white displa}.’, There is a monochrome
option which scales the grey level according to the magnitude of the value. 1.0 still converts to white,
~while 0.0 converts to black. Others values are distributed evenly between these extremes. To give an idea
of the type of output prodiced by coloxrsil, a black and white image is shown in the next figure.




Figure 88. colorsil Black and White Image

colorsil has a variety of other options for configuring the displayed image.

Any shot pattern or group of shots may be displayed using. colorsil. The'firin'g point for each shot
will be converted to two dimensional coordinates and the result will be used as the center of a colored
square in the display. This means that some shots may be partially or wholly obscured by other shots in
the view. If the analyst wishes to shift the squares so that they appear in regular rows and columns, he
may set an option to do so; this is called “binning” the shot locations. If the shots were produced using a
“grid” pattern, they will shifted according to the parameters of that grid; otherwise, the analyst may set
the parameters of the desired grid pattern in the option list. This is especially useful when viewing a shot
group that was originally produced from a grid pattern, as is often done for comparisons with results from
outside the MUVES environment. Other patterns may leave some shots completely obscured by shots

which end u;; in the same bin.

By default, colorsil puts a one pixel wide space between the cells; however, the size of this space
may be altered or set to zero (which removes spaces altogether). Another default is to show a color key

containing all of the major colors at the bottom of the display. This behavior may also be disabled using a
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configuration option. There is also an option to superimpose grid plane axes over the cell plot. This is

very helpful for finding the grid plane coordinates of a particular shot. :

Options exist to change the dimensions (i.c., total size) of the image and the size of the cells in the
display. No attempt is made to contain the cells within the specified screen resolution; instead, they are
cropped if they do not fit into the display. One may also offset the image to a different location in the

display space. The same cropping limitation applies to this option.

Finally, there is the choice of frame buffer device. This may be done indirectly by setting the
environment variable FB_FILE**, or directly by using an input option. This will usually be a color
display monitor; although it may also be a file. Caution is advised when writing to a file, since such files
tend to be rather large; creating several such files will quickly occupy a significanit percentage of available

disk space.

5.2.3 Cell-by-Cell Results

Cellxcell generates Compartment-style cell-by-cell outputs from a MUVES final results file. Cell-by-
cell planar coordinates and. loss of functionality/probability values are produced for all

environment/mission pairs in the final results file. In the special case where the environment/mission '

queue in the final results file contains both “firepower, typical” and “moi)iiity, typical” contexts, cellxcell

automatically outputs an environment/mission column for each shot locaiion that contains the maximum

of the “mobility, typical” and “ﬁrépower, typical™ values. This column wil! always be in ihe column after

the latter of the two mission/environment pairs.

In a MUVES final results file, a set of remaining funct;ionalities/probabilities is described by the analysis
approximation method, the target-threat combination, and the shot specification. Each set output by
cellxcell is labeled with target, threat, target-threat range (if “applicable), azimuth, and elevation

information. A sub-heading is used to identify the X,Y coordinates and contexts.

If cellxcell is invoked without a target, threat, or view selection, cellxcell outputs all “compart” cell-
by-céll results f'o_r' single shots, a group of single shots there all‘ shots have a common szimuth and
elevation, and patterns of shots (e.g., grid, bivariate gaussian). By historical tjeﬁnitibnl. cell-by-cell planar
coordinates are the shot coordinates expressed as center of cell coordinates. However, for non-grid
pa:terns, e.g., a bival"iate gaussian shot pattern, center of cell coordinates are not meaningful. In this later
case, cellxcell always outputs the actual shot coordinates (i.c., planar coordinates). Cellxcell has an
option to output planar shct coordinates in lieu of cell-by-cell coordinates for groups of shots and grid shot

patterns.

** This variable may be set in the shell to the analyst’s choice of display device. The standard form of the value is
machine_name:device.name. Thus, a Bourne shell user writing to an SGI workstation named “‘whatever” would use the
following: FB_FILE=whatever.brl.mil:/dev/sgil export FB_FILE. .
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If cellxcell is invoked with target, threat, or view selections, output is produced based on these
selections. Cellxcell may also be invoked with the desired output units for X and Y coordinates. If no
units are specified, the default is millimeters. . '

X,Y Units: millimeters

Key Mission/Environment

(1): firepower, typical

(2): catastrophic, typical

(3): mobility, typical

(4): maximum(mobility, firepower), typical
(5): internal_vol, threatened :

(6): gunners primary sight, threatened

TARGET: tank THREAT: p9999 RANGE: 1000.00 AZIMUTH: 0.00 ELEVATION: 0.00

X Y (1) (2) (3) (4) (5) . (6)

¥ 200.00 200.00 0.939 0.876 0.700 0.939 0.600 0.650

i 0.00 0.00 0.899 0.776 0.700 . 0.899 ©0.600 ' 0,450

\ . .

! TARGET: tank THREAT: pl111 RANGE: 1000.00 AZIMUTH: 0.00 ELEVATION: 0.00

| ~X ~Y (1) (2) (3) (4) (5) (6)

: 200.00 200.00 0.928 0.830 0.600 0.928 0.555 |, 0.550
0.00 0.00 0.775 0.776 "0.600 0.775 . 0.555 0.450

Figure 89. Sample cellxcell output

Figure 89 contains a sample cellxcell output for an analysis with a fictitious tank and two threats.

96




(2l

B
(4]

(5]

(6]

y
)
9

[10]
(11]

g
3]
14

(18]

References

Paul H. Deitz and Aivars Ozolins, “Computer Simulations of the Abrams Live-Fire Field Testing,”

Ballistic Research Laboratory, Memorandum Report No. 3755, May 1989.

C. L. Nail, T. E. Bearden and E. VJackson, “Vulnerability Analysis Methodology Program (VAMP):
A Combined Compartment-Kill Vulnerability Model,” Computer Sciences Corporation Technical
Manual, CSC TR-79-5585, developed under BRL Contract DAAK40-78-D-0005 (Order No. 0027},
October 1979. . :

C. L. Nail, “Vulnerability Analysis for Surface Targets (VAST) - An Internal Point-Burst
Vulnerability Assessment Model - Revision I,”” Computer Sciences Corporation Technical Manual,
CSC TR-82-5740, August 1982. '

Douglas A. Ringers and F. Tyler Brown, ‘“SLAVE (Simple Lethahty and Vulnerability Estimator)
Analyst’ s Guide,” US Army Ballistic Research Labora.tory Technical Report ARBRL-TR-02333 June
1981. '
Aivars Ozolins, “Stochastic High-Resolution Vulnerability Simulation for Live-Fire Programs,” The
Proceedings of the Tenth Annual Symposium on Survivability and Vuinerability of the American
Defense Prcparedneas Aassociation, held at the Naval Ocean Systems Center, San Diego, CA, May
10-12, 1988.

Phllhp J. Hanes, Karen Ross Murray, Douglas A. Gwyn and Helen R Polak, “An Overview and
Status Report of MUVES (Modular UNIX-based Vulnerability Estimation Suite),” Ballistic Research
Laboratory Report, Memorandum Report No. 3679, July 1988. .

Tom De Marco, Structured Analysis and System Spécificata’on, New York, NY: Yourdon, Inc., 1978.
Edward Yourdon, Managing the System Life Cycle, New York, NY: Yourdon Press, 1982. '

Keith A. Applin, M'chael J. Muuss and Robert J. Reschly, “Users Manual for BRL-CAD Graphics
Editor MGED,” US Army Ballistic Research Laboratory, Draft copy, 6 October 1988,

Michael Muuss, Phillip Dykstra, Keith Applin, Gary Moss, Paul Stay and Charles Kennedy, ‘“The
Ballistic Research. Laboratory CAD Package Release 3.0 - A Solid Modelling System and Ray-
Tracing Benchmark,” edited by Donald Merritt, SECAD/VLD Computmg Consortium, US Army -
Ballistic Research Laborat,ory, 1 October 1988.

David L. Rigotti, Paul H. Deitz, Donald F. Haskell, Michael W. Starks, Damel P. Kirk, Orlando T.
Johnson, John R. Jacobson, William Kokinakis, J. Terence Klopclc and Gilbert A. Bowers,

"“Vulnerability /Lethality Assessment Capabilities - Status, Needs, Remedies,” Ballistic Research

Laboratory, Special Publication 74, December 1988.

Alfred V. Aho, Ravi Sethi and Jeffrey D. Ullman, Compilers - Principles, Techmquca ‘and Tools,
Reading, MA: Addlson-Wesley Publishing Company, 1988. :
Robert DiPersio and Julius Simon, ‘“Theory of Residual Penetration by Ideal Shaped Charge Jets,”
US Army Ballistic Research Laboratory, Report No. 1313, March 1966.

Robert DiPersi(;, Julius Simon and Alfred B. Merendino, “Pénetration of Shaped-Charge Jets into

- Metallic Targets,” US Army Ballistic Research Laboratory, Report No. 1296, September 1965.

Wilbert J. Brooks and W. Donald Johnson, “Horizontal Attack Angle Distributions for Armored
Vehicles,” US Army Materiel Systems Analysis Activity, Technical Report No. 481, November 1989.

97




19

(17)

18] -

(19]

L. W. Bain Jr. and M. M. Reisinger, “The GIFT Code User Manual; Volume I, Introduction and
Input Requirements,” Technical Report, BRL Report No. 1802, July 1975.

Robert L. Kirby, “Appendix F, A New Crew Compartment Algorithm for the Compartment
Vulnerability Model,” US Army Ballistic Research Laboratory, version of 15 May 1987, unpublished.
Aivars Ozolins, “Compilation of VAMP Damage Evaluation Procedures, Target-Threat Interaction

Algorithms, and Associated Numerical Approximations,” US Army Ballistic Research Laboratory, 5

March 1987.
Robert DiPersio and Julius Simon, “The Penetration-Standoffl Relation for Idealized Shaped-Charge

+ Jets,”” Ballistic Research Laboratories Memorandum Report No. 1542, February 1964.

(20]

Steven B. Ségletes, “A Model of the Effects of Transverse Velocity on'the Penetration of a Shaped-
Charge Jet,” US Army Ballistic Research Laboratory, Memorandum Report BRL-MR-3409,
November 1984.

98




Appendix A: Online Manual Pages

99




INTENTIONALLY LEFT BLANK.

100




COLORSIL{1) UNIX System V (MUVES) COLORSIL(1)
NAME
colorsil ~ produce color plot,s from MUVES final results
SYNOPSIS ) J
colorsil [ options... | final_results_file ‘
DESCRIPTION

colorsil reads a view from a MUVES final results file and produces a color glot represem,mg the
values for a single enviionment/mission pair within that view. The information is written out to
the specified display in BRLCAD pix format. The image may then be manipuiated using BRLCAD
tools. . . .

colorsil produces a plot of colored squares (or ‘“cells”’) where each cell represents one shot'in the
results file. The cells are centered on the actual shot location within the display space, so that
each cell shows the exact locatior of the damage producing hit. For any shot pattern produced
using a randomizing technique, the end result can be somewhat confusing, so an option is provided
to “bin” the cells into uniform rows and columns. This procedure may require supplementary
information in the form of bin sizes, depending on the pattern used to produce the view being
displayed.

In order to select the view, the analyst must give colorsil a number corresponding to the position

_ of the desired view in the results file header. If there is more than one threat in the final results
file, one may specify which is desired by naming the threat and giving the associated range (if
appropriate). If these are not specified, the first threat listed in the final results header will be
displayed. .Another selection that should be made from the final resuits file is the appropriate
environment/mission pair to be usad. If this is not specified, colorss! will display the first pair
listed in the results file.

Each shot in the view has an associated value representing the tarzet’s remaining functionality for
the desired environment and mission function as a result of the damage produced by interaction
with the threat. colorsil converts this value to a color based on the following table:

Value | Color

00 | red
1 pink

2 orange

3 yellow

4 green

5 dark green

6

7

8

| turquoise
light blue

blue

] blue-grey
1.0 white .
‘Ordinarily, any value within plus or minus .05 of a value in the table is converted directly to the
corresponding color. One may specify that colors be interpolated (or ‘blended). This causes the
values to be converted by blending the colors for the two boundary values. leen the limitations
of human color perception, this option is only useful in certain mstances

One may also specify that the cells be displayed in black and whn.e; in which case 0.0 will appear
black and 1.0 will appear very light grey, with other values evenly shaded between these extrem:es.
This is useful for display on va:ious monochrome terminals and printers.

An important consideration for display purposes is the size of a pixel in terms of the target. . This
determines the density of the colored squares on the screen. This parameter is not set directly; it
is set implicitly using a couple of different options, depending upon the tvpe of sampling used for
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the view to be displayed. For a “‘grid” pattern, this is set using the combination of cell size and
spacing in tach direction. Larger values for spacing will produce a lower cell density in the image:

The spacmg will be quietly ignored if the pattern is not a ‘“grid”. For other patterns, the
exploded view factor is used to determine the cell density. A lower factor will result in a lower.
number of cells dlsplnyed in the image, while decreasing the cell size will cause the cells to lock
smaller. This factor can also be used with grid patterns, but is not as preclse as setting the spac-
ing explicitly. ‘

Options . :

‘=b Use black-and-white scale for cell display.

- Interpolate colors between standard values.

-d . Dither display locations if grid points were randomized. “Grid” displays
will usually show squares aligned with the cell boundaries. However, the
user may specify that they be centered on the true hit location.

—e enviton Select environment to be displayed from the final results.

—f mission Select mission function to be displayed from the final results.

- Overlay grid-plane axes on cell image. :

~h hesght ~ Set the pixel height of cells displayed in the image.

"~ hres - Set horizontal screen resolution of the image.

—~j vres Set vertical screen resolution of the image.

-k Do not show color key at the bottom of the display.

~m method Select the approximation method from among those in the final results file.

-0 Overlay colored cells on previously existing image.

—p threat Select the threat from among those available in the final results file.

-q@ Turn on testing output. This will produce several lines of diagnostic out-
put for each cell, so it is not recommended for long files.

—r range Select the range from among those in the final results. It is possible that
there will be no ranges for the threats represented in a given final results
file, in which case this option has no effect.

—s hspace Set the horizontal spacing between displayed cells in a “grid” display. By
default, this is set to 1 pixel. Setting it to 0 will leave no spaces, while
larger values will produce more space between displayed cells.

—t target Select the target from among those available'in the final results file.

' —u vspace Set the vertical spacing between displayed cells in a *“‘grid” display. By
' default, this is set to 1 pixel. Setting it to O will leave no spaces, while
larger values will produce more space between displayed cells.

~v view_nem - Select the viewing aspect from the final results file. ‘This is done using the

' number of ‘the desired view in the sequence specified for the analysis (start-
ing at 0).
—w width Set the pixel width of cells displayed in the image.
. —x hoffset Move all cells the given number of pixels in the horizontal direction.
~y voffset Move all cells the given number of pixels in the vertical direction.
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—8 factor

=F framebufcr

-G

" —H cell_hgt
-0

. ~U unists
—W cell_wid

SEE ALSO
muves(1)

UNIX System V (MUVES) COLORSIL(1)

Set the exploded view factor. An exﬁloded view factor greater than one
separates the cells without changing thei: size. If it's less than one, it will

" erowd them together; if they are too close together, they will begin overlap-

ping.
Display device or file name for graphics output.

Move shot locations to regular rows and columns (i.e. cells) for display.
This process is called “‘gridding”’ or “binning” the shot locations.

Set the cell height for gridding the shot locations.

Center the display on the origin of the target coordinate system. The usual
behavior is to use the center of the bounding rectangle. :

Set the units for interpreting the -H and -W flags.

. Set the cell height for gridding the shot locations.

MUVES Analysts’ Guide , _
The BRLCAD Package — A Solid Modeling System and Ray Tracing Benchmark

AUTHOR

BUGS

Jeff Hanes, BRL/VLD/VMB

A file that is not a MUVES final results file will usually cause colorsil to dump core.
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NAME

cellxeell — compart cell-by-cell results from MUVES final results

SYNOPSIS

cellxeell [-a] [-p threat [-r range]] [t target] [~u units | [-v view_no] |-H cell_hgt] [-W
cell_wid] ﬁnal_result.s_ﬁle [outfile}

DESCRIPTION

Cellzcell generates Compartment-style cell-by-cell outruts from a MUVES final results file. Cell-
by-cell planar coordinates and loss of functionality (LOF ) values are produced for all
environment/mission pairs in the final results file. Each view in the output is labeled with targez
type, threat type, range (only if applicable), azimuth, and elevation.

Celizcell outputs cell-by-cell information for each environment/mission in the order the
environment/mission pairs are specified in the final results file. In the special case where the
environme 't/mission queue in the final results file contains both “firepower, typical” and “mobil-

"ity, typical” contexts, cellzcell automatically outputs an environmer.t/mission column containing

the maximum of the *mobility, typical” and “‘firepower, typical” values. This column will always
be in the column after the latter of the two mission/environment pairs.

A view in a MUVES final results file is defined by 'the analysis approximation method (e.g., “comn-
part” for Compartment Model), the target-threat combination, and the shot, pattern. Cellzcell
only produces view output for the ‘‘compart” approximation method. A shot pattern may be a
single shot, a group of single shots, or a pattern of shots (e.g., grid, bivariate gaussian). Each shot
is described by the azimuth, elevation, and impact location. Qutput for groups of skots is pro-

. duced only if all shots in the group have a common azimuth and elevation.

By historical definition, cell-by-cell planar coordinates are the shot coordinates .xpressed as center
of cell coordinates. For nor-grid patterns, e.g., a bivariate gaussian shot pattern, center of cell
coordirates are not meanirigful. For non-grid patterns, cellzcell always outpuis the actual shot -
coordinates. '

Options and their meanings are:

-8 Output the planar shot coordmates for grid shot patterns and groups of
shots.

—p threat —r range  Display results for the speclﬁed threat at the specified range (e.g., -p p9999

' -r 1000). The capabilities of some threats are considered range-independent
(up to a certain distance). In this case, the range option should not be
used. However, if the target-threat range is important to a particular
threat and the range is not specified, then output will be produced for all
available ranges.

—t target Display results for the specified target (e.g., -t tank).

—u units Display XY coordinates in the specified units, e.g., -u meters. The
specified units are also applied to the cell height and width options [-H
cell_hgt and -V cell_wid]. Valid units are: feet (or ft), inches (or in),
meters (or m), centimeters {or cm), and millimeters (or mm). If units are
not specified, the default is millimeters.

. —v view_no Display results for the specified view number where the view number is an

integer corresponding to a particular shot pattern. View number 0
corresponds to the first set of shots in the MUVES final results file, view
number 1 corresponds to the second, ete.

—H cell_hgt ' Specifies the cell height for binning shot locations (for a single shot or a
group of single shots) to center of cell coordinates. Default is 100. '
—W cellwid Specifies the cell width for binning shot locations (for a single shot or a

group of single shots) to center of cell coordinates. Default is 100.
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s

If options are not specified, cellzcell defaults to all “compart™ views in the MUVES final results file.
If an output file is not specified, cellzcell results are printed on standard output. If cellzeell is

unsuccessful in its search, it prints an appropriate warning.

HINTS ‘

For target, threat, or range options, the arguments must be specified exactly as they are in' the
MUVES final results file, otherwise, cellzeell is unsuccessful in its search.

SFE ALSO
MUVES Andlyst's Guide .

muvas(l) _ B

AUTHORS ' 4 ,
Wendy A. Winner, BRL/VLD/VMB ‘ 1

Brian M. Rapp, BRL/VLD/VMB Student Contractor
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NAME ,
dbechk — check MUVES region map file and MGED data base for consistency

SYNOPSIS
dbehk region_map_fiie MGED_file object|s]

DESCRIPTION ,
dbchk searches one or more objects in an MGED data base to determine whether all of its consti-
tuent regions are referenced by a MUVES region map file. Any regions which are not referenced
will cause errors when enlcountered during a MUVES vulnerability analysis. '

dbehk searches the entire tree for each object named on the command line. When it locates low
level regions, it looks for them in the region map file, reporting the full path name of any regions
which are not found. These should then e added to the region map file.

SEE ALSO-
MUVES Analysta’ Guide

Users Manual for BRL-CAD Graphics Editor MGED

AUTHOR
Jeff Hanes, BRL/VLD/VMB
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NAME

gsbthrev — MUVES-style threat. mput.s from VLD/GSB-style files

SYNOPSIS .

gsbthrev [-n author| [-e| [-d date] GSB..style_mﬁle [MUVES.style-outﬁle]

DESCRIPTION

Gsbthrev produces MUVES-style threat inputs from Vulnerability /Lethality Division (VLD)
Ground Systems Branch {GSB) kinetic energy (KE) and shaped-charge (SC) threat files which were
formatted for older versions of the Compartment Model. For KE rounds, MUVES “perf”, *ini-
tial”, and “range” files are output together. For SC projectiles, MUVES ‘‘pen”, “‘phd”, and “‘ini-
ua.l" files: are output together. A _question mark is placed in the output where MUVES required
information cannot be extracted from the supplied GSB-style file. Users must manually replace
question marks with -correct information, must create separat.e threat files from this output, and
should. check the output produced.

Options and their meanings are: ,
—a author Labels output with the specified author (e.g., -2 John Smith").

-c Produces commented output e.g., labels threat parameters, provides inter-
' polation table headers, ete.
—d date Labels output with spec'ﬁcd date (e.g., -d "90/08/29").

If an output file is not ‘specxﬁed gabthrev results are p. m'.ed on standard out.

CAVEATS

No sorting is done on margin values of tabular data. Users should check margin values of interpo-
lation tables to make certain thése values are in strictly monotonic order.

-SEE ALSO

MUVES Analyst’s Guide

muves(1)

AUTHOR

Wendy A. Winner, BRL/VLD/VMB
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NAME
ircompart — print *“compart” method information from an intermediate results file.

SYNOPSIS |
ircompart [~ item] |—f file] [~u units] intermediate_results_file

DESCRIPTION
ircompart reads a MUVES intermediate results file and prints requested information for every com-
ponent in each shotline recorded in that file. The available selections are limited to those per-
tinent to the “compart’ approximation method.

The information will be printed in the following form: For each shot, there will be a shot infor-
mation line which shows the firing direction (both in azimuth and elevation and in vector form)
and the shot location (in 2D view plane coordinates). Then there will be a single line of informa-
tion for each component on the shot. The first item of information will be the.threat type, which
will be followed by the component name and any other requested items.

A shot information line might look like this:
2230 ¢l 0 dir < -.86601-.50 > shot 0 100
A component information line will have the following form:
threat type component name {requested item{s)|

. The threat type and component name will appear for every component. Other items may be
requested using the syntax described below. Items will be separated by tabs and all requested
information will be on one line per tomponent. These lines can become quite loag, so use discre-
tion when selecting the items to be printed.

Options ‘

—idtemname = = Read an item name. The recognized item names are described below. If
there is only one item and no file specified (using the —f option), then the
option letter may be omitted. ‘

—f file name Read a file of item names. The file may not contain more than one item
name per line. The standard comment character (#) is recognized at the
beginning of a line or on any line when it follows a tab.

~u unit type Set output units for this run. Accepted abbreviations are ft, in, m, cm,
mm. ,

Available Information
One may request basic geometric information about the components using the following items:

ttem name  Description

entry Coordinates ¢ entry point into component
" normal Normal vector to component surface at entry point
los Component line of sight thickness
wtlos " Weighted line of sight thickness {for SC)
wtnorm Weighted normal thickness (for KE)
nthick Component normal thickness
obliq Component obliquity

The information available about a threat depends on the type of threat used in the analysis.
Specifically, a kinetic energy threat will have different parameters from a chemical energy (shaped
charge) threat. Therefore, the information request must specify the threat type for the item of
information desired. This is done using a prefix indicating the type of threat followed by a suffix
indicating the desired threat parameter; the two are separated by a colon (e.g. ‘ke:avlpen” or
“fp:stand”). Much of the information about shaped charge threats is further separated by the
algorithm used to compute penetration. In order to select all of the information about a particu-

lar threat type, use an asterisk (*) for the suffix (e.g. “ke:*’"). The available threat parameters are
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listed below:

Standard kinetic energy threat
ttem nan Description

ke:class .lass of KE projectile.

(see ““compart” method documentation for explanation)
ke:projd Projectile diameter in millimeters ' ‘

ke:pend  Penetrator diameter in millimeters
ke:scale Munitior diameter scaling constant
ke:strike  Striking velocity
* ke:vel . Velocity after threat has penetrated component
ke:ipen Initial Penetration capability
. ke:avipen  Available Penetration capability
- Standard shaped charge jet threat (used by both SC algorithms)

item ngme  Description

sc:wed Warhead charge diameter

sc:eutoff  Cutoff angle for warhead fuzing

se:pitch Pitch for canted warhead

scryaw Yaw for canted warhead . -

Paraneters for Fireman-Pugh algorithm

ftem name  Descriplion .

fp:stand Distance to front of non-air component
fp:penred  Penetration reduction factor (initially 1.0)
fp:avipen  Available penetration capability

fp:steqv Total steel equivalent penetration

fp:tios Distance from munition to current component
fp:airios Contiguous zirspace to current component
fp:airfx Penetration reduction due to air space

fp:biso Built-in standoff
Parameters for DSM algorithm

item name Deseription

dsm:strike  Jet Striking Velocity '
dsm:jdens  Jet material density
dsm:jdist Jet propagation distance
dsm:minv  Minimum penetration velocity

- dsm:btime  Jet breakup time
dsm:djetb  Diameter of jet at breakup time
dsm:exit Exit time from previous component

dsm:speed  Jet penetration speed

dsm:steqv  Total steel equivalent penetration

dsm:depth Penetration capability into current component
dsm:ratio . Ratio of RHA density to jet material density

Special parameters

item name Description

range Range to target (no prefix required)
{currently used only for KE threats)

sand:angle Obliquity of first sandwiched component
(see “compart’ method documentation for explanation)
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There are a variety of values which may be used to compute the damage done to a particular com-
ponent. All the values used by the ‘“‘compart” method are listed below. Any or all of these may
be chosen to track the damage done by the threat. Unlike the threat parameters, the damage
parameters do not require a prefix; they are requested individually. “The names are used as shown
below. : ,

Damage parameters

item name  Description

ammo Boolean value mdlcatmg whether

ammunition was hit by the main penetrator
phd Profile Hole Diameter (for shaped-charge threat)’
nfrags Number of fragments (due to shaped-charge threat)
correc Correction Factor

: (see *“compart’ method documentation for explanation)

elf . Expected lethal fragments
rhvol Residual Hole Volume (for kinetic energy bhreat)
gtr Gun tube ratio
holedm Hole Diameter (due to kinetic energy threat)
track Name of track portion hit by main penetrator

(v.c. “edge’ or “face”)
Each damaged component contributes some value to the overall degradatlon of the target. In
MUVES, these are called fractional remaining functionalities (FRF) and combined using positive
logic operators. Historically, the inverse of these values has been used instead; this is called the
loss of function (LOF). Either representation may be requested as output from “ircompart”,
depending on the form with which the analyst is most comfortable. To request the damage contri-
butions for all components, give the type of representation desired (“frf’”’ or “lof”*) followed by the
environment/mission pair. The environment/mission pair must be separated by a colon(:). If a
component was damaged, the value will be printed, otherwise a dash (-) will be printed in that
column. The item names would look something like the following.
fr{:environment:mission
lof:environment:mission
A star (*}) in either field will match all possible values for that field. Thus,

frf:typical:*

will show FRF's for all missions for the “typical” environment, while
m .  J

will display all available environment/mission pairs.

Although this is similar to the regular expression wild card matching, it does not imply that full
regular expressions are available. Only the star is recognized by this program.
(Unfortunately, it is not possible to display the system degradations, since they are combinations
of the component degradations and are not explicitly recorded. H necessary, they ean be recom-
puted by hand from the component values and the corresponding system definition file.)

AUTHOR
Jeff Hanes, BRL/VLD/VMB
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NAME ‘
irdump '— print all contents of an intermediate results file.
SYNOPSIS
irdump [-G| [-H cell_hgt] [-W cell_wid] [-U units] intermediate_results_file
DESCRIPTION '

irdump reads a MUVES intermediate results file and prints the information available for each shot
in that file. Each shot in the file consists of several component traces, each of which will have
some threat packet parameters and possibly some damage packets. srdump prints this information
to the standard output in a general fashion; that is, it prints the contents of every packet without

- labeling the parameters. There is no interpretive or selective capability available with this post-
processor.
Reading the output from irdump can be somewhat confusing. The user should consult the MUVES
- ' * Analysts’ Guide especially the section for the approxlmat.lon method in use. This will describe the

types and contents of all available packets.

The —U option allows the user to select the units in which the hit locatlons are printed. It only
affects the shot locations and component hit points. Items within the packets are not converted to
the specified units, since irdump has no way of knowing which items should be convert.ed and
which should not. The default is to print all values in millimeters. :

The remaining options permit the analyst to print the cell coordinates of each shot (i.e. “grid”
location) as well as the true coordinates of the shot. (These only differ when the shots are
somehow randomly generated.) The —G option turns on this capability. If the shots were gen-
erated using a “grid” command, irdump will use the cell size specified by the analyst in the session

_file. For any other type of generated shots, the analyst may select the size of the desired grid
using ~W and —~H to specify the cell width and height, respectively. This is useful when the ori-
ginal shot specifications are read from a view file, for instance. The default value for both param-
eters is 100 mm.

SEE ALSQ | '
MUVES Analysts’ Guide

AUTHOR
Jeff Hanes, BRL/VLD/VMB
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NAME

muverat — perform one or more vulnerability analyses

SYNOPSIS

muverat [session_file]

DESCRIPTION

myveral is the vulnerability analysis program for the MUVES system. After readmg the commands
in a session file, it will load the requested files, raytrace the target, analyze the target's vulnerabil-
ity to the threat(s), and store the results in a final resuits file.

muverat will read standard input if no session file is given on the command line.

CAVEAT

The MUVES user interface, muves, facilitates input selection and maintains an audit trail of each
analyst’s work; muverat itsell provides no audit trail maintenance capabilities. Therefore, the pol-
icy for using MUVES is that all production vulnerability analyses be done through the user inter-
face in order to'keep a record of the work performed at a given site.

Invoking muverat from the command line is allowed for ‘experimental or developmental applica-
tions by those who prefer the command line interface and are willing to work without the added
safeguards.

DIAGNOSTICS

There is a mind-boggling number of things that can go wrong. When an error is encountered,
muverat will print an error message and exit with a 1 exit code. Because muverat exits immedi-
ately upon encountermg an error, the results files will be mcompletc in that event. Therefore, any
results files it was creating should be removed. i

SEE ALSO
muves(1)
MUVES Analysts’ Guide '
AUTHORS ' '
VLD/VMB MUVES Development Team:
Doug Gwyn '
Jefl Hanes
Scott Henry
Gary Moss .

Karen Murray
Wendy Winner
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NAME
muves — Modular UNIX®-based Vulnerability Estimation Suite
SYNOPSIS '
muves
DESCRIPTION

MUVES is an integrated software system for performing vulnerability/lethality assessments. This

system is designed to evaluate the interaction of a threat with a target where the target informa-

tion is provided via Fay-tracing geometric target descriptions. The MUVES user interface, muves,

provides a menu-driven environment for specifying vulnerability analysis inputs, selecting parame-
° ters for a specific analysis, executing the specified analysis, and interpreting the analysis results.

When muves is invoked, the process fills the current window (or terminal screen on non-windowing
systems) with a display that is divided into two parts; the top portion is devoted to a hierarchical
- “‘pop up”’ menu system; the bottom portion is dedicated to a scrolling text region. Between these .
portions, several status lines are reserved for prompted input, and for information of a transient
nature (such as warning messages, informative messages about on-going computations, and help
messages). _ '
The menu hierarchy groups commands according to their function. The scrolling text region is
used to display various types of information such as error messages, the contents of MUVES files,
the status of analyses, or the output of postprocessors. Such information is stored internally so
the user can view different portions of the scrolling region.

I Commands and their default bindings for manipulating menus, for obtaining pop up menus, and
editing menu prompts are listed in the following three tables. ' These bindings may be changed
with a .muvesre file in the user’s home directory (SHOME/.muvesrc).

TABLE 1. Menu Manipulation Commands and their Default Bindings

Key Command Name Command Description )
d next-menu-entry Move menu pointer down one entry.
u previous-menu-entry Move menu pointer up one entry.
space select-menu-entry Select highlighted menu entry.
' h describe-menu-entry  Get help about highlighted menu entry.
’ qQ ' quit-current~-menu Quit _current menu.
T -~ TABLE 2. ‘Pop-up Menu Commands and their Default Bindings
Key Command Name ~ Command DeécriJJtion
$ set-up-options Tailor user interface.
@ manage-analyses Get status/terminate analyses.
& enter-file-browser  Examine MUVES data hierarchy.
? . show-key-bindings Display menu of bound keys.

UNIX® is registered trademark of AT&T. . ‘

+
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TABLE 3. Prompt Editing Commands

Key Command Description .
Delete Delete the character behind the cursor.

, Return __ Enter response.

‘A Move the cursor to the beginning of the line.

‘B Move the cursor backward one character.

D Delete the character under the cursor.
‘E Move the cursor to the end of the line. 4
‘F {ove the cursor forward one character.

‘G Abort the prompt without submitting a response. .
‘K Erase all characters (kill) from the cursor to the end of the line.
‘P Insert the default response at the cursor location.

‘R Redraw the line.

‘U _Erase all characters to the left of the cursor.

‘v Escape (insert) the next character typed.

Y Insert the contents of the kill buffer (see "K} at the cursor.

MUVES maintains a UNIX file hierarchy which is accamble through the user interface and stores
ana.lysns input, session, log, intermediate results, and final results files. These files are grouped into
directories called projects. Projects may only be created through the user interface.

Each MUVES analysis is referred to as'a run. The series of runs made while a given project is
being accessed is called a session. All selected analysis configuration parameters, including the
names of input and output files, are automatically recorded during a session in a session file. All
diagnostics from a session’s analyses are stored in a log file. Final results files are created for each
run. If information is needed on the intermediate computations of a MUVES calculation, selected
internal parameters for a particular run may be request°d These parameters and values are
stored in an intermediate resuits file. : :

All input files required to perform an analysis may be copied into a project via muves. Input.s for

. a specific analysis may be selected via menu entries or may be specified in response to prompts for

keyboard input. muves automatically maintains a record of these selections and stores them for
later reference in a session file. By maintaining a record of every input file used during an
analysis, muves prevents accidental over-writing of input files which have been used for prior ana-
lyses. Once all parameters have been selecied for a specific analysis, the analysis run is completed
by’ selecting “analyze” menus. muves will automatically invoke muverat to perform the analysis

“computations.

Data from MUVES results files may also be interpreted or post-processed using muves. Data may'
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be summarized or displayed graphically by making selections from the “results interpretation”
menus; these post-processing tools may also be invoked from the command line.

ENVIRONMENT
All MUVES-related files are installed under a single dlrectory Users must set a MUVES environ- -

ment variable equal to the absolute pathname of this root directory. It is recommended that users
set this variable in in their automatic login: shell configuration scripts. For example, if the stan-
dard UNIX Bourne shell is being used and the MUVES software is installed in /usr/muves, then
MUVES=/usr/muves ezport MUVES should be entered into the user’s .profile.

Users should also add $MUVES/bin to their command directory search path. For the standard
UNIX Bourne shell, PATH=$MUVES/bin $PATH export PATH will add SMUVES/bm to the
command dxrectory search path.

114




MUVES(1) l;lNlX System V (MUVES) MUVES(1)

SMUVES/man should also be added to environmental variable specifying the manual page direc-
tory search path, for example, MANPA TH-SMUVES/man:SMANPATH czport MANPATH.

'RESTRICTIONS
A set. of tools are available for setting up selected input files. These tools are not accuslble via the
menu system and must be invoked from the command line.
. Only the compartment-level model with lumped-parameter estimates for weapon' system damage is
implemented at this time. The design and implementation of the stochastic point-burst model
under the MUVES environment is under development.

FILES
$HOME/.muvesrc — Commands read at the begmnmg of muves execution.

' SEE ALSO
MUVES Analyst’s Guide
MUVES Admsnistrator’s Guide
The Ballistic Research Laboratory CAD Package
Users Manual for BR_-CAD Uraphics Editor
muverat(1), bricad(1), cellxcell(1), colorsil(1), ircompart{1), irdump(1), siv(1)

DIAGNOSTICS
Error messages are intended to be self-explanatory.

SOURCE
' VLD/VMB MUVES. Developmem Team
Ballistic Research Laboratory

ATTN: SLBCR-VL-V
Aberdeen Proving Ground, MD 21005-5066

AUTHOR
_Gary Moss

BUG REPORTS -
Reports of bugs or problems should be submitted via electronic mail to <muves-
bug@brl.army.mil>. :
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siv — convert MUVES final results to Compartment Model format

SYNOPSIS

siv [—acis] [—d interval] [~f file_root_name| [~h horiz_bias] [-n number|
[=p threat] {—q target.code] [—r range] [—u units] |~v vert_bias]
[~w view_info_file] [~x threat_code]
final_results_file

DESCRIPTION .

#iv was created to allow comparison between results of MUVES and earlier vulnerability models
{Compartment Model, Point Burst, etc.). It digests A MUVES final results file and writes the infor-
mation in three different formats: the summary table, the view average tables, and the [UA (Indi-
vidual Unit Action) file. The formats are are based on earlier versions of the Compartment Model;
their formats are documented in the cited VAMF nanual. Only the JUA format is rigorously con-
trolled, since it is intended for use by FORTRA'- programs. The others are for human consump-

- tion and are therefore somewhat more free-form. The desired output files are specified using the

-8 (for view average), -i (for [UA), and -s (for summary tables) options. Each of these options
turns on that particular type of output. Thus, the command :

©siv-a-i

would specify both view average tables and TUA files, while excluding sun‘nmary tables. If none of
these options are specified, all three file types will be produced. )

A MUVES final results file must be provided on the sfv command line. It will usually be desirable
to provide a view information file (described below) in order to get defilade values or non-uniform
weighting of the views. The output is written to one of three files whose names are composed of
the root file name (specified using the —f option) with an appropriate suffix appended. The
suffixes are “.sum” for summary tables, ‘“.avg” for view average files and “.iua’ for TUA files. If
no root file name is specified, the desired tables will be written to standard output.

The shots in the final results file must be in a MUVES “grid”’ shot pattern; any other pattern will
be rejected by siv. The specifications for the grid are read from the MUVES final results file. A
weight is computed for each cell and combined with the loss of function for the shot in that cell.
These weighted values are combined to form the view averages. The weights are based on a
bivariate Gaussian aim dispersion with equal horizontal and vertical standard deviations. A set of
standard deviations is specified using the -n and -d options. -n sets the number of standard devi-

" ations to be used while -d sets the interval between them. Thus, the following arguments

-n 5-d 3¢0

would specify 5 circular standard deviations of 300, 600, 900, i200, and 1500. Note that the inter-
val should be given in the units desired for the output files (the above example would most likely
be used for outputs reported in millimeters).

Options . , . , |
-8 This option specifies view average output which contains a set of tables of
/ ) aim dispersions; one for each view. ' '
—~e By default, the weapon bias and the aim point (speciﬁed in the view infor-
' mation file) are offset from the target origin. This option allows the
analyst to offset from the centroid of the view plane { i.¢. the center of
presented area).
- —d interval This option is used to set the interval between standard deviations when

‘weighting the cells. The default is 300, which assumes that the output files
will be in millimeters. Analysts working in inches will most likely want to
set this value to 12.
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~f file_root_name

—h horiz_bias

-1
i

—n nymber

—p threat
—q target_code

~r range
—s

-y units

—v vert_bias
—w view-info_file

T—x tlgreat.code

View Information File

UNIX System V (MUVES) SIV(1)

This option is used to set the root name for the éut};ut files. The desired

output.s will be written to files with differing suffixes to distinguish between
the various formats. If this option is not set, all tables wnll be written to

. standard output.

This option allows the analyst to set a single horizontal bias to be applied
throughout the #iv run. This simulates horizontal aim error inherent in a
particular weapon delivery system.

This option specified TUA output, which is a table of welghted averages
used by a variety of wargaming programs.

This option is used to change the number of standard deviations used for
weighting the cells in each view. The default is 10. /

This allows the analyst to select from the threats listed in the final results
file. If this option is not specxﬁed siv will use the first threat listed in the
file.

This option sets a 4 digit numeric code that will be used in the TUA file to -

identify the target used in this analysis. If this value is not set, the
intended column in the TUA file will be left blank. .

This optior selects a threat range from among those available in the final

_Tesults file (1! any).

This option specxﬁos summary table output, which contains a table of ‘

weighted averages of all views in the final results file.

This optior allows the analyst to set the output units for the view averag-

.ing information. MUVES final results files are always stored in terms of

millimeters; therefore, this option must be set in order to convert the
results to any other unit system. Linear measures used in other input files
and in the option arguments (except the range) are expected to be in the
units specified with this option { f.e. they are left unconverted).

This option allows the analyst to set a single vertical bias to be applied

throughout the sfv run. This simulates vertical aim error inherent in a -

particular weapon delivery system.

This is used to specify the path name of the view information fite I 5o
such file is specified, the views will be weighted uniformly and on!v fufly-
exposed conditions will be assessed. :

This option sets a 4 digit numeric code that will be used in the TUA ﬁ}p te

identify the threat used in this analysis. If this value is not set, the
intended column in the TUA file will be left blank.

#5v weights each shot in a MUVES final results file by Computmg an approximation of the Canssian
integrat for the cell in which it falls. The view information &~ aliows the anaiven 1o sperify the
weight and center of aim for each view and to set the defilads <onditions for that view

In the view information line the analyst specifies a view by arixnth and slevation, a werght for
that view, and an offset for the aim point. The weight is st L orapnting ar overal! avsrage of

the views. The aim point offset will be relative to the targs" w gr or'the sentroid of the view:
this can be changed using the -¢ option on the command line :

Following the view information line, the analyst may also specify one or more defiiade conditions
for averaging. Each must be specified on a separate line following the appropriate view line.
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With each defilade condition, the analyst must specify the Y-value cutoff and the aim point offset
for that defilade condition. Only those cells whose Y-values are greater than or equal to tne cutoff
value are included in the averaging. The analyst may specify as many defilade conditions as
desired for each view. However, due to the current output formats, view information files should
i be written such that every view has the same number of defilade conditions and all defilades are in
the same order. :

Note that the units used for offsets and defilades in the view information file should be the same as
desired in the output files (specified with the -u option).

A forma! description of the view information file in Backus-Naur form follows:
file ::= { view-spec }+ |
view-spec ::=  info-line { defl-line }*

\ ‘ info-line ::= . azim WS elev WS weight WS horiz-aim WS vert-aim NL
. defl-line == ‘“‘defilade” WS cutoff WS huriz-aim WS vert-aim NL

cutoff ;= real-value ]

atim ;= real-value . '
elev = real-value '

weight = real-value

horiz-aim ::=  real-value
vert-aim ;1= real-value

WS = { <tab> or <space> }+
NL = <new-line>

- real-value i=  <floating-point-number >

'CAVEAT :
Weights in the view information file are expected to add up to 1.0; however, siv presently does not
check to insure that this is the case. Erroneous results may be produced if this is not checked.

EXAMPLE

A portioﬂ of a sample view information file is shown below. For a real analysis, this file would
contain entries for more azimuths than shown (e.g. 60, 90, 120, 150, 180).

# defilade and adjust values are in inche

# .

#aznm © eley weight zady yadj
#defilade - cutoff zadf yady
0.0 0.0 0.278 . 0.00 -12.00
defilade T 4.0 0.00 1800
30.0 0.0 0.201 © 12.00 -12.00
defilade 4.0 12.00- 18.00

If this view information file were titled “view_info”, one could use it with the following invoca-
tion: .
si* -f ont -w view_info - inches 42./-

assrrzing tnere was also a final results file named “42.ft””. The tabular results would appear in
heree fiten ¢alled “out.sum™, “out.iva”, and “‘out.avg”.

"\?r C. L.. Bearden, T. E., and’ Jackson, E., “Vulnerability Analysis Methodology Program
{vAaMP}: A Combined Compartment-Kill Vulnerability Model,”” Computer Sciences Corporation
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Technical Manual, CSC TR-79-5585, Dctober 1979.

Brooks, Wilbert J., and Johnson, W. Donald, “Horizontal Attack Angle Distribution for Armored
Vehicles”, US Army Materiel Systems Analysis Activity, Technical Report No. 481, November

1989, , ,
.* MUVES Analysts' Guide ' ' .
muves(1) o ' _

" AUTHOR |
"Jefl Hanes, BRL/VLD/VMB
- BUGS o o o 3
If ssv is given a file that is not a MUVES final results file, it will dump core rather than giving a
warning message and exiting gracefully.
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Glossary
analysis — An ‘“analysis” consists of the process of computing functionalities using a single
approximation method for a single target interacting with one or more threats traveling along paths

defined by one or more shot groups.

approximation method — The collection of assumptions, simplifications, empirical data, and
mathematical models used to approximate the physical processes irvolved in the interaction of the
threat with the target. Within MUVES, these are implemented in a set of interaction modules and
evaluation modules which determine the damage to each target componem,‘i‘n the course of an
analysis. The “‘compart” approximation method is the first method implémented in MUVES. '

component — A component is a piece of a target with a distinct identity, with which threats may

interact. For example, in the compartment mode!, the crew compartment is modeled as a single
component; whereas, in a point-burst model, it would be modeled as many items, each having its
own properties and playing its own role in the overall functionality of the target. For targets
modeled using MGED (the only geometric method clurrently supported), one or more regions are

assigned to each target component by an analyst-provided “region map” file.

component category — A grouping of components for which threat interactions and damage are
computed in an identical fashion. Note that this does not imply’ that these computations must use
the same data, only that the same type of data must be available and will be used in the same way

for all components in the same category.

component trace — A component trace is the geonl'hetric information calculated for a single component _

during the course of a ray-trace through the target. Depending on the needs of the approximation

method, it may contain entry and exit points, normal vectors, and curvature information. ' This

. information is available to the analyst via the optional i‘nten;mediate results file.

context — This is-the name given to the combination of environment and mission function. It is the set

of circumstances and operations under which the analyst wishes to determine the remaining

functionality of the target.

critical system — A system is critical if it is contained in the damage assessment expression for a context '

specified in the current analysis session.
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~ eritical component — 1. A critical component is any component which, if damaged, would result in the

reduction of the target’s ability to perform a mission function (i.e. mobility capability).
2. A critical component is any component specified'in the damage assessment expression for a context
in the current analysis session, either directly or through a system definition.

damage assessment expression — A damage assessment expression -defines the contributions various
" systems make to the functionality of the vehicle for a particular context. These contributions are
defined in the form of logical and mathematical combinations, using the same gra’mmar as system
definitions. This grammar_provides the functionality found in existing vulnerability codes while

allowing much greater flexibility.

damage evaluation selection — A given type of damage may be evaluated in more than one manner.
Also, different types of damage require different forms of évaluation; Each type of evaluation is
irolated in a single module within MUVES. Therefore, it is necessary to specify the desired module

for each category of component that may be hit in a given analysis. Every analysis must specify one

of these files. Normally, there will be a standard file for a given target. Unless the analyst wishes to
do an unusual form of evaluation, it inay not be necessary to change this file.

damage packets — A data structure which defines the type of damage done to a component and

contains any parameters needed to describe the degree of damage (e.g. number of impacting

fragments, hole diameter, deposited energy). Note that this data structure cnly contains the physical
parameters of .the damage and contains no information about the effect of that damage on the
component’s functionality.

environment — The environment refers to the physical and circumstantial surroundings of the target

e. g.', “typical”, “european, offensive”, “middle east”, or “driving down the road in heavy fog” ).

evaluation module — This is a module written by the app.roximat.ion method developer to compute the
functionality of a component based on the damage to that component during its interaction(s) with

,the threat(s). MUVES invokes these modules based on the component category and the specifications

in the damage evaluation selection file. Each evaluation inodule specifies the type of damage that is
relevant to the calculations it'must perform; the interaction modules will only produce damage that

has been declared relevant to a particular component category. -

final resulta — The final results are the remaining functionalities for the target in specified contoxts after
interaction with a threat. The final results file contains queueing information to help differentiate
" between the various views (there may be many in a given final results file), followed by all of the

shot resalts for the session. Each line of the final results file shows the origin and direction for a
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single initial shot and the resulting target functionalities in all of the requested contexts.

functionality /utility — Vulnerability results have traditionally been expressed in terms of “prabability

of kill”’ or “loss of function” for a given target. There has been a great deal of discussion concerning

the exact meaning of these terms which will not be repeated here. The MUVES philosophy has been'

to refer to the final results values as ‘“‘utilities’’ or “functionalities”. The exact meaning of these

numbers is left to the approximation method designer, but in general they are used to define the

probability .of the target or subsystem retaining total functionality. The primary reason for this is

that it allows the analyst to write his deactivation diagrams and damage assessment expressions in

terms of positive combinations rather than negative; this makes the expressions easier to write and

. thus less error prone. For certain methods, however, the interpretation of these values may differ
significantly; one should always carefully read the approximation method documentation.

s

initial threat path — A threat path is a list of component traces from a ray-traced path through a
target plus the parameters for a threat impacting the first component (before any interactions have

occurred). .

interaction module — This is a function written by the appyroximation method developer to perl;orm the
calculations involved in the interaction of a single component with a threat. MUVES selects these
functions based on the approximation method, the component category, and the threat type.
Therefore, components must be assigned to appropriate categories based on the way they are treated
when interacting with threats. Detailed information about available component categories and
threat types is contained in the appendix for a particular approximation method. Each interaction
-module must be able to deal with all of the possil;le outcomes of that interaction. For instance, an
armor interaction module in a point-burst model must be able to create the threat paths for a spall
cloud if it determines that the armor is perforated. If the method performed blast calcula§i§ns along
wit,hl fragment vhlnerability, the interaction module would also have to be able to produce a shock

'

wave in an appropriate manner.
.

intermediate results — The analyst rﬁay specify that intermediate results be stored for a given analysis.
MUVES will store all geometric, component, and threat information for a given analysis in a user
specified file. These files can become quite large; therefore, analysts should write intermediate
results only- when necessary and remove the files as soon as possible. The primary use for this
information is to give the analyst insight into the internal computations perfonﬁed during an
analysis. This can improve his understanding of the processes involved, or be used to debug a target

or threat when anomalies are discovered in the final results.

mission function — A mission function is the operation the target is expected to perform. Initially, the
mission functions used in MUVES will generally correspond to the kill criteria used in traditional
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vulnerability codes (e.g., mobility, firepower, catastrophic, ete.).

session file — The parameters for each analysis are recorded in a “session file” for that analysis. This
permits an analyst to examine previous runs, compare results, or setup a new run with similar

parameters. Archiving session files with the corresponding results and requisite input files produces

interféce, it will never be altered; that would invalidate any later attempts to archive that session. It
is possible to run a variation of a previous analysis by loading the corresponding session file and

changing the desired parameters.

shot — A shot is a point and a vector which collectively specify an initial ray-trace operation. The point
specifies the origin of the trace in the target coordinate system, while the vector specifies the desired

direction.

shot group — A “shot group”’ is a collection of one or more shots, each of which may have a shot pattern
attached; within MUVES, this is synonymous with the word ‘“‘view’. Shot groups may be specified

{4

explicitly using the “group” keyword, followed by several shots (with possible shot pétterns) and
ending with the “endgroup” keyword. Thus, one could combine several small grids covering specific
portions of the target into a single view. If necessary, one may specify any desired arrangement of

shots by repeatedly specifying single shots in the same sliot‘group. If a particular shot specification

its shot pattern) is treated as a separate shot group.

shot pattern — A shot pattern specifies a set of shots. A pattern may consist of a single shot, or many

shots clustered around an orienting shot. There are two standard patterns currently provided in

‘‘grid” pattern which locates the shot origins in a regular array on a plane containing the orienting
shot, while their directions are parallel to the orientihg shot. MUVES also provides the ‘‘gauss’
pattern wherein the shot origins are randomly distributed in a bivariate Gaussian distribution in a
plane; otherwise, it is similar to the ‘“grid” pattern."

system — A system is any combination of components or subsystems using logical and/or mathematical
operators. For instance, the fuel system might consist of the fuel tank, fuel, fuel pump, fuel lines,
and carburetor. All of these would be combined using ‘and’ operators to indicate that all of them

are necessary for proper functioning of the system.

systems in the target. Each definition has the form: <system> = < expression>>, where
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an official record of the analysis for future reference. Once a session file is created by the user

is not enclosed by the “group” and “‘endgroup’” keywords, then the shot (or the shots generat,ed' from -

MUVES, though others may be added later if necessary. The most commonly used pattern is the

system definitions — System definitions are specified in a file containing the definitions for all of the °
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< expression> is a.'logica.l and/or mathematical combination of components or subsystems. The

lileaning of the definition is: “for the named s'yst.em to be completely. functional, the following
combination of components and subsystems must be completely functional”. For approximation
methods that support fractional functionality, the logical conditions are generalized in accordance to

the laws of probability. o .

system degradation — When components within a system are damaged, the system is said to be
degraded in that it can no longer perform its intended function at full capacity. Degradation is a
measure of the loss in capability for the system in question. Numerically, this is the inverse of the
remaining utility of the system (assuming that utility is measured from 0 to 1).

target — A target is a “system of systems”, having definite geometry and designed to perform some
mission or missions of mterut Components form the lowest level of target structure; they are the

“building blocks” of the system hierarchy.

target characteristics — All information needed to characterize a specific target is kept in files located
in project inputs directories. This includes files containing component definitions, component
category assignments, and component properties as well as system definitions and damage assessment

expressions for contexts of interest.

target geometry — This refers to a file containing the geometric description of the target. That is, it .
gives the size, shape, and position of each component in the target. This description is interrogated

by the ray tracer during the course of a MUVES analysis.

threat — A threat is any phenomenon that can produce some kind of damage to a target. Note that both
the phenomenon and the damage can be rather abstract (e.g. line of sight, detection) if desired.

threat path — A list of component traces from a ray-traced path thiough a target plus the parameters
' Ifor a threat propagating along that path. This information is requfred to propagate a threat
through the series of interaction modules in order to compute the damage to the target as a result of
threat/component interactions; the subsequent components in a threat path may also change as a

result of the interactions.

threat type — A category of threats which behave in the same fashion when interacting with target .
components (e.g. shaped charge jet, spall fragment).
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ammo

APC
APG
ASCIl
AVG
avg

azel
‘azim
BISO
BNF
BRL
BRLCAD
CAD
ccmap
CE
cellxcell
cm
colorsil -
comp
compart
CPU
CsC
dae

deg

des
diam
DMD
DSM
ecurve
EFP

elevy

List of Symbols and Abbreviations

ammunition

Armor-Piercing

armor-piercing

Armored Personnel Carrier

Aberdeen Proving Ground .
American Standard Code for Information Interchange
average

average

azimuth

azimuth/elevation

azimuth ,

Built-in Standoff

Backus-Naur Format

Ballistic Research Laboratorj

Ballistic Research Laboratory Computer-Aided' Design package
Computer-Aided Design '
component category map (file)

Chemical Energy

Compartment-style cell-by-cell postprocessor
centimeters

Colér silhouette postprocessor

component identifier map (file)

Compartment approximation method

Central Processing Unit =

Computer Sciences Corporatiox{

damage assessment expression (file)

degree

damage evaluation selections (file)

diameter

Dot-Mapped Display

DiPersio, Simon, Merendino

evaluation curves for EMs (file) .

Explosively Formed Projectiles

elevation ‘

Evaluation Module

escape key
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FORAST
FP

fr

FRF

ft

geom
GEOM
GIFT

GSB
horis
HVAP

icurve

= 3_2_;-5' g?

&

ke
LOF
LRP

muverat
‘muves -
NL
obl

pen

Firepower

programming language

Fireman-Pugh

final results

Fractional Remaining Functionality
foot or feet

target database description (file)
threat packet

Geometric Information ft‘)r Targets
Gunner’s Primary Sight ‘ -
Ground Systems Branch of the BRL/VLlj

" horizontal

Hyper Velocity Armor Piercing Projectiles
interaction curves for IMs (file)
identifiers

Interaction Module

inches |

. Individual Unit ‘Action

Internal Volume

Internal Volume Perforated
Kill

Kinetic Energy

kinetic energy

Loss of Function

Long Rod Penetrator

light -

meters

Mobility

millimeters

Mobility or Firepower

Multi-device Graphics EDitor
mobility kill with no perforation

. Mobility or Firepower

Modular UNIX-based Vulnerability Estimation Suite
muverat executable image

muves executable image

newline
obliquity

penetration
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phd
PK
pkt
prop

RHV
rsh
rt
sC

SCCs
! SCJ

M SCI.DSM’

SCI_FP
SCJ.STD
SCwW
SECAD
sy
SLAVE

SQuASH

STD
sysdef
TGT
Ui

uUs
VAMP
VAST
vC
vert

vol
WCD
wtd

perforation

* profile hole diameter

probability of kill

packet '
component properties (file)
Rolled Homogeneous Armor
Residual Hole Volume
remote shell

right

Shaped-Charge
shaped-charge

Source Code Control System
Shaped-Charge Jet
Shaped-Charge Jet threat packet using DSM parameters

Shaped-Charge Jet threat packet using Fireman-Pugh paramaters

Standard Shaped-Charge Jet threat packet -

Shaped-Charge Warhead '

System Eirgineering and Concepts Analysis Division (6f the BRL)
Suomniacy tables, TUA files and View averages postprocessor
Sirule Lethality and Vulnerability Estimator

St ciastic Qualitativ'e Analysis of System Hierarchies

st bant

" sysiit- cefimitions (file)

targec

User ncerface

United States ,
Vulnerability Analysis Methodology Program
Vuinersbility Analysis for Surface Targets .
Vekicle Code

vertical .
Vulnerability/Lethality Division (of the BRL)
Vulnerability Methodology Branch (of the BRL/VLD)
volume

Warhead Charge Diameter l

weighted
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